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1. Introduction

1.1 Purpose 

The purpose of the BMMP Packaged and Segmented Capabilities and Requirements is to show how the BEA requirements identified from architecture products are grouped and aligned to segments, for implementation and accountability.  Dividing the transition work into manageable segments will enable success.  The transition strategy will, by dividing transition activities into manageable segments, reduce risk associated with the transition and allow the DoD to take measured and controlled steps towards its ultimate objectives. 
1.2 Scope

The scope of the BMMP Packaged and Segmented Capabilities and Requirements describes the activities and resources necessary to design, coordinate and implement the BEA packages and segmented capabilities and requirements developed for the BEA.

1.3 Methodology

The packages and segments identified in this document were developed in a combined bottom-up and top-down approach.  In the bottom-up approach, the BMMP Transition Team worked with members of the BEA Process Action Teams (PATs) to develop draft packages and segments based upon operational and system architect products.  This process involved extensive review of the System Architect (SA) products created by the Operational View (OV), System View (OV) and Technical View (TV) Teams.  Subsequently, a top-down approach was employed by the Transition Team and the PAT that subdivided the packages into segments to provide a comprehensive picture of the package (e.g., aligning with the BEA “To Be” Vision).  These packages and segments were reviewed within the BMMP program office through transition planning workshops in November-December 2002.

Then, in January 2003, the BMMP PMO began a series of workshops with the domain areas to collect and incorporate inputs from domains on packages and segments.  Seven Domain Area Workshops were utilized to validate the feasibility of the packages and segments and formally comment on names, descriptions and other attributes.

 Domain Owners consensus on the names and descriptions of the packages and segments was achieved.  After the Domain Owners settled on the names of the packages and segments, the FMMP community preliminarily associated to the requirements to segments.  The recommended associations will be provided to the Domain Owners for review.
Figure 1 shows the specific architecture products (OV, SV, and TV) that were used to derive packaged and segmented capabilities and transition requirements.  The requirements developed for this report are derived from Integrated Build 30 (4-30-2003) of the BEA.
Figure 1 Architecture Transition Plan[image: image1.wmf] 
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The requirements and capabilities from supporting architecture products are captured because these were used to develop the specific architecture products.  The set of transition products shown in the right stack in figure 1 will be discussed in Section 2.9.

Additionally, package and segment assumptions have been developed to provide for uniformity within the enterprise architecture:

· Unless otherwise specified in the architecture or segment description, the segment is implementing the DoD-wide solution

· Every system entity and system function must be implemented (no orphans)

· No system entity or system function should be implemented both DoD-wide and also within a business line (no overlaps) 
· Enterprise business line Segments provide an alternate means to combine segments to implement an enterprise solution that complies with the BEA
· Uniformity within the enterprise architecture is achieved
1.4 Outline of the Document

This document is composed of four major sections.

1. Introduction:  This part provides background for the document, intended audience, methodology, scope and traceability.

2. Packaging, Segmentation and Enterprise Capability Concepts:  This section discusses the overall strategy and provides the conceptual basis for the development of the approach.

3. Packaging, Segments and Enterprise Capability Groups:  This section provides a narrative description of each package and the segments that compose each package.  There are 36 packages and 138 segments. 

4. Requirements Reports:  This section discusses three reports showing the relationship of requirements to Packages, and Segments requirements to Capability Targets, as well as actually providing a list of requirements.
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2. Packaging and Segmenting Overview

2.1 
Introduction

Implementing the BEA requires thousands or even tens of thousand of changes to systems, processes, policies and roles across the DoD enterprise.   A change of this magnitude must be accomplished in a modular and time-phased manner to succeed with the strategy of subdividing the new “To Be” architecture into manageable and implementable pieces and sequencing the transition to it is called segmentation.  

The BMMP Transition Plan Strategy document identified segmentation as one of the ten strategies for the BEA Transition.  This strategy is intended to reduce risk associated with the transition and allows the DoD to take measured and controlled steps towards its ultimate objectives.  Segmentation is a fundamental concept in deciding the size and scope of each Transition Plan.  The following transition design principles were used to guide the development of the transition: 

· Work collaboratively with Domain Owners, Services, Agencies, DoD Executive Forums and key stakeholders Workshops, Product Reviews with Comments 

· Build upon existing initiatives
· Synchronize with financial and funding cycles; business operations and processes; and existing systems, processes, and architecture initiatives

· Transition multiple tracks simultaneously

· Phase the implementation of functional and process threads

· Recommend and build upon Quick Wins

· Provide compliance with laws, regulations, policies and standards

· Re-use before buy; buy before build, utilizing industry standards
As discussed in Section 1.5 (Methodology), requirements, packages, and segments were developed through a rigorous, iterative process.  Adherence to the packaging, segmenting and sequencing principles and compliance checklist discussed later in this section provides further rigor.  A collaborative process will continue to be used to incorporate changes to BEA requirements, packages and segments.  This process will follow the BEA configuration control procedures. 

2.2 Components of the BMMP Segmentation Approach

The main components of the BMMP segmentation approach are packages, segments, transition elements, enterprise capability groups, and sequence.

2.2.1 Packages 

A package is a portion of the architecture composed of a set of segments. Segments combine derived requirements (from the “To Be” architecture) that reflect business processes and information technology. Ultimately, all of the segments are sequenced and when complete and fielded, provide a package level capability. A set of packages is aligned to a Domain Owner Area.
Foundation packages are developed to provide initial capabilities (e.g., data management and enterprise reporting) that enable other segments (See Section 2.6.1 for a discussion of foundation segments).  Additionally, other packages are developed to provide for the technical structure to support an enterprise environment segment and support core business operations (See section 2.6.2).  It is important to note that requirements can appear in more than one package (e.g., PKI requirement may apply to several packages). 



2.2.2 Segments

A segment is a release of people, processes, and technology capabilities for achieving BMMP objectives. Segments are the elements of the Transition Plan that are costed and scheduled.  BMMP segments will be defined as a collection of requirements derived from the “To Be” architecture and either organizational or functional scope: 

(1) Organizational scope-segments are aligned to organizations and activities for implementation.

(2) Functional scope-segments are aligned to units of functionality for implementation.

Functional Scope dimension was utilized to derive BMMP packages and 
segments. Segments will differ in size and complexity because changes required to the activities, roles, and system entities differ in size and complexity.  For instance, 

· Some segments will have a large number of requirements associated with the segment

· Some segments will be more mature and therefore have a more robust definition

· Some segments will have a greater number of applicable transition elements

· The size of the user community will also dictate segment size

· Segments have both a bottom-up and top-down design feature

· The architecture is the basis for the segments and the architecture pieces have various levels of decomposition and sophistication 

2.2.2.1 Segment types

Segments can be classified as either Non-System or System segment types.  A Non-System segment type provides a non-system solution (e.g., policy change, BPR, or Outsourcing).  A System segment type provides a system solution that depends upon an existing system, current initiative, or could require a new acquisition solution. 

Non-System (Standard/Policy Segment Types)

Non-system segment types contain the following:

· Change of Policy: The policy change segment type enables process changes by modifying existing statutory or regulatory guidance.  Policy changes can focus on internal or external factors that influence the current state of the environment in review.  Policy changes can entail language changes to augment the way policies are interpreted, complete or partial rewrite, or removal.

· Further BPR: This segment type focuses on changing business processes.  The reengineering effort starts by understanding customer business goals and objectives, business activities, processes and workflows, and developing a holistic set of customer-focused changes to provide efficiency to their business activities.  

· Outsourcing: The outsourcing segment type provides an opportunity for a commercial entity to perform the activities previously accomplished by the government.  Portions of an outsourcing initiative may be categorized as an A-76.  It is named after the A-76 Circular, which implements the Federal Activities Inventory Reform Act of 1998 statutory requirements, and establishes Federal policy regarding the performance of commercial activities.  A supplement to this circular sets forth the procedures for determining whether organization activities could be performed more efficiently with government or commercial sources.  However, the cost involved with an A-76 will analyze the impact from outsourcing the effort, and not whether the effort is most efficiently performed within government or by a commercial source.  A resource analysis will not identify the cost for the most efficient organization (MEO), but rather the cost to perform the activities in the private sector.

System (Full Service)
System segment types contain the following:

· Modification of Existing System: In this segment type, modifying an existing system provides for new business processes or requirements.  Examples of existing system modifications are quick fixes and rewriting an existing system’s software to create a functionally equivalent information system based on modern software techniques and hardware.  BPR may be required to accompany the existing system change.

· Modification of Existing Procurement: In this segment type, an ongoing information system acquisition effort is amended to address new processes or requirements.  This requires a thorough examination of the ongoing effort and carefully planned modification of existing plans, schedules, and performance measures. BPR may be required to accompany the effort.

· New Acquisition Solution: In this segment type, a new information system or application is acquired to provide a critical business capability.  New acquisitions require extensive analysis, planning, and management to provide the product or application of the required capability within established schedule and cost guidelines. BPR is a critical component within the acquisition process in order to integrate business processes with the new product or application.
2.2.3 Transition Elements

Packages will utilize transition elements to provide a way to categorize requirements and act as a mechanism to filter transition work products to focus on interested constituent user communities and implementer’s skill sets.  In other words, a transition element is an attribute of a requirement that will provide traceability of the transition packages and Transition Plan to the “To Be” architecture. 

	General Accounting Package/Standard Accounting Structure Segment Elements

	Segment Description
	Consists of the activities that define standard accounting structure and policy.  Contains activities and systems associated with the development and maintenance of the standard accounting code structure, charge code structure, chart of accounts, cost accounting structure and accounting methodology.  The Accounting Structure business segment contains DoD’s accounting methodology standardization and an improvement process.

	Elements
	Laws
	Policy & Regulation
	Process & Roles
	Business Information Standards
	Business Applications
	BPR
	Organizational Alignment
	Data Infrastructure
	IT Infrastructure
	Information Assurance
	Testing Infrastructure
	Training Infrastructure

	
	
	X
	X
	X
	
	X
	X
	X
	
	
	
	


Figure 2 Example Segment Transition Elements
Figure 2 displays an example of Segment Transition elements.  There are twelve possible transition elements that could apply to any segment.  The X in the boxes indicates those elements that apply to a segment within a package (e.g., the Standard Accounting Structure within the General Accounting package).

2.3 Packages and Segments and Enterprise Capability Groups
Packages are aligned to Domain Owners to empower them with the responsibility and authority to manage segment implementation.  There are three other considerations to provide cross-domain integration:  packages implement an integrated architecture, stewardship roles are assigned to segments, and enterprise groups have been carefully designed to provide for enterprise-wide integration oversight.

An enterprise capability group is a collection of segments that requires integration across multiple packages or across multiple domains. A segment can only be assigned to one package; however, it can be assigned to more than one capability group.  These groups enable functional integration across the DoD Enterprise where end-to-end or cross-domain input is required. This relationship can be seen in Figure 3.
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Figure 3 Relationships of Packages, Segments, and Groups
2.4 Sequence

Sequencing is the order in which segments can be most effectively and efficiently implemented.  Optimum sequencing will be impacted by a myriad of factors discussed later in the sequencing principles, but high value and immediate results obtained through fixing bad actors (systems or processes that do not efficiently or effectively achieve the purpose for which it was developed) and reducing cost will be a critical evaluation factor.  A full discussion of sequencing priorities is found in Section 2.7.2 (Sequencing Principles).

2.5 Packaging, Segmenting, and Sequencing Process
Figure 4 provides the process for developing packages, segments, and sequencing.
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Figure 4 Packaging, Segmenting, and Sequencing Process
Notes:

(1) In general, requirements should be developed at the lowest leaf level diagram of the architecture.  However, the level at which OV-5 diagrams are decomposed will vary by process area.  Requirements written at this level provide the most specificity, while capturing the most unique and comprehensive requirements.

 (2) Words used in these paragraphs reflect terminology associate with building a standard C4ISR compliant architecture.

2.6 Categories of Segments and Standards

Other categories of segments are Foundation, Core Business Segments, and Transition Support and Integration.

2.6.1 Foundation Segments

Foundation Segments are Technical Infrastructure segments that enable other Domain segments. This recognizes that there is some critical technical and functional work necessary to provide the basis for system and functional implementation.  There are two types. First, Domain segments that can be found in each of the domain packages to provide supporting enterprise data management and reporting enhancements for the domain area.  The title of this foundation segment is “Package Name” Enterprise Data Management and Reporting Enhancements (for example, Cost Management Enterprise Data Management and Reporting Enhancements).

Secondly, foundation segments that can be found in the Technical Infrastructure domain area provide standardization across the enterprise. Technical Infrastructure segments underpin other technical foundation segments and core business segments (for example, Data Management Foundation and Enterprise Reporting Foundation Packages). These segments contain the data integration management enterprise reporting foundation segments, and information services.  However, this domain area also provides the enterprise-wide technical service standards, platforms, and environment that enables integrated enterprise business operations.  These Technical Infrastructure domain area segments are 
Enterprise Services Environment segments and 
Information Assurance Foundation segments.
2.6.2 Core Business Segments

Core business segments implement standard integrated DoD domain area business operations. This requires that some core work in business areas precedes or is necessary to be completed first, so as to provide a foundation for later business area work.  The seven domain areas approved by the OUSD(C) are:

· Finance, Accounting Operations and Financial Management

· Strategic Planning and Budgeting
· Human Resource Management

· Acquisition/Procurement

· Logistics

· Installations and Environment
· Technical Infrastructure (discussed in section 2.6.1)

Section 3 and Appendicies A through G provide a full discussion of the Domain Owner packages and segments that are core business segments





2.6.3 Transition Support and Program Management Segments
These segments provide BMMP Program Management and support to the BMMP Transition Plan implementation.  These segments are Program Management, Governance, BMMP Compliance, Testing, and Education and Training.

2.7 Segmentation Design Principles

The composition of each package, segment and the sequencing of the segments is determined using a set of segmentation design principles. Additionally, a segmentation checklist is provided to verify that packaging and segmentation principles are accurately applied. 
The BMMP will continue to revisit these principles throughout the implementation to keep the program on track and true to its principles.  Failure to adhere to the principles will render the transition sub-optimal, be more costly, and lead too less effective implementation of the BEA.
Two types of Segmentation Design Principles (Package and Segment Design Principles and Sequencing Principles) are discussed in the following two sections.
2.7.1 Package and Segment Design Principles

These principles allow for the consistent construction of packages and segments to optimize roles, responsibilities, cost, and size. The package and segment design principles are as follows:

· Packages should not cross-domain process owners.  To establish clear lines of responsibilities, beginning and ending of emergent packages and segments must be clear so as to provide clear delineation of responsibilities to Domain owners. 

· Segments will have definable release dates and a single program manager, and consider cost and size required to implement as defined by the Domain Owner.  Segments must be constructed to provide program managers reasonably sized segments, precisely timed for release, and with proper costing to facilitate consideration in the Defense Acquisition Management and PPBS processes.

· Consider architectural view coverage and alignment.  Packages and segments must be constructed with a view to where their piece (package or segment) will fit in the overall “To Be” architecture.  Disparate pieces or cross-“To Be” architecture construction will be difficult to manage.  Homogeneous groups of activities, system functions, standards and people will facilitate implementation of this principle.

· Limit the size of each segment to a manageable scope.  To facilitate program management, segments need to be sized for proper “To Be” architecture alignment, configuration control and fiscal control.

· Leverage existing initiatives.  From the beginning of BEA, a guiding principle has been to “piggy back” on existing efforts, whether it is functional, system, or standard oriented.  BMMP thereby benefits from existing work and saves money for the program.

· Enable distribution of responsibility.  Clearly segregated packages and segments allow for the program manager to vigorously pursue a program without the encumbrances of overlapping lines of authority and responsibilities.
Once the packages and segments are completed, a segmentation checklist is used to verify that segmentation principles are accurately applied.  Considerations are:

· For a package, can a single manager oversee the package?
· Functional breadth and depth?

· Size?

· For a segment, can a single manager manage the segment?
· Functional breadth and depth?

· Size?

· Can a segment have an Initial Operational Capability (IOC)?
· Are the risks manageable?

· Does it duplicate or overlap with another segment?

· Does it conflict with any existing segment?

2.7.2 Sequencing Principles

Sequencing principles optimize the sequencing of packages and segments giving early priority to those packages and segments that provide high return and/or address adverse organizational impacts. They accomplish the following:

· Spread the transition over time, in phases.  Packages and segments must be grouped and phased over time to stay within executable and acceptable financial limits and to provide a logical flow of projects. 
· Give higher priority to segments addressing adverse organizational impacts.  BMMP should pursue functional activities, systems, and standards that currently displease the financial and functional community. This identifies candidate programs that will have a large constituent support community early on in the effort.

· Give higher priority to transitioning “broken” processes and systems:  compliance violators and areas of insufficient enabling functionality.  As above, support will be easier to obtain and the implementation results will be of immediate value.

· Give higher priority to transitioning high-cost systems.  Replacement/elimination of high value and high maintenance activities will help offset the investment cost of BMMP and reduce the overall life cycle cost of the BEA. 

· Manage within constraints.  With so many competing priorities, BMMP must be sequenced to quickly field the BEA. However, it will be constrained by, fiscal limits, logical project rollout, technology, the ability of the organization to absorb change and non-fiscal resource availability.

· Re-align to existing initiatives schedules to accelerate where necessary.  Existing initiative schedules provide a good vehicle to align BMMP- supporting initiatives to create synergy and reduce costs.

· Align to technology maturity milestones while enforcing a strict risk management approach. The BMMP must properly consider emergent technology and associated risks in establishing the package and segment sequencing.  

· Align to intermediate “To Be” architectures.  There will be logical opportunities to align specific packages and segments to interim “To Be” architectures.

· Give early priority to data standardization and interoperability, data warehouses, common databases/database integration, and messaging.  Early creation of the system and data aspects of BEA will allow a seamless environment for the insertion of the functional fielding initiatives.
2.8 Role of Segments in the Transition Plan

The BEA can be seen as a series of interlocking parts that together present a holistic view of the “To Be” architecture.  Three distinct views can be presented.  Initially, the “To Be” architecture can be viewed through the eyes of the domain owners through the alignment of the packages to communities—creating an ownership view.  Secondly, the segment view provides a more work-oriented view since it describes a unit of work.  Lastly, a more enterprise-wide view is seen through capability groups.  

Segments are the implementable pieces of the “To Be” architecture, and as such represent the smallest pieces that are managed and tracked over the transition.  Segments form the basic unit for the Transition Resource Plan, which provides an estimate of cost and resources.

2.9 Relationships of Packages And Segments to Other Transition Plan Work Products

Each of the work products makes a valuable contribution to the overall Transition Plan.  However, the packages and segments document provides a unique contribution to the Transition Plan by feeding the structure and organization of the other source documents that will be handed over to domain owners.  Figure 5 lists all of the Transition Plan work products and the following sections discuss those work products impacted by the Packages and Segmented Capabilities and Requirements work product:
	Transition Plan Work Products

	Transition Strategy

Capability Maturity Profile (AV-3)
Capability Schedule

Work Break Down Structure

Project Schedule

Packaged and Segmented Capabilities and Requirements
System Evolution (SV-8)

Test Plan


	Organizational/Change Readiness Assessment

Communication Plan

Stakeholder Management Plan

Organization Impact Analysis

Education and Training High-Level Plan

Incentives Plan

Compliance Plan
Resource Plan


Figure 5 Transition Plan Work Products

2.9.1 Capability Maturity Profile (AV-3)

The Capability Maturity Profile is organized to support the business focus of DoD within the context of the BEA.  It describes the maturation of BEA-related business processes, systems and management support functions.  The Capability Maturity Profile provides a framework within which DoD can set a target, measure current and proposed solutions, and align associated plans, training materials, and appraisal materials.  
Business and Financial management capability targets, as outgrowths of capability areas, articulate the highest-level of functional and nonfunctional requirements that the BMMP/BEA is expected to satisfy.  Functional capability targets are defined as clear and specific functionality that either a person or a system obtains by interacting with a given system to achieve an expected outcome.  Nonfunctional capability targets are mainly provided by guidance, policy, regulations, and standards that govern the overall system definition, design, construction, deployment, and maintenance.  This concept is key to the derivation of capability maturity levels in the Capability Maturity Profile. It assigns maturity levels that describe process maturity based on a comparative assessment to a known standard.  The levels progress from an “ad hoc” state (wherein each organization of the Enterprise acts autonomously) to an optimizing state (wherein all member organizations of the Enterprise-and the global partners-experience the benefits of interoperability and resource sharing).  Seventeen core capability areas have been identified in the AV-3 along with targeted maturity paths for each capability area.

2.9.2 System Evolution Description (SV-8)

"To Be" Systems Evolution Description (SV-8) is a table that identifies DoD's system inventory and its relationship to BMMP packages, segments, and system functions.  This inventory details the existing systems currently in use by DoD departments and agencies (including mainframe, client server, and desktop systems) and aligns them, according to segment, with the “To Be” architecture and BEA Transition Plan.

The purpose of the Systems Evolution Description is to provide Domain owners with a guideline, or high-level roadmap, from which to review their current systems, identify how and when they will migrate to the “To Be” state, and develop detailed transition plans to successfully achieve the migration.  The Domain owners will be responsible for transitioning their system functionality to the “To Be” BEA, and as such, the SV-8 provides the high-level information required to transition in a coordinated and successful manner.  The SV-8 facilitates this planning by providing an overview of current systems under each Domain owner’s purview, information affecting intermediate actions during the transition, and where the current system functionality will fit and be implemented into the “To Be” architecture.

2.9.3 Resource Plan

The purpose of the Resource Plan is to provide a resource methodology and framework for the BEA and the related Domain Owner system implementations.  The Resource Plan will allow for the administrative oversight of funds, reporting of results, programming and budgeting, assessment of results, and supply of financial information to managers.  The Resource Plan methodology is based on evaluating  packaged and segmented requirements and the time proposed for systems functions to be transitioned.  The Resource Plan  will identify BMMP program costs and funding by package/segment, by fiscal year, and by DoD component level.   Because resources are required for all BMMP activities, the Resource Plan will reflect the 4 pillars and 10 strategies of the Transition Plan Strategy delivered in October 2002.  


Table 2‑1 provides a framework  for collection of resource data by Segment, Package, Organization, Transition Element, Fiscal Year, and Dollars.  The plan will provide for a resource framework to manage the project’s life cycle.  The granularity level of funding reflected in the Transition Plan for the “To Be” model, down to the Transition Element, will allow for: administrative oversight of funds; reporting of results; planning, programming and budgeting; assessment of results; and providing financial information to managers.  

Table 2‑1 "To Be" Resource Plan Framework
	“To-Be” Resource Model

	Segment
	Standard Accounting Structure
	
	

	Transition Package
	Organization

	Transition Element
	Fiscal Year
	$ (Thousands)

	General Ledger
	XYZ
	Laws
	n/a
	n/a

	General Ledger
	XYZ
	Policies, Regulations, and Accounting Standards
	TBD
	TBD

	General Ledger
	XYZ
	Processes and Roles
	TBD
	TBD

	General Ledger
	XYZ
	Business Information Standards
	TBD
	TBD

	General Ledger
	XYZ
	Business Applications
	TBD
	TBD

	General Ledger
	XYZ
	BPR
	TBD
	TBD

	General Ledger
	XYZ
	Organizational Alignment
	TBD
	TBD

	General Ledger
	XYZ
	Data Infrastructure
	TBD
	TBD

	General Ledger
	XYZ
	Information Technology (IT) Infrastructure
	n/a
	n/a

	General Ledger
	XYZ
	Information Assurance
	n/a
	n/a

	General Ledger
	XYZ
	Testing Infrastructure
	n/a
	n/a

	General Ledger
	XYZ
	Training Infrastructure
	n/a
	n/a


The combination of the Packaged and Segmented Capabilities and Requirements Document and the Resource Plan create a DoD-level framework to develop a time-phased planning estimate.  The Packaged and Segmented Capabilities and Requirements Document and the Resource Plan describe the Transition in terms of Cost Model estimates that will prove a solid basis for more detailed cost estimates.  These estimates provide the starting point for the Domain Owners to further develop their projects.  Only after the requirements and costing are further developed will the packages and segments represent a POM/Budget submission and Acquisition Program Baseline (APB).

2.9.4 Work Breakdown Structure


The work breakdown structure (WBS) sets the overall structure of the Project Schedule and demonstrates the approach for organizing the BEA transition plan.  Over the next phase of the BEA project, many “what if” project schedules will be developed to evaluate various planning scenarios and better estimate milestone dates from 2003 and beyond.   These “what if” project schedules will help DoD decision makers see the impacts of different alternatives by forecasting the completion of tasks, anticipating schedule conflict and resource problems, and serving as a visual communication tool.   

A WBS will be developed to support the creation of “what if” project schedules that depict the end-to-end implementation of segments.  In the development of these project schedules assumptions and estimates must be made to account for many of the unknown variables about a segment, such as size, type, tasks, task duration, etc.  For each segment, high-level Work Breakdown Structure (WBS) elements and milestones will be defined.  These WBS milestones will differ based on the segment type.  In addition, default durations for each of these WBS elements will be assigned based on the experience in similar sized DoD and industry efforts. Figure 6 is a matrix that shows each Segment Type and its associated WBS elements.
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Figure 6 Segment Types and Associated WBS Elements
1. Manage - Program Management Office (PMO) efforts to oversee, monitor, and have the overall responsibility for execution.  This WBS element extends over the life of the segment.  

2. Assess Mission Need/Define Requirement/Explore Concept/Propose Policy Change - Initial startup to determine if the initiative is needed, and if needed resources to support it are available.

3. BPR Analysis - Evaluation of business processes and rules that may, of necessity, change when implementing the Segment.  

4. Analysis of Alternatives – Analysis of alternate methods, procedures, and technology.

5. Design/Develop/Build/Write/Configure - Detailed design and development work.

6. Train - Training of all those who will be affected by the implementation, in order to accomplish the implementation of the Segment.  

7. Test/Evaluate/Review - Evaluate the product through Developmental or Operational tests, or reviews.  

8. Deploy/Publish/Implement - Initial deployment of the product. 

9. Sustain - Maintenance of the product through its lifecycle. 

Likewise, while the Capability Schedule describes broad capability maturity milestones, it also influences the timing of the Project Schedule.  Overlaying the Capability Schedule with the Project Schedule will identify dependencies between packages or transition elements and capabilities.  

The Capability Schedule and Project Schedule are also interrelated via the BEA requirements.  Specifically, a BEA requirement will be assigned to both a package and a capability category, linking the two schedules together and helping to articulate dependencies between milestone dates. Also, segment completion can measure achievement of capability maturity levels (SV-8).  

The Project Schedule influences the ultimate SV-8 milestones.  The timing or implementation of a given transition package will influence the timing of the convergence or sunset of associated systems.  In addition, when the SV-8 is overlaid with the Project Schedule, specific dependencies on technology and standards forecasts will be visible.

2.9.5 Requirements Database

The purpose of requirements is to define something that the solution must do, a property that the solution must have, or a constraint on the solution.  Business Needs are a driving force behind BEA, and requirements provide a traceability and communications vehicle both for external business needs to drive the “To Be” architecture and for the “To Be” architecture to drive the solutions to business needs through the transition.

BEA requirements are stored in a Requirements Management and Repository tool called the Dynamic Object Oriented Requirements System (DOORS).  The Requirements work product itself will consist of a listing of each capability requirement with its associated data elements.  

Each requirement has a multitude of attributes, one of which is a segment.  Requirements can be linked to multiple segments.
2.10 
Requirements

Requirements are derived from external sources (i.e., meaning laws, policy, guidance, and standards), BEA compliance and BEA change requirement sources drawn from the roles, activities, system entities and interfaces, system functions, networks, and standards.   As these requirements are written, each is associated with a package and segment for use and considerations in many of the BEA work products.

2.10.1 Functional, Non-Functional, and Constraints

The requirements that contribute to the overall make up of the “To Be” BEA and its Transition Plan describe the future capabilities of the “To Be” architecture in measurable terms, functional, non-functional, and constraints—what the system will do, its attributes, and any limits outside the scope of the project that may have an impact on the solution.

· Functional requirements are the fundamental subject matter of the solution and are described by concrete means like “To Be” architecture work products, data values, decision-making logic and algorithms.

· Non-functional requirements are the behavioral properties that the specified functions must have, such as performance, usability, etc.  

· Constraints are requirements that result in restrictions on the solution that do not affect the external behavior of the solution but that must be fulfilled to meet cost, schedule, performance, or compliance obligations.

2.10.2 Deriving Transition Requirements

The “To Be” BEA is described by two sets of requirements:

· External Requirements are those laws, regulations, policies and standards imposed on BEA that are not expected to change

· Transition Requirements describe the changes that will result from the “To Be” BEA
Figure 7 illustrates that external requirements are identified as “To Be” BEA compliance requirements, are recorded transition requirements, and will remain constraints to the “To Be” BEA.  Likewise, BEA change requirements describe how the “As Is” will evolve to the “To Be” and are recorded as transition requirements.
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Figure 7 Derivation of “To Be” BEA Transition Requirements

2.10.2.1 External Requirements

External Requirements are the laws, regulations, policies, and standards that are imposed on the “To Be” architecture.  They are translated into functional, nonfunctional requirements, and constraints, and are allocated to “To Be” architecture work products to establish compliance and traceability.  Although they are not directly estimated or scheduled in the Transition Plan, they may be used during the transition to certify compliance.  

2.10.2.2 Transition Requirements

In contrast, transition requirements are derived from the “To Be” architecture itself, that is the BEA and External Requirements.  Transition Requirements are further subdivided into two groups: BEA compliance requirements and BEA change requirements.  In this group, BEA compliance requirements specify the details of what “To Be” solutions must attain to be BEA-compliant, and BEA change requirements specify the details of what must be accomplished to transition to the “To Be” BEA.  BEA compliance requirements and BEA change requirements are further subdivided into more detailed categories.

· BEA Compliance Requirements specify the details of what "To Be" solutions must attain to be BEA-compliant.  BEA compliance requirements are traceable to capabilities and transition packages.

· "To Be" External Compliance Requirements are the current or revised versions of External Requirements.  Example:  "Comply with an amended Prompt Payment Act as specified …" External requirements that have been reviewed and found applicable to the BEA, are “To Be” External Compliance Requirements.
· "To Be" Architecture Derived Compliance Requirements are the requirements derived from and referring to the BEA work products, amplifying on the intended use of the “To Be” architecture where necessary.  Example:  "Comply with the OV-7 Logical Data Model whenever passing business information between systems governed by this “To Be” architecture."

· BEA Change Requirements specify the details of what must be accomplished to transition to the "To Be" BEA.  Like compliance requirements, change requirements are traceable to capabilities and transition packages. Additionally, change requirements form the basis for resources estimated in the Transition Planning products, and dependencies between packages.

· External Requirement Changes are proposed changes to external requirements.  These requirements are not directly reflected in the “To Be” architecture, but rather are predecessors to achieving the "To Be" architecture.
 Note: At this time, no external requirement changes have been identified.
·  Gap Requirements are derived from the comparison of "To Be" architectural components and corresponding "As Is" DoD Business Processes, Information, and Technology.  These requirements summarize the changes required to move from "As Is" and "To Be".  

· Support Requirements are statements of ancillary activities that must accompany the BEA Transition.
The various types of requirements just described will be allocated to Packages, which is a grouping mechanism for defining a set of requirements to be implemented over a period of time in the form of a phased, synchronized Implementation Plan. 

Each package contains multiple requirements, and a single requirement can be found in more that one package, as demonstrated graphically in Figure 8.  A Package, in turn, will form the basis of an Implementation Plan.  Each Implementation Plan will implement only one Package, but the same package can be implemented in multiple Implementation Plans (e.g., Navy versus Army implementation of the same package).
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Figure 8 Relationships of Package and Segments to Requirements
The BMMP initially developed the requirements and they will be provided to the Domain Owner for feedback.
2.11 Roles And Responsibilities

Two key concepts in the overall management of BEA are Governance and Stewardship.  These two concepts establish the boundaries of responsibilities for the Business Modernization and Systems Integration (BMSI) Office, the BMMP PMO, the Domain Owners, Services and Agencies, and other parties concerned with the BEA. 

2.11.1 Governance

Governance is the structure for management and leadership achieving and maintaining a "To Be" BEA.  At this point, the DoD established domain owners as being responsible for implementing the BEA within their respective domains.  

2.11.2 Stewardship

Stewardship is the degree of participation of one domain owner in another Domain Owner’s package and/or segment.  This could contain:

· Program management activities

· Design and development activities

· Funding and milestone decision support through the Defense Acquisition and Planning, Programming, and Budgeting System (PPBS)

2.11.3 Compliance

Compliance with the BMMP equates to compliance with its’ architecture products. Table 2‑2 below lists the BEA architecture work products and summaries compliance with DoD’s financial business operations improvement and modernization initiatives.

2 Table ‑2 Compliance Summary 
3. Packaging, Segments and Enterprise Capability Groups

3.1 
Introduction

This section provides a narrative description of each package and the segments that compose each package.  There are 35 packages and 137 segments.  An abbreviated package and segment description is contained in DOORS that enables packages and segments to be linked to the “To Be” architecture design products in the System Architecture Tool.  The linkage of packages and segments is enabled through the requirements being attributed to each package and segment.  The purpose of this section is to provide a more robust description of the packages and segments to better explain package ownership and segment composition and scope.  There will be a summary of segments by package, a summary of “To Be” architecture products that align to the segments, and a summary of transition elements to identify what will change in the “To Be” architecture.  Section 4 will discuss reports available through DOORS that will be utilized for reporting “To Be” architecture design requirements that are aligned to packages and segments.

3.2 
Enterprise Capability Groups

An enterprise capability group is a collection of segments that enables integration across multiple domain areas. The oversight of enterprise capability groups would be aligned to senior level review and decision-making bodies above the domain owners. 

The purpose of the enterprise capability groups is to enable integration and collaboration across the Domain Areas to implement the BMMP Transition Plan.  It provides a mechanism to integrate business operations across the DoD Enterprise.
· Identifies and prioritizes key enterprise capabilities to be integrated across domain areas

· Identifies cross-domain area segments that are on the critical path to achieve an enterprise capability

· Maps enterprise capability to the BMMP Project Schedule and Capability Maturity Profile

· Utilizes enterprise capability groups as the basis for strategic planning and budgeting to assess DoD’s Business Operations Transformation 

· Identifies enterprise capability groups to integrate BMMP with PPBS and Acquisition processes

Table 3‑1 displays a summary of the Enterprise Capability Groups Descriptions and Segments aligned to the Enterprise Capability Groups for enterprise integration.  

Table 3‑1 Summary of Enterprise Capability Groups Descriptions  
	Enterprise Capability Group
	An integrated enterprise business capability is defined as a set of cross-Domain Area programs that enable integrated DoD Business Operations Transformation.  

	Segment
	Description

	Strategic Planning and Budgeting
	Consists of the group of activities that enable a seamless, end-to-end strategic planning, programming, and budgeting process that is the source for enterprise financial and management and decision-making.  It develops requirements based upon strategy and traces resources to requirements from planning through program, budget formulation, and budget execution to assess mission performance, risk, and implications of varying resource levels.


	Financial Operations and Management
	Consists of the group of activities that provides the capability to properly perform the Comptroller’s finance and accounting business operations and enable compliance with CFO Act reporting as well as supporting other fiduciary responsibilities.  The capability to record accurate, reliable, and timely financial transaction data and information that enables cost management and other financial and management information to be reported.

	Accurate, Reliable, and Timely Financial and Management Information
	Consists of the activities that establish data and information structure for enterprise transactional and management data/information management, collect, store, and report data and information.  Provides for accurate, reliable and timely financial and management information.  Streamlines reporting by reducing excessive administrative reports. Provides functional business areas data ownership and integrity.  Supports production of Chief Financial Officer Act financial statements.

	Human Resource Management
	Consists of activities associated with a fully integrated personnel and pay management that will support DoD personnel and military families throughout their careers and beyond as well as enable effective management of DoD personnel assets. It will provide support across the full operational spectrum -- peacetime and war, through mobilization and demobilization, deployment and redeployment, in theaters of operation and at home bases--capturing and maintaining accurate and timely data. Data will be retained in a single, comprehensive record of service that will be available to employees and service members as well as senior leadership, combatant commanders, personnel and pay managers and authorized users throughout DoD and other Federal Agencies. The user shall see a single, fully integrated capability, providing combined personnel and pay functionality.

	Asset Visibility & Accountability
	Consists of those activities that provide visibility and accountability for all enterprise assets (e.g., asset inventory, location, and value).  Contains performing those activities to track asset status through the lifecycle.

	Asset Lifecycle Management
	Consists of the group of activities that plans and executes lifecycle management for government assets from acceptance, ownership and through disposal.  Activities contain acquisition, logistics, training, communications, and personnel infrastructure or institutional business operations.  Manages these business activities by effectively leveraging vendor/commercial partnerships so as to reduce DoD’s infrastructure requirements and efficiently use DoD infrastructure.

	Performance Based Management
	Consists of the group of management activities that oversee the development of metrics to measure performance of DoD missions against requirements, plans, and resources.  Activities involve establishing metrics to assess performance and a management process to evaluate business performance based upon resources.

	Acquisition and Financial Management
	Consists of the group of all DoD buying operations activities (e.g., credit card purchases, procurement, and major system acquisitions with financial operations and management).  Activities provide for integrated procurement and financial management operations.

	Warfighter and DoD Business Management
	Consists of those activities that provide for integrated functional business and financial management operations.  Contains activities to develop business operations tradeoffs between requirements and resources and provides the business operations and/or warfighter implications (e.g., readiness and risk) for the DoD decision-makers.

	Technical Infrastructure
	Consists of those activities that provide technical services, enterprise services environment, data management integration, enterprise reporting, and information assurance to support DoD’s business transformation.


3.3 Packages and Segments Narrative Description

A summary list of the packages and segment narrative descriptions are presented by Domain Area to facilitate understanding.  The full discussion for packages and segments by Domain Owner is developed in four sections and presented in Appendices (A through G).  The four sections are:
· Package Summary Table.  Provides transition package description and shows all segments that compose the package with their description. This table provides for total package understanding.

· Package and Segment BEA Traceability Table: Provides a trace to “To Be” architecture products by listing activities, roles, system entities, system functions, and system sub-functions that support each segment.

Note:  The columns in these traceability tables do not track horizontally but each associated activity, role, function, and sub-function is contained in its specific column.
· Segment Transition Element Summary: Provides a synopsis of change measured against the transition elements identified in the transition strategy.  Describes what the “To Be” architecture will change and will contribute to selection of segment type. As the expected change and scope of change evolves, these transition elements will be updated.
· Benefits Summary:  Provides a brief description of what is changed and why it is good.
The domain owner and packages and segments narratives for the seven domain areas are listed in paragraphs and tables that follow. The list provides an alignment to a Department Domain Owner.  The Domain owner roles and responsibilities are discussed in Section 2. 

3.3.1 Finance, Accounting Operations, and Financial Management Domain Area Packages and Segments

The USD (Comptroller) is the Domain Owner with the responsibility for the Finance, Accounting Operations and Financial Management packages and segments that perform the financial business operations. The package and segment descriptions are summarized in Table 3‑2.
Table 3‑2 Finance, Accounting Operations and Financial Management Domain Package and Segment Descriptions

	General Accounting Package: Consists of the activities that develop and maintain the standard DoD General Accounting business rules, accounting structure, and charts of accounts.  In addition, it contains the maintenance of the closing processes and the preparation of certain required DoD financial reports.

	Segment
	                                                      Description

	Standard Accounting Structure
	Consists of the activities that define standard accounting structure and policy.  Contains activities and systems associated with the development and maintenance of the standard accounting code structure, charge code structure, chart of accounts, cost accounting structure and accounting methodology.  The Accounting Structure business segment contains DoD’s accounting methodology standardization and an improvement process.

	Standard General Ledger
	Consists of the activities that implement the policies, processes, roles and systems associated with General Ledger.  Containing activities and systems associated with preparing and certifying trial balances and select financial statements for CFO compliance and standard general ledger.  Development, maintenance and application of the accounting business rules used to determine the appropriate general ledger posting transactions.

	Cost Management Package: Consists of the activities that develop and maintain cost models, cost related business rules and cost analysis methodologies in support of management decision making.

	Segment
	                                                      Description

	Cost Accounting
	Consists of activities associated with capturing information for the determination of the full and unit costs of products, unit costs of operations, services, processes, and other cost objects and outputs.

	Cost Analysis And Forecasting
	Consists of activities that enable the derivation of both financial and non-financial cost information to contain cost estimates, causes of costs, cost benefit analyses, cost variance analyses, economic analyses and other detailed examinations of cost and related data in support of management decision making.


	Billing Package: Consists of all activities that generate and deliver bills/invoices to internal and external customers for goods or services.  

	Segment
	                                                                  Description

	Bill Generation and Delivery
	Consists of the activities that support invoice/bill generation and distribution for external/internal customers.  

	Accounts Receivable Package:  Consists of the activities to account and track transactions resulting from goods sold, services rendered, loans provided, or debts established.  The activities produce accounts receivable and financial information required for decision making and record keeping purposes.

	Segment
	                                                                   Description

	Receivable Establishment
	Consists of the activities that support recording of a claim against an organization or individual for services rendered, goods sold, loans provided and debts established.

	Receivable Liquidation
	Contains functions that support collection of receivables and applies funds to appropriate customer accounts.

	Collection Management Package:  Consists of the activities encompassing the collection and liquidation of receivables/debts.  Activities contain issuance of dunning notices and administering late payment charges.

	Segment
	                                                                  Description

	Proactive Collection
	Consists of activities to collect a receivable/debt within prescribed timeframes.  Contains early detection and all measures to collect receivables/debts.

	Penalty Assessment
	Consists of activities that apply penalties to aged receivables/debts by the type of penalty to be administered, i.e., late fee, administrative charge, and interest charge.

	Uncollected Accounts Resolution
	Consists of activities that establish a threshold, based on dollar amounts and dates, which will determine when an uncollected receivable/debt will be referred to a third party.

	Cash Management: Consists of the activities that manage and reconcile all collections and disbursements, and perform cash flow analysis.

	Segment
	                                                                   Description

	Deposit Management
	Consists of the activities that establish and evaluate a type of deposit, invoice, debt, or point of sale.   

	Reconciliation
	Consists of the activities that match deposits received and disbursements made with the organization’s accounting records, financial institutions, and US Treasury.

	Cash Flow Management
	Consists of the activities that provide information regarding deposits and disbursements during a specific period for reporting and forecasting cash flow information.

	Disbursing Package:  Consists of all the requirements that cover activities related to effecting payments via check, cash, or electronic funds transfer.

	Segment
	                                                                Description

	Issue Payment
	Consists of activities required to support consolidation of payments (debit and credit) by payee, identify payment method, apply financial institution and routing information and disburse payment per the payment method.

	Manage Payment Exceptions
	Consists of activities required to process payments that are suspended, cancelled or returned.

	Contract Payment Management Transition Package:  Contains the activities that receive payment requests, determine payment due dates, calculates amount to be paid, schedules payment for disbursement, and provides that payments are made in accordance with the terms and conditions of the contract and non-contract entities such as leases, grants, utilities, and agreements.

	Segment
	Description

	Contract Management
	Consists of the activities that receive payment requests, determine payment due dates, calculates amount to be paid, schedules payment for disbursement, and provides that payments are made in accordance with the terms and conditions of the contract and non-contract entities such as leases, grants, utilities, and agreements.

	Investment Management Transition Package:  Consists of the functions of receiving, investing, and managing allocated Treasury funds for retirement trust funds.

	Segment
	Description

	Investment Management
	Consists of the functions of receiving, investing, and managing allocated Treasury funds for military retirement trust funds and other types of trust funds on behalf of the Department of Defense and other agencies.  The accumulated funds shall provide disability retired pay, non-disability retired pay, retired pay for Reserve Service and survivor Annuity Programs.  Investment instruments will be comprised of Treasury Bills (T-Bills), Treasury Notes (T-Notes), and Treasury Bonds (T-Bonds).

	Finance, Accounting Operations and Financial Management Enterprise Data and Reporting Package:  Consists of the activities to provide package-specific changes to the Enterprise Data Sharing Framework, Conceptual Business Data Model, the Enterprise Reporting Framework based on implementation of new package-specific systems. Although the majority of the Conceptual Business Data Model development and building of the Enterprise Reporting Framework will happen as part of the foundation package work, there is recognition that modifications to these frameworks will become necessary based on package information needs.   This segment identifies new data requirements, business rules, and reporting requirements within BEA as well as the possible shifts in data ownership responsibilities.  In addition, this segment identifies specific form, content, and delivery reporting details consistent with standardized enterprise business rules, policies and procedures for information requirement management, information product distribution management and information list management developed under the Enterprise Reporting Foundation Package.

	Segment
	                                                                    Description

	General Accounting Enterprise Data Management and Reporting Enhancements

Cost Management Enterprise Data Management and Reporting Enhancements

Billing Enterprise Data Management and Reporting Enhancements
Collections Management Enterprise Data Management and Reporting Enhancements

Accounts Receivable Enterprise Data Management and Reporting Enhancements

Cash Management Enterprise Data Management and Reporting Enhancements

Contract Payment Management Enterprise Data Management and Reporting Enhancements
Investment Management Enterprise Data Management and Reporting Enhancements
	Consists of the activities to provide package-specific changes to the Enterprise Data Sharing Framework, Conceptual Business Data Model, and the Enterprise Reporting Framework based on implementation of new package-specific systems. Although the majority of the Conceptual Business Data Model development and building of the Enterprise Reporting Framework will happen as part of the foundation package work, there is recognition that modifications to these frameworks will become necessary based on package information needs.   This segment identifies new data requirements, business rules, and reporting requirements within BEA as well as the possible shifts in data ownership responsibilities.  In addition, this segment identifies specific form, content, and delivery reporting details consistent with standardized enterprise business rules, policies and procedures for information requirement management, information product distribution management and information list Contract Payment Management Enterprise Data Management and Reporting Enhancements management developed under the Enterprise Reporting Foundation Package.


3.3.2 Strategic Planning and Budgeting Domain Area Packages and Segments

The USD (Comptroller) is the Domain Owner with the responsibility for the packages and segments that perform the Strategic Planning and Budgeting operations.  The package and segment descriptions are summarized in Table 3‑3
Table 3‑3 Strategic Planning and Budgeting Domain Packages and Segment Descriptions
	Strategic Planning and Budgeting Package:  Consists of the activities that enable the development of the defense strategy, the development of budget plans and budget justification material, the distribution of funding, the execution of requirements, and the evaluation of performance.


	Segment
	                                                             Description

	Strategic Planning
	Strategic planning establishes strategic goals and outcomes.  The process provides pertinent, relevant guidance from a series of cascading policy documents starting with the National Security Strategy, and produces the National Military Strategy, the Quadrennial Defense Review (QDR), and iterations of the Defense Planning Guidance.  The process links top-level guidance and decisions so that planners can track the source of strategic goals and capability objectives.  It ties issues and programs to the Joint Operational Conceptual framework, military capability packages, and risk areas.  Has links to (or contains) threat assessments, technology projections, simulations and gaming analyses.   It is a dynamic process reflecting changes in technology, resources, forces and equipment issues, and other decisions.  The process supports participation by the Military Components and other government agencies (State, FEMA, Homeland Security, and National Security Council).

	Programming and Budgeting
	Contains allocation of resources, identification of performance metrics to approved programs; and performance of analysis supporting evaluation of military capabilities and risk areas.  Produces decisions on resources, schedules, and costs.  Provides a definitive audit trail of adjustments across the FYDP period, and a historical track of prior resource decisions.  The process is flexible; users develop new initiatives, prioritize programs by and across capability areas, and keep track of un-funded requirements.  Enables and retains “what if” alternative analyses.  As resource decisions are made in programs, the performance metric, risk area, and military capability descriptions are also adjusted as appropriate.  Standard, timely, and comprehensive data can be tailored for users at various organizations and echelons.  Performance cost modeling is a standard tool.  The process is integrated with cost accounting.

	Funds Distribution
	Provides accurate, timely and positive control over DoD funding at all levels by providing visibility.  The process can be linked to Treasury and OMB for warrants and apportionment; links down from OSD to the Military Components through to the lowest issuing activities.  Allows for tailoring guidance as needed, such as for Continuing Resolution Authority.  The process is integrated with accounting processes.  Provides mechanisms for adjusting funds, as needed (e.g., for re-programming, and other funding changes).

	Budget Execution
	Consists of the range of activities involved in managing DoD funds, managing actual execution to the performance plan, and committing and obligating DoD funds.  The segment provides a standard budget execution process for DoD activities.  Integrated with accounting processes.  The process provides the management of emergent funding requirements.  Links to the Funds Distribution Segment to document approved changes in fund distribution.  Provides local management dynamic visibility on resource availability and performance.  

	Strategic Planning and Budgeting Data Management Enhancements
	This segment is implemented as part of all domain-specific packages.  Consists of the activities to provide package-specific changes to the Enterprise Data Sharing framework, Conceptual Business Data Model, as well as modifications to Data Stewardship responsibilities based on implementation of the package.  
Although the majority of the Conceptual Business Data Model development will happen as part of the foundation package work, there is recognition that modifications to the CBDM could become necessary based on package information needs.  This segment captures such changes.  Furthermore, the responsibility for data ownership can shift through the transition plan lifecycle.  This segment captures the recognition of new data elements available within BEA and the possibility of shifts in data ownership responsibilities as well.   The specific SPB requirements contain the standard data architecture to provide common planning, programming, and budgeting definitions and attributes are used across the enterprise.  It contains standard definitions for capability areas, risk areas, and Joint Operational Concepts.  The segment captures data from cost accounting and other systems to feed the standard performance overview reports for senior DoD leaders.  This segment should work in concert with the business data models. 

	Strategic Planning and Budgeting Enterprise Reporting Enhancements
	This segment is implemented as part of all domain-specific packages.  It calls for business areas to identify their specific form, content, and delivery reporting details consistent with standardized enterprise business rules, policies and procedures for information requirement management, information product distribution management and information list management developed under the Enterprise Reporting Foundation Package.  The scope for this segment contains development and implementation of standard business rules and supporting guidance for: 1) gathering business and specific reporting requirements; 2) creating and scheduling report requests using standard enterprise tools and capabilities, and 3) initial enterprise report training on business area related data, tools, applications, and systems. 




3.3.3 Human Resource Management Domain Area Packages and Segments

The USD (P&R) is the Domain Owner with the responsibility for the packages and segments that perform the primary human resources management and also oversee military health care operations and travel operations.  The package and segment descriptions are summarized in Table 3‑4 
Table 3‑4 Human Resource Management Package and Segment Descriptions

	Human Resource Management Package: Consists of activities associated with a fully integrated personnel and pay management that will support DoD personnel and military families throughout their careers and beyond as well as enable effective management of DoD personnel assets. It will provide support across the full operational spectrum -- peacetime and war--through mobilization and demobilization, deployment and redeployment, in theaters of operation and at home bases--capturing and maintaining accurate and timely data. Data will be retained in a single, comprehensive record of service that will be available to employees and service members as well as senior leadership, combatant commanders, personnel and pay managers and authorized users throughout DoD and other Federal Agencies. The user shall see a single, fully integrated capability, providing combined personnel and pay functionality.

	Segment
	Description

	Military Manpower Management
	Consists of the activities associated with developing, distributing and monitoring manpower plans and the processes that support resource projection requirements.  Manpower planning contains the processes to integrate force structure requirements into personnel functions, enabling proper utilization of Service members to contain maintaining unit information and manpower requirements. Projecting resource requirements are those processes that develop and distribute force management guidance to recruit and maintain the military personnel inventory  (e.g., identified by Service component, grade, and occupational specialty) required to fill the authorized manpower (i.e., position) structure.  Force management guidance takes the form of projections and plans for accession, training, distribution (containing Reserve man-days), retention, and promotion as well as personnel end strength.

	Military Personnel and Pay Management
	Consists of activities associated with a fully integrated, all Service, all Component, military personnel and pay system that will support military personnel and families throughout their careers and beyond. It will provide support across the full operational spectrum -- peacetime and war, through mobilization and demobilization, deployment and redeployment, in theaters of operation and at home bases, capturing and maintaining accurate and timely data. Data will be retained in a single, comprehensive record of service that will be available to the member as well as the Service personnel chiefs, combatant commanders, military personnel and pay managers and authorized users throughout DoD and other Federal Agencies. The user shall see a single, fully integrated system, providing combined personnel and pay functionality.

	Segment
	Description

	Military Recruiting
	Consists of activities associated with the recruitment of eligible candidates for Department of Defense (military) positions. The scope of these activates range from receiving guidance and interpreting recruiting policy, programming resources, planning program execution and conducting recruiting operations (from initial identification and screening of potential prior service and non-prior service enlistees and officer candidates through initial processing at the Military Entrance Processing Stations and subsequent training locations (such as lead-in processing at Officer Candidate Schools, Basic Training,, before the formal training begins)). This may contain the use of incentives, bonuses and scholarships.

	Military Training & Education Management


	Consists of activities associated with identifying training and education requirements; managing quotas, courses, resources and throughput to contain cataloging and scheduling resources; and identifying training needs associated with individual service members to contain eligibility determination and tracking completion of courses. Training is related to competency and career development and will contain formal, on-the-job and correspondence training as well as potential integration with education opportunities. Education specifically addresses degree-granting programs/courses (i.e., DODEA, Service Academies and some Professional Military Education programs).

	Military Retired Pay and Military Annuitant Pay


	Consists of activities associated with managing the military retiree and military annuitant pay requirements and operations (which contains payments to retirees, annuitants, victims of abuse, former spouse, forgotten widows, etc.) through an integrated Human Resource and pay system that provides accurate and timely administration and implements state-of-the-art self-service functionality.

	Segment
	Description

	Civilian Pay Management
	Consists of activities associated with managing the civilian pay requirements and operations through an integrated Human Resource and pay system that provides accurate and timely administration and implements state-of-the art self-service functionality.

	Civilian Personnel Management
	Consists of activities associated with managing personnel requirements and operations through an integrated Human Resource and pay system that provides accurate and timely administration and implements state-of-the-art self-service functionality.  Functionality in this segment contains Classification and Wage, Staffing and Recruitment, Training and Education, Employee Benefits, Labor-Management Relations, Performance Management and Awards, and Human Resource Automated Systems Management.

	Civilian Position Management
	Consists of activities associated with managing work years and funding for civilian positions through a system that provides accurate and timely administration.  Functionality in this segment contains identifying work year requirements, managing Human Resource budgets, and developing, analyzing and implementing civilian position management plans in the Department of Defense.

	Segment
	Description

	Combined Human Resource Management
	Consists of activities associated with management of DoD Human Resource through a combined (both military and civilian) integrated Human Resource and pay system leveraging all of the characteristics defined in Military Personnel and Pay Segment, Military Manpower Management, Civilian Personnel Management Segment, and Civilian Payroll Management Segment.  This system maximizes the use of every person and every capability through a more seamless integration of the total force providing functional integration. It will support the total force through state-of-the-art processes and automation reflecting the leading business practices of industry and government.

	The Military Health System Package:  Consists of the Military Health System (MHS) mission to provide, and to maintain readiness to provide healthcare services and support to members of the Armed Forces during military operations. In addition, the mission provides healthcare services and support to members of the Armed Forces, their family members, and others entitled to DoD healthcare.  The package description consists of activities of the Military Health System (MHS) that provide the direction, resources, health care providers, and other means necessary to promote the health of the beneficiary population.  This contains the assessment and determination of individual and population readiness health status, developing and promoting health awareness issues to educate customers, discovering and resolving environmentally based health threats, providing health services, containing preventive care and problem intervention, and improving the means and methods for maintaining the health of the beneficiary population by constantly evaluating the performance of the health care services system.

	Segment
	                                                             Description

	Access To Health Care
	Consists of Access to Care activities or processes that are designed to streamline a beneficiary's efforts to receive care and provide the care received is appropriate in terms of type of care, intensity of care, and location of care, regardless of whether the care is provided at a sustaining base, at a deployed location, or in a training exercise location. All requisite information to make these assessments will be available to access personnel in order for them to make appropriate decisions at the point of a service request. A successful implementation of these processes will result in beneficiaries receiving the right care, at the right time, at the right location for the most appropriate cost.

	Provision of Health Services
	Consists of Provision of Health Services activities that contain assessing, evaluating, determining, documenting, and monitoring health status for readiness and other purposes.  Provision of Health Services processes fundamentally shifts the caregiver's focus from illness care to illness prevention and wellness promotion in order to achieve the optimal health status for individuals and populations.  These processes are important both for the relatively static populations found at sustaining base locations as well as for military populations in a deployed environment. These processes are initiated early in the beneficiary's relationship with the Health system, often at time of enrollment. Population Health programs are implemented within Provision of Health Services.

	Segment
	                                                             Description

	Population Health Management
	Consists of Population Health Management activities whose primary goal is to optimize the health, health planning, and health management of all beneficiaries (retirees and active duty members). This is equally important for beneficiaries located at sustaining base locations as well as for those who may be in a deployment location. This is a shift away from clinical crisis interventions to a focus on health promotion, disease and injury prevention and community-based wellness. Groups are identified within the established population, prioritized and programs / processes are developed which are designed to improve the overall health status of these groups. These programs are rolled out in Provision of Health Services, monitored and refined within Population Health Management.

	Health Service Performance Management
	Consists of Manage the Business activities for the administrative infrastructure support and physical infrastructure support processes that contain financial services, operational support, human resources, managed care contracting, billing, materials management and other administrative services, as well as casualty tracking and reporting. These processes may apply in peacetime, contingency and deployment situations. This is an enterprise-wide approach that designs and implements product and service processes to achieve MHS' mission of performance gains and decreased costs while optimizing resources in delivering quality health care to beneficiaries.


	Travel Order Administration and Reimbursement Package: Consists of the activities that support authorizing travel and reimbursing travel related expenses associated with temporary duty or permanent change of station.

	Segment
	Description

	Travel Reimbursement
	Consists of activities associated with the reimbursement of approved travel and travel related expenses

	Travel Order Administration
	Consists of activities associated with the authorization and publication of an order directing travel.

	Human Resource Management Enterprise Data and Reporting Package: Consists of the activities to provide Domain-specific changes to the Enterprise Data Sharing Framework, Conceptual Business Data Model, and the Enterprise Reporting Framework based on implementation of new package-specific systems. Although the majority of the Conceptual Business Data Model development and building of the Enterprise Reporting Framework will happen as part of the foundation package work, there is recognition that modifications to these frameworks will become necessary based on package information needs.   This segment identifies new data requirements, business rules, and reporting requirements within BEA as well as the possible shifts in data ownership responsibilities.  In addition, this segment identifies specific form, content, and delivery reporting details consistent with standardized enterprise business rules, policies and procedures for information requirement management, information product distribution management and information list management developed under the Enterprise Reporting Foundation Package.

	Segment
	                                                                     Description

	Human Resource Management Enterprise Data Management and Reporting Enhancements

Military Health System Enterprise Data Management and Reporting Enhancements

Travel Order Administration and Reimbursement Enterprise Data Management and Reporting Enhancements


	Consists of the activities to provide package-specific changes to the Enterprise Data Sharing Framework, Conceptual Business Data Model, and the Enterprise Reporting Framework based on implementation of new package-specific systems. Although the majority of the Conceptual Business Data Model development and building of the Enterprise Reporting Framework will happen as part of the foundation package work, there is recognition that modifications to these frameworks will become necessary based on package information needs.   This segment identifies new data requirements, business rules, and reporting requirements within BEA as well as the possible shifts in data ownership responsibilities.  In addition, this segment identifies specific form, content, and delivery reporting details consistent with standardized enterprise business rules, policies and procedures for information requirement management, information product distribution management and information list management developed under the Enterprise Reporting Foundation Package.




3.3.4 Acquisition/Procurement Domain Area Packages and Segments

The USD (AT&L) is the Domain Owner with the responsibility for the packages and segments that perform the acquisition/procurement business of buying goods and services for the Department.  The package and segment descriptions are summarized in Table 3‑5
Table 3‑5 Acquisition/Procurement Domain Package and Segment Descriptions

	Acquisition Package:  Consists of requirements to support the identification of near-term and long-term acquisition needs and the planning necessary to achieve a budget allocation and develop a comprehensive program plan.  It covers those activities used to manage and provide acquisition requirements are satisfied.

	Segment                                                                 
	Description

	Program Formulation
	Consists of activities required to assess and define preliminary business strategies, estimates and resources needed to support acquisition requirements, containing technology evaluations and forecasts, program planning, and preliminary acquisition strategies.  This activity contains assessing and determining responsible organizational activities, preliminary resource requirements and allocations, development of programmatic resource and funding needs, and interfacing with financial management for the development of preliminary cost estimates, financial plans, and budgets.  This contains identification of all acquisition requirements from basic goods and services through major weapon systems containing formulating programmatic and budgetary requirements for supporting activities such as Science and Technology and Test and Evaluation.

	Requirements and Program Management
	Consists of activities required to analyze, develop proposed solutions for, and monitor user requirements.  This contains managing the requirements baseline to provide proper alignment of resource allocations with customer expectations and executing acquisition programs to fulfill approved requirements from basic goods and services through major weapon systems in accordance with the appropriated budget.  It contains development, execution, and monitoring of requirements and program planning functions such as work/task management, requisition scheduling, and other activities that forecast and schedule acquisition and procurement actions.  Where required, it contains activities to support requirements fulfillment such as life cycle management, Systems Engineering, Performance Verification, and Test and Evaluation, as well as management of Science and Technology programs and the MRTFB.  It also contains interfacing with financial management for the development of cost estimates, financial plans, and budgets and supporting monitoring of funds execution.

	Acquisition Management Oversight
	Consists of activities required to analyze, monitor, and report on the progress and status of acquisition needs and programs throughout the acquisition life cycle.  This contains all levels of review from internal reviews to senior management reporting.  Examples contain resource management reviews, Internal Program Reviews, Program Management Reviews, Program Executive Officer Reviews, Contractor Performance Assessment Reports, Defense Acquisition Executive Summaries, Defense Acquisition Board reviews and Milestone Decision Authority reviews.  Where appropriate, it contains analyzing, monitoring, and reporting cost, schedule, and technical performance parameters and utilization of tools such as Earned Value Management and Risk Management.

	Procurement Planning Transition Package:  Consists of activities required to analyze and develop plans and establish business partner relationships to facilitate acquisition of vendor (private, DoD, and/or other government provider) goods and services to satisfy needs or potential needs.

	Segment
	                                                                   Description

	Strategic Purchase Planning
	Consists of activities required to develop and establish supplier relationships containing strategic sourcing agreements, business relationship planning, material support strategies, commodity council activities, customer relationship management, and other similar business partner relationships.

	Tactical Purchase Planning
	Consists of planning activities required to acquire and execute purchases for vendor (private, DoD, or other government provider) goods and services for specific needs.

	Contract Management Transition Package:  Consists of requirements to develop, administer, and closeout vendor agreements and contracts that deliver goods and services. 

	Segment
	                                                                     Description

	Contract Creation
	Consists of activities required to identify existing or establish new sourcing contracts or use of the purchase card.  Contains market research, issuing solicitations for proposals, requests for quotes, evaluating responses and bidders, supplier business and financial audits, negotiating terms and conditions, documenting agreements and awards or modification of contracts.

	Contract Execution
	Consists of activities to the track progress of the procurement instrument, identifying potential changes to existing agreements (containing terminations, as required), receipt and/or acceptance of goods and services, and documenting vendor performance.  This segment also contains activities required to provide that all goods and services have been received, accepted, and that all administrative actions have been completed containing final or last intended payment has been made.

	Contract Liabilities Management
	 Consists of activities related to managing payment requests (containing recurring or non-invoiced payments) associated with vendor purchase contracts (private, DoD, or other government provider).  It contains receipt and acceptance of goods and services that establish liabilities against contractual obligations.  It also contains managing payment requests based on contractual provisions other than delivery requiring governmental review and approval.  It contains reviews, reports, recommendations, and approval of requests for (as well as determining the eligibility and feasibility of) financing arrangements containing advance payment, interim payment, progress payments, and performance based payments.  This contains determination of debt, debt deferrals, refunds, and overpayments.  This activity does not contain establishing and managing accounts payable; incorporating payment adjustments based on other entitlements, debts, interest, or other payment adjustment; recording and making adjustments to finance and accounting records; or issuing payments.


	Card Management Transition Package: Consists of requirements that establish, administer, monitor and control the purchase card and other types of credit card programs in DoD such as the travel card, vehicle fleet management card, telephone service calling cards, transportation cards, etc.  Contains tools and procedures needed to provide efficient and appropriate use of the DoD purchase cards.

	Segment
	                                                                   Description

	Purchase Card Management
	Consists of activities required to establish, administer, monitor and control DoD Purchase Card programs.

	Other Card Management
	Consists of activities required to establish, administer, monitor and control the use of various types of credit card programs (with the exception of the DoD Purchase Card program) such as the travel card, vehicle fleet management card, telephone service calling cards, transportation cards, etc.

	Acquisition and Procurement Data Management and Enterprise Reporting Enhancement Package: Consists of the activities to provide package-specific changes to the Enterprise Data Sharing Framework, Conceptual Business Data Model, and the Enterprise Reporting Framework based on implementation of new package-specific systems. Although the majority of the Conceptual Business Data Model development and building of the Enterprise Reporting Framework will happen as part of the foundation package work, there is recognition that modifications to these frameworks will become necessary based on package information needs.   This segment identifies new data requirements, business rules, and reporting requirements within BEA as well as the possible shifts in data ownership responsibilities.  In addition, this segment identifies specific form, content, and delivery reporting details consistent with standardized enterprise business rules, policies and procedures for information requirement management, information product distribution management and information list management developed under the Enterprise Reporting Foundation Package.

	Segment
	                                                                   Description

	Acquisition Enterprise Data Management and Reporting Enhancements
	Consists of the activities to provide package-specific changes to the Enterprise Data Sharing Framework, Conceptual Business Data Model and the Enterprise Reporting Framework based on implementation of new package-specific systems. Although the majority of the Conceptual Business Data Model development and building of the Enterprise Reporting Framework will happen as part of the foundation package work, there is recognition that modifications to these frameworks will become necessary based on package information needs.   This segment identifies new data requirements, business rules, and reporting requirements within BEA as well as the possible shifts in data ownership responsibilities.  In addition, this segment identifies specific form, content, and delivery reporting details consistent with standardized enterprise business rules, policies and procedures for information requirement management, information product distribution management and information list management developed under the Enterprise Reporting Foundation Package.

	Procurement Planning Enterprise Data Management and Reporting Enhancements
	

	Contract Management Enterprise Data Management and Reporting Enhancements
	

	Card Management Enterprise Data Management and Reporting Enhancements
	


3.3.5 Logistics Domain Area Packages and Segments

The USD (AT&L) is the Domain Owner with the responsibility for the packages and segments that perform logistics for DoD. The package and segment descriptions are summarized in Table 3‑6.

Table 3‑6 Logistics Domain Package and Segment Descriptions

	Logistics Planning Package: Consists of the activities that provide for the planning of materiel support, health service support, facilities support, and service support. Materiel support is the design development, acquisition, storage, movement, distribution, maintenance, evacuation, and disposition of materiel. Health service support is the movement, evacuation, and hospitalization of personnel. Facilities support is the acquisition or construction, maintenance, operation, and disposition of facilities. Service support is the acquisition or furnishing of services.

	Segment
	                                                     Description

	Advanced Planning and Scheduling


	Consists of those activities at the strategic, operational, and tactical levels that are used to calculate asset and service requirements, identify sources of the required assets and services, and determine the means and timeframes for providing logistics support.  It involves earmarking existing assets for specific potential uses and identifying deficiencies in current support capabilities for corrective action.  It contains the following:

· Operations Management -- the planning, scheduling, and control of the activities that transforms inputs into finished goods and services.

· Operations Planning activities – the establishment of goals and objectives as well as broad schemes for achieving them.  

· Supported activities -- the establishment of policies, generation of performance measures and capacity plans.  

· Operations Scheduling -- the actual assignment of starting or completion dates to operations or groups of operations to show when these operations must be completed.

· Production Planning activities – for managing supply chain planning.   

	Collaborative, Planning, Forecasting and Replenishment
	Consists of those activities that operate as a set of business processes in which trading partners agree to mutual business objectives and measures, develop joint sales and operational plans, and electronically collaborate to generate and update sales forecasts and replenishment plans. The increased level of communication between partners means that when changes in demand, promotions, or policies occur, jointly managed forecasts and plans can be adjusted immediately, minimizing or eliminating costly after-the-fact corrections for both parties.  

	Segment
	                                                     Description

	Distribution Requirements Planning
	Consists of those activities that contain the grouping of management functions supporting the complete cycle of material flow from purchasing and internal control of materials to planning and control of work in process to warehousing, shipping and distribution of finished products.   Additionally, its description contains the flow of the material even after it has reached the original customer to be reutilized or recycled or shared, as the original user no longer needs the surplus.  DRP and DRP II span the functions of determining the need to replenish inventory at a branch warehouse, and the extension of distribution requirements planning into the planning of the key resources contained in a distribution system:  warehouse space, workforce, money, trucks, airplanes, ships, freight cars, etc.  The following are elements of DRP:

· Receiving and Inspection

· Inventory Management

· Shipping Activities

· Quality Management

· Warehouse Administration

· Yard Management

· Transportation

· Distribution (activities manage processes beginning with the identification of a requirement to move materiel from inventory or direct from other supply sources to a customer and ends with the satisfactory fulfillment of the order request).

	Inventory Planning 
	Consists of those activities that balance inventory policy and customer service levels strategically throughout the supply chain.  This contains the calculation of time-phased order quantities and safety stock by using selected inventory strategies; the conducting of what-if analyses and comparison of current inventory policy with simulated inventory scenarios.  Supported activities contain but are not limited to planning VMI, Kanban and re-order points of materiel and calculation of item safety stock levels.   Production Activity Control activities maintain the balance between available resources and the derived demand.  Processes are developed in context of the specific supply source (such as Production, Distribution or Service) and the level of collaboration.  Supported activities contain but are not limited to setting up constraint based distribution scheduling and supplier scheduling.

	Demand Planning
	Consists of those activities that manage anticipating future requirements, allocating resources, and dealing with uncertainty for products and services.  It involves doing what is required to help make the demand happen and prioritizing demand when supply is lacking.  Supported activities contain but are not limited to the collection of forecast data; establishment of forecast and demand management policies; generating forecasts; and reviewing/revising forecasts. 

	Logistics Strategic Planning
	Consists of those activities that provide the primary means of anticipating future requirements.  It is essential to the effective conduct of logistics, given the quantity and variety of resources to provide the diverse nature of the logistics requirements to be satisfied, and the impact of time-distance factors on the provision of timely support.  Logistics Strategic planning benefits from the scientific nature of logistics.  Since Logistics deals in quantifiable resources and tangible factors, analytical methods, formulas, and calculations can help to develop Logistics plans.  In this respect, logistics has taken advantage of communications and information systems.  Supported activities contain but are not limited to the establishment of planning policies; development of planning models; defining collaboration rules; and KPIs.  The major areas under this Segment are:  

· Operations Planning – the establishment of goals and objectives as well as broad schemes for achieving them.  

· Logistics Chain Planning -- the development and establishment of courses of actions over specified time periods that represent a projected appropriation of logistics chain resources to meet logistics chain requirements.  

	Maintenance, Repair, and Overhaul Resource Planning
	Consists of those activities that are a method for the effective planning of all resources of an MRO process.  Considerations are made for operational planning in units, financial planning is dollars, and has a simulation capability to handle “what-if” questions.  Performs the functions of business planning, return, operations planning, master production scheduling, material requirements planning, capacity requirements planning, and execution support systems for capacity and material.  Must be integrated with other resource planning systems.

	Logistics Execution Management Package:  Logistics Execution Management consists of the activities that allow an administrator to manage the information and processes involved in all stages of the supply chain, from procuring raw materials to distributing materiel.

	Segment
	                                                             Description

	Materiel Resource Execution
	Consists of those activities that refer to the activities and procedures used to replenish inventory, control and maintain the right amount of materiel in the proper placement within storage, and the management of the warehouse facility.

Information within Materiel Resource Execution is organized into three main activities:

· Receiving
· Inventory Management
· Warehouse Management

	Maintenance, Repair, and Overhaul/Manufacturing Management
	Consists of those activities that manage processes where all return and repair functions are performed and monitored, (e.g., customer interactions, problem capture, returns (Return Materiel Authorizations) exchanges, loaners, diagnosis, estimates, repair processes, and logistics).   Activities contain but are not limited to the ability to initiate and track returns, exchanges and loaners; mass receipts and repair processing of serialized materiel (e.g., predictive maintenance/lifecycle tracking); estimates and approvals based on a knowledge repository; and automatic tracking of return/repair status and respective activities.

	Asset Management
	Consists of those activities that provide functional management of integrated maintenance and production schedules for the complete enterprise view.  This contains those activities for managing processes and technologies that enable appropriate accountability, tracking, and status of those assets (major and minor) which have been deemed to have further use in the Department of Defense’s inventory, or may have no further use, or will be reentered into inventory as reutilized assets.  Examples of these assets are major property, heritage property, and personal property.  

	Installations and Environment
	Consists of the processes and procedures activities associated with the functional management of all spaces, facilities, warehouses, etc., to help enable the proper execution of Logistics in the Department of Defense.  It also consists of the activities associated with the managing and maintaining of environmental controls and compliances to enable the execution of Logistics.    

	Order Management
	Consists of those activities that apply technologies to streamline the customer ordering process to provide the customer a central point for placing orders with the intent to improve accuracy, enhance the tracking and monitoring of order status, and improve order cycle time.  Fulfillment of an order request is satisfied at the time of successful customer receipt of the materiel.  The major activities are as follows: 

· Order Entry, Configuration, and Scheduling activities – to manage the basic order data required to manage, validate, and enter into the Order Processing System.  

· Order Management -- the planning, directing, monitoring, and controlling of the processes related to customer orders, Maintenance, Repair and Overhaul (MRO) orders, and purchase orders.  

	Distribution Management
	Consists of those activities that begin with the process identification of a requirement to move materiel from inventory or direct from other supply sources to a customer and ends with the satisfactory fulfillment of the order request. Materiel Distribution contains the preparation of the materiel for delivery to the customer prior to carrier transport.  Information within Distribution Management is organized into four main activities:  Shipping, Mode Planning, In-Transit Tracking, and Transportation Administration.


	Other Logistics Services
	Consists of a variety of logistic activities and services, both material and non-material, maintenance and transportation required to support the continental United States-based and worldwide-deployed forces.  Examples of these Other Logistics Services are medical care, treatment, hospitalization, and evacuation as well as the furnishing of medical services, supplies, materiel, and adjuncts thereto; vertical or horizontal construction; facilities and environmental stewardship.  

	Logistics Relationship Management Package:  Logistics Relationship Management is the business practice of gathering and storing information about customers, suppliers, and business partners and their interaction with the organization.  

	Segment                                                         
	Description

	Call Centers
	Consists of those activities that are related to communication and direct interfaces with both customers and suppliers.  Examples of these interfaces are Help Desks, Customer Service Desks, and Supplier/Customer Problem Resolution activities.

	Demand Management
	Consists of those activities that relate to the day-to-day management of implementing and controlling the efficient, effective flow and storage of goods, services and related information from the point of origin to the point of consumption according to customer requirements.  It encompasses the necessary relationships among customers (users), suppliers, and any entities in-between that are involved in the supply chain.  

	Supplier Management
	Consists of those activities that address the full supply cycle, from strategic sourcing to operational procurement and supplier enablement — leveraging consolidated content and master data. It involves the collaboration with all suppliers for all purchased goods and services, thereby optimizing supplier selection, compressing cycle times, and benefiting from focused sourcing and procurement strategies.  Supplier Management is the practice of establishing the business rules and understanding needed for interacting with suppliers of products and services of varied criticality to the desired service level and business objectives of the enterprise. Supplier relationships that are properly managed can contribute to enterprise innovation. At the same time, a poorly managed supply base will drive up costs and slow new-product initiatives to a crawl.  Supplier Management will mainly fall within the Acquisition/Procurement Domain; however, there is a portion that is shared during the sustainment and disposal portion of logistics.

	Customer Management
	Consists of those activities that integrate People, Processes and Technology to maximize the relations of organizations with all types of customers. The true value of Customer Management is to transform strategy, operational processes and business functions in order to retain customers and increase customer loyalty. Customer Management is also an interactive process for achieving the optimum balance between corporate investments and the satisfaction of customer needs to generate the maximum profit. 

	Integrated Logistics Data Management Package: Consists of the activities to facilitate the sharing of Logistics information and knowledge, performance measurement data, product life cycle data, product data to enable effective sharing of Logistics information across the enterprise.  

	Segment
	                                                         Description

	Product Life Cycle Management
	Consists of those activities refers to all aspects of product and portfolio management, containing management processes such as portfolio prioritization and resource management.  Also, it refers to operational processes such as product requirements management, engineering change management, product data management, and even order management for engineer-to-order products.  PLM activities manage processes covering the entire life cycle of a product, from product design and development through procurement and production to service.

	Service/Product Data Management
	Consists of those activities that manage product data and relationships - facilitating innovation and increasing engineering productivity.  It allows for the management, control, and access data surrounding new product design, engineering, and manufacturing processes. By providing controlled and secure global data access, PDM empowers the organization to deliver higher-quality products to market faster and more efficiently. This process impacts the entire life cycle of a product, as employees at each phase in the product development process can access the right information at the right time.

	Logistics Enterprise Data and Reporting Package: Consists of the activities to provide Domain-specific changes to the Enterprise Data Sharing Framework, Conceptual Business Data Model, and the Enterprise Reporting Framework based on implementation of new package-specific systems. Although the majority of the Conceptual Business Data Model development and building of the Enterprise Reporting Framework will happen as part of the foundation package work, there is recognition that modifications to these frameworks will become necessary based on package information needs.   This segment identifies new data requirements, business rules, and reporting requirements within BEA as well as the possible shifts in data ownership responsibilities.  In addition, this segment identifies specific form, content, and delivery reporting details consistent with standardized enterprise business rules, policies and procedures for information requirement management, information product distribution management and information list management developed under the Enterprise Reporting Foundation Package.

	Segment
	                                                      Description

	Logistics Planning Enterprise Data Management and Reporting Enhancements

Logistics Execution Enterprise Data Management and Reporting Enhancements

Logistics Relationship Management Enterprise Data Management and Reporting Enhancements

Integrated Logistics Data Management Enterprise Data Management and Reporting Enhancements
	Consists of the activities to provide package-specific changes to the Enterprise Data Sharing Framework, Conceptual Business Data Model, and the Enterprise Reporting Framework based on implementation of new package-specific systems. Although the majority of the Conceptual Business Data Model development and building of the Enterprise Reporting Framework will happen as part of the foundation package work, there is recognition that modifications to these frameworks will become necessary based on package information needs.   This segment identifies new data requirements, business rules, and reporting requirements within BEA as well as the possible shifts in data ownership responsibilities.  In addition, this segment identifies specific form, content, and delivery reporting details consistent with standardized enterprise business rules, policies and procedures for information requirement management, information product distribution management and information list management developed under the Enterprise Reporting Foundation Package.


3.3.6 Installations and Environment Domain Area Packages and Segments

The USD (AT&L) is the Domain Owner with the responsibility for the packages and segments that perform the real property and environmental management for the Department.  The package and segment descriptions are summarized in Table 3‑7.

Table 3‑7 Installations and Environment Domain Package and Segment Descriptions

	Real Property Management Package: Consists of the processes and procedures associated with the functional management of all Real Property, containing housing, barracks, and medical facilities, et al.


	Segment
	                                   Description

	Real Property Portfolio
	Consists of activities that support maintenance of real property data such as unique identification, asset attributes, financials containing depreciation and life cycle management and costs, collection of images, maps, CAD and other essential documents for land, facilities and installed equipment regardless of interest.



	Real Estate Administration
	Consists of activities associated with acquisition and disposal of interest in real property through arrangements such as purchase, lease, public withdrawal, easements, permits, international agreements, donations, etc.    Supports the fulfillment of the real property requirements for the installation mission and the force structure.  

	Space Management
	Consists of activities that support real property utilization, allocation and planning of space, tracking and management of asset capacity utilization, space availability, space requirements, reservation scheduling/cancellation and hazardous material tracking.



	Engineering Management
	Consists of activities that enable design, modeling, mapping, infrastructure management, public works, land use management, water and wastewater management and utilities monitoring.



	Construction Projects
	Consists of activities that support project planning, task management, collaboration, issue tracking and resolution, resource planning, costing project performance and earned value calculations.



	Real Property Planning


	Consists of activities that enable modeling for analysis and prioritization, scenario planning and requirements development.  It provides “what if” modeling that analyzes Real Property facility requirements against budgets, and current and planned assets and provides basis for inputs to Work Management efforts.  This entity supports real property activities such as preventative maintenance, construction and demolition, and inspections to meet mission, cost-reduction and efficiency goals.



	Segment
	                                 Description

	Maintenance & Operations
	Consists of activities that enable scheduling of all maintenance work, inspections, condition assessments, scheduled maintenance, unscheduled maintenance and real property services.



	Environmental Management Package: Consists of activities associated with managing and maintaining environmental controls, functions and responsibilities such as environmental liabilities, pollution prevention, environmental compliance, natural and historical resources conservation, and environmental restoration

	Segment
	                                 Description

	Environmental Liabilities
	Consists of the activities associated with managing and estimating environmental liabilities.

	Environmental Management
	Consists of activities associated with managing and maintaining environmental controls, functions and responsibilities such as environmental liabilities, pollution prevention, environmental compliance, natural and historical resources conservation, and environmental restoration.

	Installations and Environment Enterprise Data Management and Reporting Package:  Consists of the activities to provide package-specific changes to the Enterprise Data Sharing Framework, Conceptual Business Data Model, and the Enterprise Reporting Framework based on implementation of new package-specific systems. Although the majority of the Conceptual Business Data Model development and building of the Enterprise Reporting Framework will happen as part of the foundation package work, there is recognition that modifications to these frameworks will become necessary based on package information needs.   This segment identifies new data requirements, business rules, and reporting requirements within BEA as well as the possible shifts in data ownership responsibilities.  In addition, this segment identifies specific form, content, and delivery reporting details consistent with standardized enterprise business rules, policies and procedures for information requirement management, information product distribution management and information list management developed under the Enterprise Reporting Foundation Package.

	Segment
	                                  Description

	Real Property Enterprise Data Management and Reporting Enhancements

Environmental Enterprise Data Management and Reporting Enhancements

	Consists of the activities to provide package-specific changes to the Enterprise Data Sharing Framework, Conceptual Business Data Model, and the Enterprise Reporting Framework based on implementation of new package-specific systems. Although the majority of the Conceptual Business Data Model development and building of the Enterprise Reporting Framework will happen as part of the foundation package work, there is recognition that modifications to these frameworks will become necessary based on package information needs.  This segment identifies new data requirements, business rules, and reporting requirements within BEA as well as the possible shifts in data ownership responsibilities.  In addition, this segment identifies specific form, content, and delivery reporting details consistent with standardized enterprise business rules, policies and procedures for information requirement management, information product distribution management and information list management developed under the Enterprise Reporting Foundation Package.

	Installations and Environment Existing System Data Sharing


	Consists of activities and system capabilities required to map data from current operational systems to the Conceptual Business Data Model, and to build ETL/EII processes based on these mappings in order to meet enterprise reporting and application data sharing requirements.


3.3.7 Technical Infrastructure Domain Area Packages and Segments

The OASD (C3I), is the Domain Owner with the responsibility for the packages and segments that provide the foundation for data management, data management enhancements, enterprise reporting, enterprise reporting enhancements, enterprise services environment, and information assurance.  The package and segment descriptions are summarized in Table 3‑8.

Table 3‑8 Technical Infrastructure Domain Package and Segment Descriptions

	Enterprise Data Management Foundation Level Package: Consists of the data management activities that lay the groundwork to enable the successful implementation of follow-on domain specific packages.  By establishing Data Management business process, standards, and the Conceptual Business Data Model, the enterprise has the elements in place to develop and implement standardized, integrated domain packages.  The package also contains the design and development of some data sharing foundation components as well as the processes for managing enterprise reference data and meta data.  The existence of meta data standards and data sharing standards as prerequisites to follow-on packages is critical to the development of the to-be systems environment.  Existing standard data will be identified and considered for reuse in the BEA.

	Segment
	                                                           Description

	Data Management Business Process Development
	Consists of the activities that develop data management related activity models and the identification of roles and responsibilities for enterprise reference and meta data management.                                                                                                 



	Segment
	                                                          Description

	Initial Conceptual Business Data Model Development
	Consists of the activities that produce the Conceptual Business Data Model, the common language for describing the enterprise data.  The transaction, reference, and meta data for the enterprise will be mapped to the Conceptual Business Model to facilitate data sharing, transaction system interoperability, and meta data dissemination.  The model will be enhanced over time, as the business information needs change.                                                                                        



	Enterprise Reference & Meta Data Management
	Consists of the activities that centralize synchronization of application configuration data containing pick lists, reference tables, and lookup tables.  This segment represents the storage and maintenance of the enterprise meta data as well as the common system functions that will support the dissemination of reference data and meta data to the enterprise BEA compliant transaction systems.  Reference data provides assistance, context and structure to related data.  Examples of reference data: payroll tables, state tables, organization structure tables, etc.  Meta data are more technical in that they describe data.  Examples are meta data: data name, field length, validation rules, etc.

	Data Sharing Foundation
	Consists of the activities that develop common functionality supporting data sharing.  This segment contains the design and development of the system functions that will enable the movement and translation of data in addition to the publishing and subscription aspects of data sharing.  This segment will deliver the foundation system functions that will allow data to be shared as each package makes its transaction and meta data available to the enterprise.  This package also contains the development of the common functions associated with interfaces and extracts with non-BEA compliant systems.  Prior to a package being implemented, the associated existing transaction systems will be external to the BEA architecture.  The data sharing foundation and the reporting foundation packages share some capabilities.  These shared capabilities allow either package to be implemented first.  The second package will leverage and not duplicate capabilities implemented in the first package.

 

	Data Management Enhancements
	Consists of the Technical Infrastructure activities to provide package-specific changes to the Enterprise Data Sharing framework, Conceptual Business Data Model, as well as modifications to Data Stewardship responsibilities based on implementation of the package.  Although the majority of the Conceptual Business Data Model development will happen as part of the foundation package work, there is recognition that modifications to the CBDM could become necessary based on package information needs.  This segment captures such changes.  Furthermore, the responsibility for data ownership can shift through the transition plan lifecycle.  This segment captures the recognition of new data elements available within BEA and the possibility of shifts in data ownership responsibilities as well.  

	Enterprise Reporting Foundation Level Package: Consists of the activities that lay the groundwork that enables the fulfillment of reporting requirements associated with follow-on domain specific transition packages.  Many of the segments that enable reporting can be done prior to transaction systems being implemented within the BEA architecture.  This package implements these stand-alone segments which contain the design of the reporting structures based on the Conceptual Business Data Model, the design of the archiving and de-archiving of the reporting data stores, and the design of the processes for managing information product requests and information product distributions.

	Segment
	                                                                   Description

	Design Scaleable Reporting Structures
	Consists of the activities that provide reporting structures: the scaleable operational data store, the federation of data warehouses, and any data marts that might have been identified.  Since the reporting structures will be based on the conceptual business model, they can be designed prior to transaction systems being implemented.  This early design of the reporting structures will provide that they are available and can scale as the transaction systems are made BEA compliant.  An additional benefit to this timing will be the avoidance of any transaction system data structure design influence on the design of the reporting structures.  Reporting engines with access to the scaleable reporting structures will use the enterprise data for information product production.

	Design Archiving and De-archiving
	Consists of the activities that support the design and development of the common system functions that will handle the archiving and de-archiving of the reporting data structures.   Reporting structures contain the operational data store, the federation of data warehouses, and any data marts that might have been identified.  These functions can be fully developed prior to transaction data being populated in the structures.  The benefit of this timing is the immediate availability of this functionality as transaction data from follow-on packages is populated in the reporting structures.  This segment will enable the existing reporting structures and reporting clients to provide archived information as well as current / on-line information.

	Information Requirement Management
	Consists of the activities that apply a standard enterprise approach to receiving reporting requests. This request for enterprise information is from external and internal customers.

	Product List Management
	Consists of the activities that establish a standard approach to managing the resources used to construct and distribute information products.  Requests for information products will be evaluated to determine if an existing information product meets the requirement.  This information is used to manage products delivered and the resources required in order to eliminate redundant reporting and the resource needed to support those products.

	Segment
	                                                                   Description

	Product Distribution Management
	Consists of the activities that apply the information requirements and controls for information product distribution management.  It is important to have an enterprise standard approach to these activities to provide consistency.  This segment contains the development of handling the enterprise reporting distribution schedule, the actual execution of the distribution of the information product, and the maintenance of the distribution catalogue which tracks information product distribution transactions. 

	Functional and Strategic Data Mart Management
	Consists of the activities that contain the management of all BEA related data marts, independent of the focus of each mart.  Each data mart will be operational, analytical, or strategic in scope, and will be defined, designed, and implemented by the organization that supports the Functional and Strategic Data Mart Management segment. This segment also contains the ongoing maintenance and management of the functional and strategic data marts.

	Enterprise Reporting Enhancements Segment
	Consists of Technical Infrastructure activities to accommodate specifications or changes to form, content, and delivery reporting details consistent with standardized enterprise business rules, policies and procedures for information requirement management, information product distribution management and information list management developed under the Enterprise Reporting Foundation Package.

	Enterprise Services Environment Package: Consists of the activities that will be used to deploy Enterprise Services. Enterprise Services are software building blocks that are accessible through higher-level business activities.  The interfaces for an Enterprise Service are well defined, implementation independent and reusable. The Enterprise Services do not have to be collocated with other Enterprise Services. There is no requirement about where the services are located only that they are available.  Enterprise Services Environment consists of the following services:

	Segment
	                                                          Description

	Enterprise System Management Service
	Consists of the activities that provide end-to-end performance monitoring, configuration management, and problem detection and resolution as well as enterprise IT resource accounting and addressing.

	Messaging Service
	Consists of the activities that provide the ability to exchange information using structured electronic data among users or applications.

	Discovery/Metadata Registry Service
	Consists of the Discovery/Metadata Registry activities that provide devices and/or applications with the capability to find and manage enterprise services.

	Collaboration Service
	Consists of the activities that enable collaboration service allowing users to work together and jointly use selected capabilities on the network.  These services tend to fall into two broad categories: synchronous and asynchronous.

	Mediation Segment Service
	Consists of the activities that enable the Mediation service to translate, aggregate, fuse or integrate data/metadata.

	User Assistance Service
	Consists of the activities that enable intelligent agents to perform manpower intensive tasks (e.g., Business Process Management, Workflow and Application Integration Brokering) and provides an integration point/framework for third party business analysis tools.

	Security Service
	Consists of the activities that enable the Security Service to provide the capability to address vulnerabilities in networks, services, or systems.

	Storage Service
	Consists of the activities that enable the storage service to provide physical and virtual places to host data on the network with varying degrees of persistence.

	Application Hosting Service
	Consists of the activities that enable the infrastructure to host and organize distributed on-line processing capabilities.

	Information Assurance Foundation Level Package: Consists of the Information Assurance activities that lay the groundwork to enable the successful implementation of follow-on domain specific packages.  By establishing Information Assurance business process and standards.  This package also contains the design and development for foundational Identity Management and Access Control components as well as the processes for Incident Management.

	Segment
	                                                         Description

	Information Assurance Policy Framework
	Establish an Information Assurance Strategic Vision that consists of the activities to develop the BEA Information Assurance Policy Framework that focuses on a risk management approach to securing the DoD business assets: Asset Policies (Identification and Classification, Asset Protection, Asset Management, Acceptable Use), Vulnerability Assessments, Threat Assessments and monitoring (Intrusion Detection, Business Continuity Planning).  Develop a BEA DITSCAP framework that will standardize and consolidate the certification process to address risk assessment and management issues.

	Information Assurance Requirements
	Develop, implement and maintain well-defined set of BEA IT security requirements, or protection profiles, in key technology areas for BEA applications, systems and networks.  Create IT security metrics and associated methods and procedures using standardized sets of information assurance requirements.  Develop a management process to inventory the protection profiles in a life cycle process to evolve with technological advancements and to protect industry investments in product development/testing.  Promote the standardization of protection profiles, wherever possible.

	Identity Management Foundation
	Develop, implement and maintain a common management infrastructure for identification management, comprising verification of an individual identification and issuance of a common credential for authentication.

	Access Control Foundation
	Develop, implement and maintain the requirements to enable mutual trust needed to support widespread use of electronic interactions between the BEA Domains and enterprise information.  Develop common interoperable authentication and authorization solutions, appropriately matching the levels of risk and business needs of each BEA initiative.

	Incident Management
	Develop, implement and refine an incident response management infrastructure (CERT capabilities), the common guidelines and procedures related to the handling of damaging events. 


Table 3‑9 displays a summary of the Program Management Package and Segment Descriptions that support the DoD’s Business Modernization System Integration (BMSI).
Table 3‑9 Summary of Program Management Package and Segment Descriptions
	Program Management Package:  Consists of the BEA Program acquisition management activities that support an effective acquisition program execution and integrate BEA program within existing DoD business review processes and forums.   


	Segment
	Description

	Program Management
	Consists of the activities that support the operations and acquisition program management activities of the DoD Business Modernization System Integration (BSMI) Office to manage DoD Domain Area and Enterprise Business systems implementations IAW the DoD BEA and the BEA Transition Plan.  It contains the continued management of architecture improvement work as well as the Transition Plan integration and implementation support activities, and supporting DoD system/program reviews in support of the PPBS and Acquisition Management processes.

	Governance
	Consists of the activities that manage the BEA program, specifically, the roles and responsibilities for the BMMP Steering Committee, BMSI, Domain Owners, and domain owner lead agents.   

	Incentives
	Consists of the activities that promote desired behaviors to facilitate organizational change and transformation.  These activities contain monetary, non-monetary inducements, as well as positive and recognition activities.


3.3.8 Transition Integration/Support Package

Table 3‑10 displays a summary of the Transition Packages and Segments Descriptions aligned to the BMMP/BSMI Transition Plan.

Table 3‑10 Summary of Transition Integration/Support Package and Segment Descriptions
	 Transition Integration/Support Package:  Consists of those activities that integrate and provide support necessary to implement the BEA Transition Plan.  Contains activities that provide compliance with the BEA architecture, identify education and training requirements, and package and segment testing requirements.

	Segment
	Description

	BEA Compliance
	Consists of the activities and requirements for DoD financial and business management operations to be compliant with the BEA architecture standards and to be consistent with BMMP improvement and modernization initiatives. It enables DoD’s compliance with Federal laws, regulations, and business management improvement efforts, by aligning BMMP compliance both with the BEA and to the BEA.  Compliance with the BEA contains those measures that address compliance of DoD’s financial and business management operations and improvement and modernization. Compliance to the BEA contains those measures designed to maintain and demonstrate the BEA compliance with and aligned to relevant laws, policies, regulations and their respective implementing directives governing the DoD BMMP.

	Segment
	Description

	Testing
	Consists of validation and end-to-end testing of the implementation of systems based on business scenarios that were established under the BEA.  End-to-end testing validates functions that require multiple systems to meet the requirements of a business scenario. Many products and systems have to work properly for this result to be obtained, and if all of the systems and interfaces have been validated, a business scenario should be demonstrable.  Testing at the Business Scenario level assumes that each segment and package and the interfaces among them have been thoroughly tested in previous system level testing.  End to end testing also involves an evaluation of the overall capability and validation of the results obtained. Measures of performance and effectiveness must be defined for each business scenario and baseline data must be in place before systems are put into place. The segments and packages that will be required to fulfill the requirements of a business scenario can occur within a domain or across multiple domains. 

The Business Modernization Management Program (BMMP) Comprehensive Test Strategy will guide end-to-end testing of the BMMP Business Scenarios and provide verification of BEA implementation planning. BMMP Comprehensive Test Strategy is the means by which the OUSD Comptroller will exert control and influence over those elements deemed to be part of the Business Enterprise of the DOD.  BMMP will exert this influence by controlling funds and approvals at milestones and decision points for each of those BEA Segments.

	Education and Training
	Consists of those activities and requirements to support training and education for all roles affected by BEA architecture compliance.  This contains training and education to support process and system changes.  This also contains training and education that will become incorporated in DoD initial training, professional development training, and individual skills development taught or coordinated through schoolhouses and distance learning curricula.


3.3.9 Alternative Package and Segments:  Enterprise Business-Line Integration 

Table 3‑11 displays a summary of the Transition Packages and Segments aligned by Enterprise Business-Line Integration.

Table 3‑11 Summary of Enterprise Business-Line Integration Package and Segments Descriptions
	Enterprise Business-Line Integration Package: 
The purpose of this package is to provide an alternative way to implement a portion of the architecture – within each DoD business line, rather than uniformly across DoD.  This alternative would enable integrated a tighter internal linkage with end-to-end processes in each business line.  Like all segments, these would be fully compliant with the BEA (e.g., follow the BEA-specified activities, business rules, roles, functions, and standards).  However, these segments would be implemented by an integrated set of systems within a business line (rather than by a set of DoD-wide systems.)  In this alternative, every DoD business-line (or group of business-lines) must implement every one of these segments.  Note:  In concert with this alternative, any segments not listed below would be implemented DoD-wide.



	Segment
	Description

	Integrated Financial Management and Accounting
	The purpose of this segment is to enable integrated financial management and accounting within the business line and to enable a tighter internal linkage with end-to-end processes across the business line.  The scope consists of those activities described by architectural products that align with the segments listed below.

Segments: 

· Standard Accounting Structure 

· Cost Accounting 

· Cost Analysis and Forecasting

· Bill Generation & Delivery

· Proactive Collection

· Penalty Assessment

· Uncollectable Accounts Resolution

· Receivable Establishment 

· Receivable Liquidation

· Deposit Management

· Reconciliation

· Cash Flow Management

· Contract Payment Management

· Investment Management

	Integrated

Strategic Planning and Budgeting
	The purpose of this segment is to enable integrated strategic planning and budgeting within the business line and to enable a tighter internal linkage with end-to-end processes across the business line.  The scope consists of those activities described by architectural products that align with the segments listed below.

Segments:  

· Strategic Planning

· Programming and Budgeting

· Funds Distribution 

· Budget Execution

	Integrated Logistics
	Consists of those activities that provide for integrated enterprise logistics.  The purpose of this segment is to enable integrated logistics within the business line and to enable a tighter internal linkage with end-to-end processes across the business line.  The scope consists of those activities described by architectural products that align with the segments listed below.

Segments:  

· Advanced Planning and Scheduling

· Collaborative Forecasting and Replenishment

· Distribution Resource Planning

· Inventory Planning (Materiel Resource Planning)

· Demand Planning

· Strategic Planning

· Materiel Resource Planning

· Maintenance/Manufacturing Management

· Asset Management

· Installations and Environment

· Order Management

· Distribution Management

· Other Logistics Services

· Call Centers

· Demand Management

· Supplier Management

· Customer Management

· Product Lifecycle Management

· Service/Product Data Management

	Integrated Installation and Environmental Management
	Consists of those activities that provide for integrated installation and environmental Management.  The purpose of this segment is to enable integrated logistics within the business line and to enable a tighter internal linkage with end-to-end processes across the business line.  The scope consists of those activities described by architectural products that align with the segments listed below.

Segments:  

· Real Property Portfolio

· Real Estate Administration

· Space Management

· Engineering Management

· Construction Projects

· Real Property Planning

· Maintenance & Operations

· Environmental Liabilities

· Environmental Management

	Integrated Financial Management and Accounting
	The purpose of this segment is to enable integrated financial management and accounting within the business line and to enable a tighter internal linkage with end-to-end processes across the business line.  The scope consists of those activities described by architectural products that align with the segments listed below.
Segments:
· Standard Accounting Structure
· Cost Accounting
· Cost Analysis and Forecasting
· Bill Generation & Delivery
· Proactive Collection
· Penalty Assessment
· Un-collectable Accounts Resolution
· Receivable Establishment
· Receivable Liquidation

· Deposit Management

· Reconciliation


4. 
Requirements Reports

4.1 Introduction

This section discusses four reports showing the relationship of requirements to transition package and segment, requirements to capability targets, transition requirements to System Architecture (SA) type, and a list of requirements. These reports consist of the following BEA types of requirements:
BEA Compliance Requirements
· “To Be” External Compliance Requirements

· “To Be” Architecture Derived Compliance Requirements

    BEA Change Requirements
· External Change Requirements

  Note: At this time, no external requirements changes have been identified. 
· Gap Requirements

· Support Requirements

Each requirement is maintained in the DOORS database and is linked to the applicable transition segments and capability targets.  The ability to create dynamic links in DOORS, allows requirements to be associated with multiple transition packages and segments, and capability targets.  As a result, an individual requirement may show up multiple times within these reports.

For details about how the requirements were developed, see Appendix H (BEA Transition Requirements Writing Guide).  The requirements developed for this report are derived from Integrated Build 30 (4-30-2003) of the BEA.
4.2 Report Descriptions

The first report is a list of requirements and associated attributes (Appendix I).  This report lists the individual requirements by requirement number.  See section 4.3 for the list of requirement attributes in this report.

The second report is the Requirements by Package and Segment Report (Appendix J).  This report lists the individual requirements by transition package and segment.  Requirements are sorted by package name, segment name, and requirement number.  

The third report is the Requirements by System Architecture (SA) Type report (Appendix K).  Each “To Be” Architecture Derived Compliance Requirement is associated with the SA type that the requirement was developed from.  Requirements are sorted by SA Type, SA Name, and requirement number.

The last report is the Requirements by Capability Target report (Appendix L). This report lists the individual requirements by Capability Targets.  This relationship links requirements to the Capability Maturity Profile (AV-3).  Requirements are sorted by capability category, capability area, capability target name, and requirement number. 

4.3 Attributes  

The attributes nomenclature in the reports is as follows:

· Package Name is the short name of the associated Transition Package.  

· Segment Name is the short name associated with a given segment.

· Segment Number is the unique reference number assigned to a given segment in the DOORS database.  The Segment Number uses the following numbering convention:  “PS” + sequential number.

· Capability Category is the associated category from the AV-3.

· Capability Area is the associated capability area from the AV-3.

· Capability Target Name is the short name from the Capability Target associated with a given Capability area and Capability category.

· Capability Target Identifier is the unique reference number assigned to a given capability target in the DOORS Database.  The Capability Target identifier uses the following numbering convention: “AV-3” + sequential number.

· Requirement Attributes These attributes provide the detailed information for each requirement.  The full list of requirements can be found in the Appendix J.

· Requirement Number is a unique reference number assigned to an individual requirement within the DOORS database.  The Requirement Number uses the following numbering convention:  “TR” + sequential number.

· Title is the short title of the requirement.

· Requirement Description is the complete textual statement of the requirement.

· PAT is the short coded use to identify the associated Process Action Team or process area for a given requirement.  Columns could also contain reference to support, compliance and technical requirements. Allowable values for this field are:

· COM – Compliance Plan requirements

· IA – Information Assurance requirements
· SVBR – System View Business Related requirements (also Data Management)
· SVBN - System View Business Neutral requirements 
· TV – Technical View requirements
· HRM – Human Resource Management Requirements, (also Medical Heath System Requirements and Travel)

· SPB – Strategic Planning and Budgeting requirements

· LOG – Logistics requirements

· ACC – Accounting requirements

· FMR – Financial and Management Reporting requirements

· CAR – Collections and Accounts Receivable requirements 

· PAD – Procurement, Payables, Acquisition, and Disbursement requirements

· RPM- Real Property and Environmental Liabilities

· Rationale is the statement of justification or business importance of a given requirement.

· Requirement Class is the functional or nonfunctional classification of a given requirement.  Allowable values for this field are:

· Constraint -- Environment

· Constraint -- Naming Conventions and Definitions

· Constraint -- Relevant Facts and Assumptions

· Functional Requirement -- Work Scope

· Functional Requirement -- Product Scope

· Functional Requirement -- Process Requirements

· Functional Requirement -- Data Requirements

· Non-functional Requirement -- Look and Feel

· Non-functional Requirement -- Usability

· Non-functional Requirement -- Performance

· Non-functional Requirement -- Operational

· Non-functional Requirement -- Maintainability and Portability

· Non-functional Requirement -- Security

· Non-functional Requirement -- Legal

· Non-functional Requirement -- Documentation

· Non-functional Requirement – Training

· Non-functional Requirement – Other

· Transition Requirement Type is a type that relates a requirement to the Transition Plan within the context of BEA.  This allows for the grouping of requirements by:

BEA Compliance Requirements
· “To Be” External Compliance Requirement

· “To Be” Architecture Derived Compliance Requirements

BEA Change Requirements

· External Change Requirements

· Gap Requirements

· Support Requirements

· Source provides the architecture reference or the external requirement source 

· External. Source Name provides the name source for the “To Be” External Compliance requirement.

· External. Requirement Class is the type of “To Be” External Compliance Requirement, categorized as follows:

· Business

· Business Driver

· Information Assurance

· Financial

· Leading Practice


A. 
B. 
C. 
D. 
E. 
F. 
G. 
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Step 1:  Define a high level set of packages.  This set must encompass and be consistent with the high-level functions of the OV-5, the SV-1 Systems Entities, and the Target Capabilities as well as follow the corresponding design principles.  �Step 2:  Segment the Packages.  Segmentation will depend on the organizational tiers defined in SV-1 (DoD-wide, Service/Agency, Major Command, etc.) and the corresponding design principles.


� �Step 3:  Assign every Transition Requirement (note 1) to one or more segments.  In general, functional requirements (business oriented) will be assigned to one or more segments; in general, non-functional requirements (business neutral, system, data, standards) will be in every package.


 Step 4:  Sequence the Segments.  Schedule segments based on design principles and constraints.
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