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SUBJECT: Evaluation of the Department of Defense Corporate
Information Management ({CIM) Initiative

In March 1992, the Director of Defense Information asked
the Defense Inspector General (DoDiG) for a program evaluation
on: (1) the status of the January 1991 CIM implementation plan
and (2) how the Department is doing on institutionalizing the CIM
initiative. This evaluation is not a typical DoDIG auvdit or
inspection report, but a report prepared by DoDIG evaluators
serving as in-house management consultants for Defense managers.
Consistent with an atmosphere of increased openness, I am
providing you with a copy of this evaluation.

We appreciate the efforts and observations of the DoDIG
evaluation team, even though we disagree with a number of their
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conclusions and recommendations. While the evaluation falls
outside the formal DoDIG follow-up process, and adoption of its
recommendations is discretionary, we intend to respond to the
report, as requested, to provide feedback, correct factual
errors, and add some perspective that is not reflected in the
report. The draft response will be provided to ycu prior to
transmittal to the DoDIG.

Attachment



INSPECTOR GENERAL
OEPARTHMENT OF DEFENSE
400 ARMY KAVYY DRIVE
ARLINGTON. VIRGINIA 22202-2884

MEMORANDUM FOR DIRECTOR OF DEFENSE INFORMATION

,

’

SUBJECT: Evaluation of the Depariment of Defense Corporate Information
Management Initiative

Enclosed is our evaluation report on the Corporate Information Management
(CIM) initiative within the Department of Defense (DoD). We conducted the evaluation
to previde you with information on the implementation and institutionalization of the
CIM initiative within the Department. We specifically addressed the two questions you
posed: 1) What is the status of the January 10, 1931, CIM implementation plan? and
2) How is the Department doing on institutionalizing the CIM initiative?

In this evaluation, we found that the tasks associated with the January 10, 1991,
CIM implementation plan have been completed or incorporated in the normal
ongoing duties and responsibilities of the Assistant Secretary of Defense (Command,
Control, Communications and I[ntelligence) and other DoD components. However, in
spite of those actions, we found that the institutionalization of the CIM initiative is
severely hampered by the lack of an overall CIM plan that is clearly presented to and
understood by DoD managers and the subsequent inability to develop an effective
consensus and support for the initiative by those same managers. We also found that
savings and associated budgeting requirements attributed to the CIM initiative are
inadequately analyzed, documented, and reported. While the recommendations
contained in the evaluation are discretionary, their implementation will materially
assist the Department in achieving the potential benefits of the CIM initiative.

We hope this report will be of value to you. We would appreciate your feedback on
the information contained in the report. Should you need additional information,
please call Mr. Jay W. Jarrett, Evaluation Director, at (703) 693-3108.

L A H

a Katherine A. Brittin
Assistant Inspector General
for Inspections

Enclosure

cc: Assistant Secretary of Defense (Command, Control, Communications
and Intelligence}



Executive Summary

¢ The Assistant Secretary of Defense (Command, Control, Communications

and Intelligence) solicit the support and approval of the Secretary of
Defense to establish a Defense Corporate Management Board to serve as
the overall director, implementor, and coordinator of the Corporate
Infarmation Management initiative.

* The Board should be chaired by the Deputy Secretary of Defense,
with the Secretaries of the Military Departments as members’and the
Director of Defense Information as the Executive Secretary.

* The Board should be supported by functional area working groups
chaired by the appropriate Principal Staff Assistant with
representation from the Military Departments and Defense
Agencies. The functional integration managers, Cffice of the Director
of Defense Information, and the Defense information Systems
Agency, should provide technical information and management
support to the working groups.

The Assistant Secretary of Defense (Command, Control, Communications
and Inteliigence) and the Direclor of Defense Information ensure adequate
economic analyses ars conducted and documented 1o support Corporate
Information Management initiatives and their related budget requirements
and savings.

The Assistant Secretary of Defense {Command, Control, Communications
and Intefligence) and the Director of Defense Information, in cooperation
with the Comptroller, Department of Defenss, establish a tracking system
which links the information technology budget, the Defensa Management
Report Decisions, and other initiatives to better identify budget and savings
information related to Corporate Information Management.
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SECTION I - INTRODUCTION

METHODOLOGY

During the evaluation, draft DoD Directive 8000.1,
"Defense Information Management Program?®, dralt DoD
Instruction 8020.1, *Functional Process improvement
Program®; and draft DoD Manual 8320.1-M, *Functionat
Process Improvement,” were staffed for coordination within
the Department. While the Assistant Secretary of Defense
(Command, Control, Communications and Intelligence)
{ASD{C3N) and the Director of Defense Information issued
numerous memoranda concerning the CIM Initiative, the
draft directive, instruction and manual represented the first
formulation of DoD policy and direction regarding the roles
and responsibilities envisioned for the DoD comporents in
the implementation of the CIM Initiative.

in March i992_ the Director of Defense Information
requested our assistance in evaluating the CIM Initiative,

fnramen 1n tha rrvroso
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institutionalizing the Initiative within the DoD. The evaluation
was conducted by the Special Studies Division, Program
Evaluation Directorate, Office of the Assistant inspector
General for Inspections. A list of the team members is
presented in Appendix A.

We reviewed existing forma! and draft policy and
quidance documents along with oiher explanatory
documents covering the CIM concept and implementation.
The documents included the Executive Level Group's CIM
plan; the "Implementation Plan for Corporate Information
Management,* January 10, 1991, the CIM "Process
Improvement Methodology for DoD Functional Managers®;
DoD directives and instructions, including working drafts;
Defense memoranda and manuails which establish,
describe, and implement all or part of the CIM Initiative; and
training material from the Information Resources
Management College at the Nationa! Defense University. We
focused on the latest or mast current versions of those
documents to more accurately reflect the rapidly changing
environment within which the CiM Initiative was evolving, A

list of the major documents reviewed is presented in
Appendix B,

To fully address the goals and objectives of the
evaluation, we conducted 81 interviews with DoD managers
and their staffs. The interviews dealt primarily with the
functional and technical areas of the CIM Initialive. The
interviews included managers and staff members in the



SECTION I - INTRODUCTION

{Command, Control, Communications and Intelligence) and
other DoD components (Tasks 12, 17, 21, 24, 25, 31, and
34). None of the 7 ongoing tasks are significant to the
successful implementation and institutionalization of CIM.
Thersfore, wa believe formal tracking of the 1331 CIM

Implerentation Plan Is no longer useful and should be
discontinued. 5
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EECTION I - IMPLEMENTATION ISSUES A CIM Initiative Lacks a Clear Plan

support the centralization proposals mads in Defenss
Management Review Decision 918.

While the ongoing changes may be notionally correct,

the functional and technical managers we interviewed couid

not identify the rationals behind those changes, the desired
end point, or the specific steps to transition from fheir
current organizational and mission responsibilities to those

nnnnnn ~# rvnrmd s Gl Al S LN Boalal_a

dcalgucu to meet the final UU]D‘L.(IV!}\‘.: of the CiM Initiative—-
whatever they may be. As a result, even though tha
managers agreed conceptually w‘rth the direction of the CIM
Initiative, they did not understand or support ‘many of the

lUfILllUﬁ' FdJ dHU lebllillbdl U{'}LESIOHS a55GC! 8180 \NIT.FI me
Intiative.

Many of those functional and technical decisions will
require major reafignments of people and doflars among
DoD activities and have a great impact on key missions for
which the Services and Defense Agencies are responsible.,
As a result, the managers of those functions are
uncersna‘indawy concemed about how those changes wili
affect their mission responsibilities. We believe the failure to
address thosa concems with well thought out plans and
sound economic¢ decisions has, and will continue to, hurt
support for the changes, even among those managers who
have already demonstrated support for centralization and

streamlining with their own functional areas.

Organizational The recent establishment of the Joint Logistics Systems

Reallgnments Center (JLSC) is a good example of how the fack of
planrning has hurt suppart from managers. The creation of
the JLSC represents a major organizational reafignment
within the Department to accomgplish the CIM objectives in
the logistics functional area. We interviewed eight senior
logistics functional managers during the evaluation,
including the Assistant Secretary of Defense (Productron
and Logistics). All eight agreed that the establishment of the

. JLSC should help improve the development and

implementation of the integrated logistics systems required
by the DoD. However, they all noted their own incomplete
understanding of how and under whal authority the JLSC
will function in the absence of an integrated CIM plan. Their
principal concerns centered on their ability 10 fulfill mission
responsibifities under the JLSC concept. Even with the
formation of the JLSC, the Services retain significant
responsibilities for operating the DoD automated logistics
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Technical
Decislons

Realigniment of
Technicaf
Support

systems, many of which interface with systems from other
functional areas to ensure the readiness and sustainabifity of
U. S. Forces. There is no comprehensive CIM plan which
descibes how and when the systems in the other functional
areas will change. In fact, therg is not even a CIM plan which
identifies the key interfaces among the DoD information
systems and addresses how those Key funclional interfaces
will be handied. s

‘s

In addition to major crganizational realignments without
an integrated plan, the managers we inlerviewed were also
concerned about the technical decisions that were being
made without an integrated plan. Those concerns fell into
two principal areas--realignment of technical support and
selection of migration systems without a clear plan or
adequate economic analyses 1o evaluate alternatives,

The managers we inlerviewed believe the recent
decision to transfer information technology capability from
the functional area managers 1o the DISA (under Defense
Management Report Decision 18, "Defense Information
infrastructure™) did not fully consider their operational
responsibilities. However, without a clear CIM plan, the
managers were not sure they understood the full
implications of the Defense Management Report Decision
§18.

The functional area managers repeatedly stressed that
while the overall CIM Initiative was being developed and
implemented, and while initiatives such as Defense
Management Report Decision 918 were being refined, they
still have to fulfill their iImmediate and ongoing mission
responsibilities. For example, all of the Military Services have
ongoing logistics requirements that must be met on a daily
basis. While the JLSC may eventually develop logistics
systems to replace the current systems, and the DISA may
eventually take over the implementation of those new
systems, the Military Services still face the immediate
responsitility of ensuring that current logistics requirements
are met. In the absence of a clear plan, along with an
explanation of how they will transition from their current
logistical support systems and organizations to the new
systems and crganizations, the Mifitary Services are
reluctant to support the CIM initiative. Further, the Military
Services feel they must relain sufficient information
technology capability 1o support their current logistical

Corparaie information Managamen! Initiative
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SECTION IIf - IMPLEMENTATION ISSUES A. CIM Initlative Lacks a Clear Pian

system requirements until the new systems are in place and

functioning properly.
Selection of The functional area managers ws interviewed also
Migration expressed concerns about the process for making technical
Systems decisions without an integrated plan. The process used by

the Information Technology Policy Board (ITPB) to select
information technology solutions and migration systems
impacts directly on the functional managers’ ability to
accomplish their mission responsibilities. We found there
was a lack of adequate analysis to support those selections.

The Information Technology Policy Board was created to
reach decisions and begin implementation in three areas of
information technology requiring centralized (corporate)
policy direction. Those areas are DoD-wide information
technology standards, modeling support to architecture and
system development, and definition of standards and
methods for managing data. We talked to four members of
the ITPB regarding the process used to select technical
solutions. Despite their charter, the Board members stated
that the selection of standard information systems, including
migration systems, was done by the Direclor of Defense
Information or the DISA.

We found no evidence that the Director of Defense
Information or the DISA coordinated such selections with
the DoD functional area managers or with tha [TPB. in
addition, the Director of Defense information did not use
business process improvement plans or functional
economic analyses tc support the system selections. For
example, the Army data dictionary system was offered to the
TPB as the Defense standard. The ITPB reviewed the
system and rejected it by a vote of 6 tc 2 because the
system was not easy to maintain and would require many
new data elements at significant cost to the Department.
Subsequently, the Army lobbied the Director of Defense

. Information, who renamed the system and designated it as
the Dob Standard Data Dictionary System without an
econcmic or functional analysis to support the decision.
While we recognize consensus may be difficult to achieve
and that timely decisions must be made to ensure the CiM
implementation progresses, the Director of Defense
Information did not explain to the Board the reasons their
decision was overruled or the need for an immediate
decision.
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The data dictionary example is not an isolated incident.
We also found that no economic analysis was conducted to
support the selection of the Navy's Engineering Drawing
Management Information and Control System (EDMICS)
over the Army and Air Force engineering drawing systems,

known respectively as Digital Storage and Retrieval
Enaineering Data Quc?am fﬁQQFﬁQ\ and Encineeri

GOV Ty e gt iy
Drawing Controt Remeval System (EDCARS] Iry fact, many
more systems were also designated as DoD Standard
Systems (Figure 1) without the required economic analyses
or field surveys to support those decisions. We believe the
credibility of the selection process has been hurt by the
repeated selection of migration systems outside the
designated approval process without a clear definiticn of the
selection criteria and an overali CiM plan which
demonstrates an understanding of the key system
interfaces among functionat areas.

Corperate Information Management lnitiative 13



SECTION Mt - IMPLEMENTATION ISSUES A CIM Initlative Lacks & Clear Plan

i Figure 1
Systems Deslgnated DoD Corporate information Systems Without
the Required Economlc Analyses or Fleld Surveys

(As of April 1992)

FINANCIAL Defense Chvillan Payroll System; ‘
Defense Joint Miitary Pay System;
Defense Retired and Annuitant Pay System;
Defense Travel Pay System;
DoD Non-Appropriated Fund Central Pay System;
Defense Transportation Paymernt System;
Defense Contract Payment System

PERSONNEL Automated Patlent Evacuation System;
Automated Quallty of Care Evaluation System;
Computer Assisted Processling of Cardlograms;
Composite Health Care System,
Defenss Blood Standard System;
Defense Enroliment Eligibility System;

Defense Medical Loglstics emyCentral Processing and
Distribution Cefensa Medical Regulating infformation System;

Decislon Support System;

Medical Expense and Performance Reporting Systemy;

Expense Assignment System;

Theater Management information SystemyTheater Army Medical
Mana1gement Management information SystemyShipboard
Non-Tactical Automated Medical System;

Tri-Service Food Senvice System;

Tr-Service Micro Pharmacy System;

Veterinary Service Automated Data Management System

MATERIEL MANAGEMENT Defense Loglstics Informatlon System;
Defense Autornated Address System;
Defense Reutilization and Marketing System

COMPUTER-AIDED Englneering Drawing Management Information and Control
ACQUISITION AND System (EDMICS)
LOGISTICS SUPPORT

Joint CALS System;
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CONCLUSION The Director of Defense Information has not followed his
own basic precepts in developing and articulating a
business process improvement plan and functional
economic analysis for the overall CiM Initiative. Lacking a
definitive plan and formal policy guidance, the Principal Staff
Assistants and the DoD compaonent functional managers
have expressed reservations about the defacto process for
selecting technical solutions and migration information
systems within their functional areas. Those reservations
have resuited in lukewarm support for the CIM Initiative, as a
whole.

Recommendation 1 The Director of Defense Information develop and
disseminale an cverall, definitive Corporate information
Management business plan which specifically identifies the

final organizational and management structure envisioned

for the Corporate Information Management initiative and the
roles and responsibilities of the DoD components. The plan
should include the most recent listing of systems that have
been designated, and those being considered, as
candidates for standard or migration systems; the current
status of Corporate Information Management functionat and
technical initiatives along with their tasks and time frames;
and a clear delineation of the respective roles,
responsibifities, and authorities of the DoD components,
including those of the Assistant Secretary of Defense
(Command, Control, Communications and Intelligence), the
Defense Agencies, and the Military Departments.”

Corporate information Management Initiative 15
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8. Absance of Effective Policy Guidance and Direction SECTION it - IMPLEMENTATION ISSUES

B. THE DIRECTOR OF DEFENSE I[INFORMATION HAS NOT
ADEQUATELY COMMUNICATED THE GUIDANCE AND DIREC-
TION NECESSARY TO ENSURE EFFECTIVE IMPLEMENTATION

OF THE CORPORATE INFORMATION MANAGEMENT lNiTIATIVE

The absence of DoD palicy and guidance ch the CIM

Initiative has added to the confusion caused by the lack of a
clear descrintion and understanding of the Initiative. The

requsrement for policy and guldance was recognized in the
January 1991 CIM Implementation Plan. However, to date,
there are no approved DoD directives or instructions which

mreirdo a Aloar Aafioitions ~AFf the DA Tnibativa and Asfina tha
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respective roles and respansibilities of the DoD comporents.

Without formal and clear guidance in the form of DoD
directives and instructions, the DoD components are
reluctant to commit their hmrted resources to the
implementation of the CIM Initiative. The Principal Staff
Assistants and LoD functional area managers we
interviewed repeatediy referred to the dilemma they faced
between their ability to support the CIM Initiative and their
lack of formal justification for diverting resources from
ongoing and approved programs and initiatives to cover the
upfront costs of implementing CIM.

FORMAL GUIDANCE After we completed the field work on this evaluation,
(S SUBJECT 7O DoD Directive 8000.1, "Defense information Management -
VARYING (M) Program,” was issued on October 27, 1992. The

INTERPRETATIONS directive is the first formal guidance conceming the CIM
initiative and the roles and responsibilities of the DoD
functional managers. However, the guidance is general in
nature and subject to varying interpretation as it relates to
the respective roles and responsibilities of the DoD
components.

An example of the potential for varying interpretations is
paragraph E.1.d. of the Directive. The paragraph states that

the Assistant Secretary of Defense (Command, Contral,
Communications and lntpllinpnrp\ !’AQ{'} (("ll‘s\ shall 'Irinnhfu

A i TAS Ve bk | AT

opportunities for the lntegration of Informatson Management

(M) strategic planning, processes, methods, approaches,

activities, services, systems, and information across
mnetinnnl arnac Easilitats rocsahitisan Af Jostisaal an
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technical integration issues across functional areas and

Corporate Information Management Initiative 17



SECTION it - IMPLEMENTATION ISSUES B. Absence of Effective Policy Guldance and Direction

ASD(C3l)
Interpretation

forward unresolved functional issues to the Deputy
Secretary of Defense.” The DoD Directive 8000.1 defines
information management as "The functional proponents
creation, use, sharing, and disposition of data or information
as corporate resources critical to the sffective and efficient
operation of functional aclivities consistent with iM guidance
issued by the C3%. 1t includes the structuring of functional
managernent improvement processes by the Office of the
Secretary of Defense Principal Staff Assistants to produce
and control the use of data and information in functional
activities; information resources management; and
supporting information technology and information services.*

Paragraph E.1.d. can be interpreted to mean that the
ASD(C3I) will have the authority and responsibility for
integrating and coordinating business processes and
operations in all functional areas, adjudicating disputes
between functional areas, and preparing documentation to
forward disputes and proposed resolutions of functional
issues to the Deputy Secretary. However, it can also be
interpreted to mean that the primary responsibility of the
ASD(C31) wili be to identity opportunities for the integration
of information management activities for the functional area
managers.

The DoD Directive 8000.1 was issued after our on-site
interviews. However, based on positions stated during those
interviews, we predict the lack of clarity in the directive will
create & split in the Depariment, primarily along organiza-
tional lines assoclated with the implementation of the CIM
initiative. Support for the varying interpretations will be split
into two groups: those managing the implementation of the
CIM Initiative within DoD (e.g., the ASD(C3I) and the
Director of Defense Information, who primarily support the
first and broader interpretation) and those responsible for
implementing the CIM initiative within their respective
organizations {e.g., the Principal Siaif Assistants, the Miiitary
Depariments, and Defense Agencies, who support the
second and more restrictive interpretation),

Under that first interpretation, the ASD(C3!) plays a
significant role in the development and implementation of
functional business process management systems in ail
DoD functional areas. In that role, the ASD{C3}) woujd be
the approval authority for all of the Department's functional
business process management systerns. This would most




DEFENSE INFORMATION SYSTEMS AGENCY

101 5. COURT HOUSE ROAD
ARLINGTON, VA 22204-2199

26 May 1993

General Frederick M. Franks, Jr.

Commanding General

United States Army Training and Doctrine Command
Fort Monroe, Virginia 23651-5000

Dear General Franks,

I am pleased to have the opportunity to review and provide comments on the final
draft of FM 100-19, titled Domestic Support Qperations. The Defense Information
Systems Agency {DISA) and rhe National Communications System (NCS) offer
services which merit essential consideration in planning domestie support
operations.

Thia apanpsy r"n reannneibhility i to evtend the Deferncse ITnformatiaon Tnfragstyiiectuves
iiis dgency 5 responsloviiic 15 LC XLend Tthe velelise tnliormaclon nLirgstiuciure
(DII) to the JTF. Our management effort of the DII includes services ranging

from telecommunications provisioning to acquisition of leased services and
equipment and has proven to be essential to the success of operations addressed
by this publication. Including our input in FM 100-19 would provide the planner
with clear understanding of what ro ask for and who to call at DISA.

We are working clesely with your point of contact, Lieutenant Colonel Grimm, and
will provide our input directly to ensure that a statement of DISA's
responsibilities and capabilities is included in this publication.

established the channel with your POC for coordination of any future
undertakings and we look forward to working with you to ensure success in your

efforts.

U.' o -
l.}’ =

Sincerely,

Al MM C ('IJHDT 10D
ALUVINLY L. JERUR JUiv,

L feutenant Gerer a1, USA
Director



DEFENSE INFORMATION SYSTEMS AGENCY

701 S, COURT HOUSE ROAD
ARLINGTON, VA  22204-2199

rerento AR 24 May 1993

MEMORANDUM FOR MAJ WEYRICK, BRUCE L. 577-70-2413 920315 - §30314

SUBJECT: Supplementary Officer Evaluation Report (OER) Review as
Required by AR 623-105, paragraph 3-13.

1. As required by AR 623-105, an additional review of the referenced OER

was made by me using paragraph 3-14 as the principal source of guidance.

2. The OER is ccmplete and correct as written and requires no further

comment from me.
ALONZO ;z SHORT, JR.

Lieutenant General, USA
Director
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Princlpal Staff
Assistant, Military
Department &
Defense Agency
Interpretation

INFORMAL POLICY
HAS INCREASED
CONFUSION

certainly be true for those management systems that
crossed two or more functional areas. The active role for the
ASD(C3I) is currently advocated by staff members of the
Office of the Director of Defense Information with respact to
approving the funding of automated information systems. In
that process, funding of automated information systems in
support of business process management systems would
be contingent on the ASD(C31) approva! of a functional
economic analysis for the proposed business process
management system itseff.

The second and much more limited interpretation
essentially follows the current authority and responsibility of
the ASD(C3H. In that role, the ASD(C31) serves as a
facilitator of the development and implementation of
automated information management systems that cross
functional areas or contain data elements that are utilized by
more than one functional area. All ning of the offices of the
Principal Staff Assistants, including the five Principal Staff
Assistants we interviewed personally, along with the
functional managers of the Miltary Departments and
Defense Agencies, believe the second role is the
appropriate role for the ASD(C3l). Because the wording in
the directive is vague, both schools are able to cite the
directive as support for their interpretation.,

The confusion caused by inadequate planning and
implementing policy has been increased by numerous
informal CIM guidance documents that have been
disseminated over the last 24 months. These include
preliminary draft directives and instructions, informa! draft
manuals, and memoranda in draft form. In addition,
newspaper and trade publication articles, along with
speeches and presentations to industry groups and
professional symposiums, have conveyed an inconsistent
and partial picture of the CIM Initiative which has not been
corrected by official directives.

The effect of the informal guidance and information on
the implementation of the CIM Initiative can be illustrated
using the earlier example of the guidance in DoD Directive
8000.1 regarding the role of the ASD(C3l) in functiona! area
business process decisions. The confusion created by the
significantly different interpretations of the role of the
ASD(C3i) has been compounded by a number of previous
documents that contained varying definitions of the

Carporate Information Management Initiative 19



SECTION il - IMPLEMENTATION (SSUES 8. Absencae of Effectfva Policy Guldance and Dlraction

ASD(C3I) role and authority with respect to functional area

U N P TPy

Pyt ditio 4l vpcialivi 1S.

e In a Secretary of Defense memorandum, "Implemen-
tation of Corporate Information Management
Principals,” November 16, 1990, the ASD(C3I) was
*assigned responsibility for establishing an organiza-
tion to implement corporate information fanagement
throughout the Department and for ensuring proper
integration of DoD computing, telecommunications,
and infermation management activities." The
memorandum further stated that "the operation of data

processing centers will remain the responsibility of the
various Denartment of Defense components.*

e e e U T R

The direction in the November 1950 memorandum has
been revised a number of times, including the
issuance of the Defense Management Report Decision
924, "Consolidate ADP Operations and Design
Centers in DoD," fiscal years 1990/1981, and Defense
Management Report Decision 825, "Develop Standard
ADP Systems,” fiscal year 1S81. The revisions
culminated in the recent Defense Management Report
Decision 918, "Defense Information Infrastructure,®
September 15, 1992, which transfers controt of DoD
central design activities and data processing
installations to the Defense Information Systems
Agency. All of those documents contained different
guidance regarding consolidation and management of
data process installations, central design activities

LA Lt LA SN T ARy

and tetecommunncatjons

e In an ASD(C3!) memorandum, *Major Automated
Information Systems Review Council (MAISRC)
Review of Corporate Information Management
Programs,” January 18, 1992, the ASD{C3I} states that
*rather than focus the attention of the MAISRC on each
automated information system designated as a CIM
program, | propose to focus on the functional areas
these CIM programs support. For instance, there are
currently four automated information systems
designated as CIM programs in the areas of mifitary
and civilian pay. Rather than review each of the four
programs under the MAISRC process, wa will review
the contribution of the four programs 1o the functional
area as a whole, emphasizing the functicnal
respansibilities of information management.*
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An earlier version of this memorandum used
terminology referring to the conduct by the ASD(C3l)
of a ‘“Functional MAISRC.* This memorandum
supports the broader interpretation of the role the
ASD(C3!) will play in the management of the functional
area business operations.

o In a Director of Defense Information memorandum,
"Establishment of the Corporate Functidnal Integration
Board,* January 17, 1992, the Director of Defense
Information established the Corpcrate Functional
Integration Board to be cochaired by the Deputy
Directors of Defensa Information for Funclional
Information Management. The purpose of the board is
"to identify issues or opportunities and identify actions
that will accelerate the streamlining of business and
mission operations and efficiency of the cperations wilt
be strengthened through aggressive implementation
of the CIM methads, tools, and processes throughout
the functional areas." This memorandum also
supports a broad, but siightly different, role for the
ASD(C3l) in the management of functional area
business operations,

LEAW a1 U Lt P e ARk

The preceding documents, including DoD Directive
8000.1, create confusion with respect to the roles of the
Principal Staff Assistants, ASD(C3I}, Director of Defense
information, Defense information Systems Agency, and the
DoD component functional managers in the implementation
of the CIM Initiative. That confusion has translated into a
pattern of delays by the Principal Staff Assistants, the
Military Departments, and the Defense Agencies as they
wait for clear formal poficy and guidance on their respective
roles and responsibilities.

Major Parlicipants Early in our evaluation, we were asked by the Office of
Rely on Unofficlal the Director of Defense Information to ascertain how well
Publications for information on the CIM Initiative was being communicated 1o
CIM Information the DoD components in the Washington Metropolitan Area

as well as in the field. Based on cur interviews with DoD
functional and technical area managers, we found that due
10 the lack of formal policy and guidancs, a significant part
of their knowledge of the CIM Initiative was derived from
publications associated with Defense information
management, automated data processing, and software

industries. Those included such publications as Federal
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CONCLUSION

Computer Week, Defense News, Government Computer
News, and Datamation Magazine.

While those publications serve an useful purpose and
are usually reasonably accurats, the amount of information
they can convey is limited by what information and space is
made available to them and the accuracy of theif sources.
They are at best secondary saurces that serve t0 alert DoD
managers to ongoing initiatives and programs. They are
neither authoritative, nor do they contain the detailed
information required to clarify and resclve issues raised by
the proliferation of informal and draft quidance.

In the case of the CIM Initiative, authoritative information
must come from formal DoD policy and guidance. Cther
than the DoD Directive 8000.1, the principal DoD guidance
for the CIM Initiative, such as £oD Directive 8020.1,
"Functiona! Process improvement Program,® and DoD
Manual 8020.1-M, "Functional Process Improvement," is still
in draft form. The only other approved directives, DoD
Directive 5137.1, "Assistant Secretary of Defense
(Command, Control, Communications and Intelligence),”
and DoD Directive 8320.1, "DoD Data Administration,” do
not contain information directly related to the CIM Inftiative.

The lack of clear DoD policy, guidance, and direction is
severely hampering the acceptance and implementation of
the CIM Initiative. Tha Principal Staff Assistants and the DoD
components all demenstrated or expressed socme level of
confusion regarding the objectives the CIM Initiative and
their respective roles and responsibilities in the implementa-
tion of the inftiative. Such confusion cannot be accepted
during the implementation of such a major initiative within
the Depariment, an initiative which relies so heavily on the
support of key managers for success.

The confusion stems from the lack of formal guidance
and direction. This confusion is significantly compounded by
the extensive number of informal documents, draft and final
memoranda, and preliminary draft and draft directives and
instructions that contain confusing and at times conflicting

guidance and direction regarding the Initiative.

The confusion has led the DoD components to delay
implementation actions while they wait or seek formal
guidance and direction. Without such formal policy,
guidance, and direction, the Principal Staff Assistants and
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DoD functional area managers believe they lack the

necessary justification to commit their limited resources to
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Recommendation 2 The Director of Defense information develop and issue,
as soon as possible, the formal DoD policy and guidance
required to fully implement the Corporate Information
Management Inttiative. Such policy guidance must clearly
describe the technical and functional elements of the
Initiative and the respective roles and responsibilities of the
DoD components. '

Recommendation 3 The Director of Defense information develop a
systematic and comprehensive means of ensuring that the
DoD components are fully informed and involved in the
development and implementation of DoD policy and
guidance for the Corporate Informaticn Management
Initiative.
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C. Lack of DoD Consensus and Suppont

SECTION ilf - IMPLEMENTATION ISSUES

O

THE DIRECTOR OF DEFENSE
DEVELOPED EFFECTIVE CONSENSUS AND SUPPORT FOR THE

CORPORATE INFORMATION MANAGEMENT INITIATIVE WITHIN
THE DEPARTMENT

INFORMATION HAS RNOT

All 81 of the functional and technical manag’érs
interviewed, including the Principal Staff Assistants and

members of the staff of the Director of Defense Information,
agreed that the successful implementation and institu-
tionalization of the Corporate Information Management
{CiM} Inttiative will require the full cooperation and support
of the DoD organizational components. That is particularly
true for the Military Depariments and the Defense Agencies,
because they have primary funding and organizational
authority for the major functional activities of the
Department. Lacking a clear pian, sufficient understanding
of the CIM Initiative, and adequate direction and guidancs
from the Director of Defense Information, the managers we
interviewed were reluctant to adopt or support the transfer
of responsibility and authority for functional area
management from the Military Departments and Defense
Agencies to the Principal Staff Assistants.

We interviewed managers in the offices of nine Principal
Staff Assistants, including five of the Principal Staff
Assistants themselves. All stated the institutionalized
distribution of responsibility and authority among the DoD
components preciudes the successful transfer of functional
area management authority from the Military Departments
and Defense Agencies to the Principal Staff Assistants. The
institutional resistance has been exacerbated by attempts by
the Director of Defense Information to accomplish the
transfer through the Principal Staff Assistants, The Director
of Defense Information has concentrated his efforts on
cenvincing the Principal Staff Assistants that they should
accept the role of the primary functional area manager. In
that role the Principal Staff Assistants are expected to
develop and implement improved functional business
processes for all organizational levels {8.q., Military Servics,
major command, Defense Agency, installation) within their
respective functional areas--organizational components for
which, as noted above, the Military Departments and the
Defense Agencies have funding and organizational authority.

Corporate Information Management Initiative a8
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The focus on the Principal Staff Assistants as the primary
instrurments of change, without sufficiently involving the
Military Departments and the Defense Agencies, has
effectively precluded the active participation and support of
all of the componants, including the Principat Staff
Assistants. The Principal Staff Assistants are not active
participants and supporters because they correclly perceive
they lack the organizational and funding authority to effect
the change. The Mifitary Departments and the Defense
Agencies are not active paricipants and supporters
because they view the proposed change as a significant
dilution of their current authority and because the Director of
Defense Information has not brought them into the full
dialog 1o convince them that such a change is required. The
reservations expressed by the managers we interviewed are
described in the following subsections on organizational,
functional, and technical considerations.

ORGANIZATIONAL The CIM Initiative, as implemented by the Director of

CONTRAINTS Defenss Information, assigns responsibility for the
management direction of DoD functional business
processes and operations, including those currently
managed by the Military Departments, to the Principal Staff
Assistants In the Office of the Secretary of Defense {OSD).
In that capactty, the Principal Staff Assistants, serving as
functional proponents for their respective functional areas,
will provide overalt guidance and direction on the analysis,
evaluation, organization, and funding of all business
processes and organizations tequired to support DoD
mission responsibilities within their functional area.

Responsibliity for Assignment of those responsibilities to the Principal Staff

Organization and Assistants requires a fundamental changs in the way the
Funding Department conducts business. Under the current system,

the organization and funding of functional area programs
within the Miltary Departments are the responsibility of the
Military Departments. The Military Departments prepare and
defend their own program and budget submissions to the
DoD Planning, Programming, and Budgeting System.
Organization-and funding of functional area programs are
not subject to the authority and control of the Principal Staff
Assistants. The only exception is the Assistant Secretary of
Defense (Health Affairs) who was recently given
organizational and funding responsibility and authority by
legistative action. (Fiscal Year 1992 Defense Appropriations
Act implemented by the Deputy Secretary of Defense
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memorandum, "Strengthening the Medical Functions of the
Depariment of Defense,” October 1, 1991).

The CIM Initiatlive encompasses the programs and
operations of all the major activities within the DoD
components. As a result, we befieve the {nitiative can only
achieve its primary objective of improving the Department’s
functional business processes and operationg with the
active ownership and support of the Military Departments
and the Defense Agencies. Those organizations are
assigned funding and organizational authority for
implementing such improvements. Further, the Military
Depariments and the Defense Agencies will remain the
principal users of the automated information systems
designed to support the Departiment’s functional business
processes and operations.

The need to develop consensus and support for the CIM
Initiative among the DoD compenents can be illustrated by
fooking at the authority for acquiring automated data
processing (ADP) equipment. The January 1991, CIM
Implementation Plan required the ASD(C3I) to explore the
need for ASD(C3I) to have additional authority to stop or
redirect ADP equipment procurements 1o ensure that
automated information systems which require the
acquisition of ADP equipment are adequately analyzed and
evaluated. In a March 20, 1892, memorandum, the
ASD{C3l} asked the General Counsel for an opinion on the
authority of the ASD(C3]) to stop or redirect automated
information system procurements that were not in
compliance with CIM policies. The Office of the General
Counsel has not, to date, written a formal opinion in
response to that request.

In research, the General Counsel staff has identified a
number of laws and regulations that directly affect the
authority of the ASD(C3I) to unilaterally stop or redirect the
acquisition of hardware and software for automated
information systems. Those laws and regulations assign
what appears to be duplicative authority over the acquisition
of automated information systems and associated ADP
equipment and software to more than one DoD
organizational component. in some cases, such authority is
assigned to two or more OoD components as well as
another agency, the General Services Administration.
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Many of the primary rules and restrictions on the
acquisition of automated information systems equipment
and services are assigned to the General Services
Administration by the Brocks Act, United States Code 759.
Within the DoD, a number of organizations, Including the
Under Secretary of Defense for Acquisition, the ASD(C31),
and the Military Departments have been assignéd various
authorities with regard to the acquisition of automated
information systems equipment and services.

Aithough the Office of the General Counsel has not
issued a final opinion, the staff has preliminarily determined
that any attempt to give the ASD(C3I) unilateral authority to
stop automated information system acquisitions would
require years of negotiation between the preceding
organizations and the Congress and require the
Because the regulatory picture is cloudy, the General
Counsel staff believes that the only effective way to resolve
the issue is through negotiations among the parties
involved. Such negotiations must define and reach
agreement on the conditions o be met before acquisitions
of automated information systems acquisitions would be
approved and processed by the agencies and offices
involved. Further, the agencies and offices involved must
reach a consensus on their respective roles and
responsibilities and on procedures for adjudicating
questions regarding unclear roles and responsibiities.

Other aspects of the ASD(C3I} acquisition authority that
have raised some concern are the potential legal and policy
issues associated with the process for selecting and
implementing new standard or migratory systems. Those
concerns are primarily associated with ensuring the
selection process for new standard or migratory systems is
in compliance with the legal and regulatory requirements for
full and open competition embodied in such laws and

. regulations as: the Competition in Contracting Act of 1984
(Public Law 98-369); the Brooks Act (United States Code
759Y); the DoD Federal Acquisition Regutation Supplement to
the 48 CFR, Part 201; and the Office of Management and
Budget Circulars A-130 and A-11. The circulars establish
agency-wide policies requiring multi-year strategic planning
processes and budgets for the acquisition and implementa-
tion of information technology which have not {0 date been




C. Lack of DoD Consensus and Support SECTION ! - IMPLEMENTATION ISSUES

addressed in the CIM Implementation Plan or in the
selection process for migratory systems.’

FUNCTIONAL The CiM Initiative is based on business process

CONTRAINTS improvement by the Principal Staff Assistants in their rols as
functional area managers, rathar than by the existing
management components of DoD which currently develop,
use and manage the functional systems. Accordjng to the
CIM Status Report, April 1992, "the primary focus of the CiM
Initiative is on the functional aspects of DoD. The DoD is
organized according to functional areas that suppott ths
Department’s overall defense mission. Accordingly,
responsibility for implementing business process
improvements is in the hands of the functional leadership for
each area."

The Principal Staff Assistants and the Military Department
managers we interviewed agreed with the primary objective
of the CIM initiative to improve DoD business processes. As
functional managers, they have developed and implemented
functional business process improvement initiatives in such
areas as payroll and accounting (e.g., Defense Finance and
Accounting Service), and health affairs (e.g., Composite
Health Care System). Many of those programs have been
identified with the CIM Initiative.

Implementation While the Principal Staff Assistants and the Military
Climate Impeding Department managers we interviewed have initiated and
CIM Initiative supported individual efforts to improve functional business

processes in the past, they mentioned the increasing air of
suspicion and mistrust within the Department as an
impediment to further centralization. That suspicion and
mistrust has been reinforced by the incremental staffing of
major changes in roles, responsibifities, and Departmental
procedures without a comprehensive effort to defing and
publicize the end point envisioned by the CIM Initiative,
Without an overall CIM plan and a comprehensive
understanding of where the Initiative is heading, the DoD
components are concerned that by concurring or not
objecting to the large number and variety of individual draft
and final directives, instructions, and memoranda, they may

very well be nnrpnmn to an overall nnl’mr with whmh thao
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would otherwise nonconcur. In our opinion, the reluctance
~of the Director of Defense Information to clearly define, fully
disclose, and openly advocate the true scope of the CiM

Carporate Information Mansgoment Initiative
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Initiative has hurt support from Departmental managers wha
agree, in principle, with the CiM objectives.

Problems The Principal Staff Assistants and the Military
Assoclated with Departments expressed two primary concerns with the CIM
Trondes refeyor Initiathva ae sirranthe ctnarbiirads 1Y tha rhoanna in finda
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mental management authority and operating progedures
under CIM; and 2) the transfer of functional in-house
technical support to a central organization and the
mandated move to fee-for-service.

All five Principal Staff Assistants we interviewed
personaﬂy stated that the CIM responsibimies as defined in
Dob Directive 8000.1, "Defense information Management
() Program,” October 27, 1992, represent a kundamental
operational adjustment in the way the DoD manages and
executes the Defense mission. Under CIM, the Military
Departments are not included as a whole, but their
component operations are accounted for within the
functional areas for which the Principal Staff Assistants are
the proponents, e.g., personnel, finance, logistics, and
medical. In that operational model, the Principal Staff
Assistants would dictate the functional processes and
organizational structures of the Military Departments,

Expertise of the We found overall agreement on the ready avallability of
DDI & DISA Staff  tools and technology to implement CIM, as discussed in the
following subsection on technical considerations. However,
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capability of the headquarters staff of the Director &f
Defense Information-and the Defense Information Systems
Agency (DISA) to implement the CIM. Thres out of four
peopie we talked to in the functionai and technicai
communities, including the DISA field activities, expressed
some reservations about whether the headquarters staffs at
the Director of Defense Information and DISA had the level
of experience and expertise to implement a program of that
. magnitude. That lack of confidence is reflected in the many
questions raised by the Principal Staff Assistants and the
Military Departments regarding DISA's ablility to execute the
broad responsibilities detailed in Defense Management
Report Decision 918, *Defense information Infrastructure.”

The expressed lack of confidence may only be the
product of the field organizations’ classic view of a
headquarters activity, i.e., "out of touch and cut of my
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pocket." We did, however, observe some miscommunica-
tion about the number and type of DaD functions for which
the Defense information |ecnn010<gy Services Crganization
(DITSO) will provide data processing and management
information services. The technical managers we
interviewed cited several different estimatas of the level of
service to be provided by the DITSO. Further, they noted
staffing estimates for DITSO ranged from 20,000 o 100,000
personnel. To the extent that it reflects a miscommunication
about the implementation of technological support activities
and erodes support for the Initiative, the expressed lack of
confidence is an area of concern that should be explicitly
addressed at every opportunity.

Centralization of The second area of concern focuses on the proposed
Technical consolidation of information systems support activities and
Capability the mandated move to fee-for-service. Under the CIM

initiative, the DoD will consolidate all data processing
centers and central design activities under the DISA. The
QOSD staff, Military Departments, and Defense Agencies will
use those central design activities and processing centers to
meet all of their requirements. Design and processing
support will be provided on a fee-for-service basis. The
functional managers, including the OSD staff, Military
Departments, and Defense Agencies, have expressed
reservations and concems about that aspect of the CIM
strateqgy. Part of their concern related to the credibllity of the
staff at the Director of Defense Information and the DISA,
mentioned previously.

All of the functicnal proponents and managers we
interviewed would like ta retain some degree of in-house
technical capability to relate technical solutions to functional
requirements. They believe that the development of
functional area business process improvements depends on
the functional organization having a good resident
understanding of the information management tocls and
technologies available, along with their attributes and
imitations. They do not believe a DISA technicat staff
divorced organizationally, if not geographically, from a
functional area will have enough functional experience and

commitment to understand and roepnnd to the functional

user's needs. The managers we interviewed stated
organizational and geographic separation will impact on the
functional manager's abifity to arrange and prioritize

functional requirements to ensure the least | impacton
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Efforts To Develop
Functional
Support For CIM

fulfiling mission requirements. While many organizations

resist transfers that move support functions outside of their
control, the attempts by the Director of Defense Information
to force such transfers without open acknowledgement and
discussion of the mission concerns expressed by the users
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Initiative. The Director of Defense Information has not
countered the questions of credibility and capability with
personal visits 10 key managers or with a more explicit
definition of the implementation centrols required to ensurs
effective service to customers.

We found there is no clear picture of how the
consolidated activities or the fee-for-service will work in
practice. In particular, the Principal Staff Assistants and
functional managers have reservations regarding the
selection of DISA as the center for information technology
with responsibility for all central design and data processing
activities. With no afternative sources of supply 1o ensure
competition, the Principal Staff Assistants and functional
managers question DISA's incentive to maintain efficient and
effective activities, They also are concerned that
prioritization of design and processing support would now
be outside of their control.

This is not to say that no attempts have been made to
develop greater functional support. The Director of Defensa
Information and the ASD(C3I) have created Boards and
Councils to increase communications, but in fight of the
preceding concerns, the Principal Staff Assistants have
remained refuctant to actively undertake the Tevel of
involvermnent in the evaluation and streamiining of functional
business processes envisioned by the CIM Initiative. Even
as members of the Information Policy Council, the Principal
Staff Assistants have not become active owners or

supporters of the CIM Initiative. The information Policy
Council is a senior level board. chaired by the AQDI(‘QI\
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which was established to provide a forum for functrona! and
information managers to exchange a full range of views
about DoD information management policies. The Council
was intended to facilitate the cross-function integration of
information management functions, activities, information,
and systems. But the Council meets infrequently, and does
not include the Military Departments as participating

mibiare Ao araciilt tha Drincinal Claff Aocictanta
members. AS a resuil, ine rnncpal siall Assistants HdVB

deferred to the ASD{C31) and the Director of Defense
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Information as the active owners and supporters of the CiIM
Initiative.

in an attempt to precipitate more active participation, the
ASD{C3I) established the Corpcrate Functional integration
Board in January 1892. However, the Board is composed of
a lower lavel of functional representation than the Council
and chaired by staff members of the Office of thg Director of
Defense Information—-again, not the means to assure the
active cwnership and support of the CIM Initiative by
Principal Staff Assistants.

TECHNOLOGY We found no significant barriers to the development and
EXISTS TO availabii'rty of the necessary technical tools and capabilities
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addressing the technical requirements of the CIM Initiative,
we interviewed staff members of the ASD{C3I), Director of
Defense Information, Defense Information Systems Agency,
DISA field activities, the information Technology Policy
Board, selected military and functional headquarters, field
activities, and private industry. Aithough specifically
requesied to identify a technological problem that wouid
seriously impact on the impiementation of CiM, none of the
individuals we interviewed did so.

Concerns About However, we did find an area of significant concern

Selection of among the functional and technical managers in the field, as

Migration Systems well as in the National Capital Region. The managers were
concerned that migration systems are selected and
implemented before a business process analysis and a
functional economic analysis are completed and the
technical alternatives available to meet functicnal
requirements are evaluated. The managers we interviewed
did not understand how a system can be selected before a
supporting business case and economic analysis have been
developed. Those managers, including representatives from |
the Pnnm’ﬁ"’T'St‘aff'I&ss’"tams DoD Agencies, and the DISA .
ﬁe!d agencies, beligve that the DISA policy of developing or
recommend‘ ing systems before a funcnonal business pran
technical analysis, and functional economic analysis are
oompreted wxli result in wasted ttme' and rescurces.

Bt b

Viable Because supporting analyses are not completed, the

Allernative functional managers also believe that the DISA and Director
Solutions May of Defense Information select migration systems without an
Be Overlooked adequate effort to determine f there are alternative systems
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available to support the requirement. The managers are
concerned that viable alternative systems may be
overiooked or canceled, also resulting in wasted time and

resources.

Existing Work We interviewed managers in @ number of agencies who
May Be stated that the Director of Defense Information and the DISA
Duplicated are duplicating efforts by contracting for work that is

completed or underway by other Defense Agencies. For
example, the agencies cited instances where programs
already in use are being re-developed under new names.
Some of the examples they cited were: the CIM Information
Technology Resource Utifization System versus the
Automated Resource Management System; the CIM
Technical Information Repository versus the rest of the
technica! repositories already in service; and the CIM
Technical Integration Model and the CIM Data Model that
copy other DoD models already in use. All those interviewed
stated that an in-depth field survey is required to determine
the number and types of existing acquisitions and contracts
for DoD information systerns to avoid duplication and
wasted resources.

CONCLUSIONS The Principal Staff Assistants, Defense Agencies, and the

M;ldnru npnnr‘fmgntq endorsa the overall nnn!«: and
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ob]ectrves of the CiM Initiative. That endorsement has not
been translated into a supportive consensus or effective
participation in the initiative for a number of reasons. The
primary reason the Director of Defense Information has not
been able to develop the necessary consensus and support
for the Initiative has been the omission of the Military
Cepariments and the Defenss Agencies as primary
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CIM initiative.

The institutionalization of the CIM Initiative has been
noticeably slowed by not including the Mifitary Departments
. and the Defense Agencies in the development and
implementation of the Initiative, given their responsibilities for
funding and management of the functional business
processes upon which CIM Initiative depends. The Director
of Defense Information has not sufficiently countered the
significant reservations expressed about the capability and
credibility of the designaled migration systems or the
centrafized support activities. Furiher, the Director of
Defense Informaticn has not demenstrated a strategy or
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method to develop consensus and support needad to
ensure long-term participation in the CiM Initiative by all DoD
companents. That consensus will be required even if
statutory and regulatory restrictions on funding and
management are removed because ultimalely the quality of
all data within the DoD systems refies on accurate input from
the lowest organizational level,

a

Recommendation 4

The Assistant Secretary of Defense (Command, Contral,
Communications and Intelligence) solicit the suppart and
approval of the Secretary of Defense to establish a Defense
Corporate Management Board to serve as the overall
director, implementor, and coordinator of the Corporate
Information Management Initiative. The Board should be
chaired by the Deputy Secretary of Defense, with the
Secretaries of the Military Cepartments as members and the
Director of Defense Information serving as an executive
secretary. The Board should be supported by functional
area working groups chaired by the appropriate Principal
Staff Assistants in the Office of the Secretary of Defense,
with representation from the Military Departments and
Defense Agencies. The functional information managers
within the Office of the Director of Defense Information, and
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technical information and management support tc the
working groups.
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SAVINGS AND ASSOCIATED BUDGETING REQUIREMENTS

ATTRIBUTED TO THE CORPORATE INFORMATION MANAGE-
MENT INITIATIVE ARE INADEQUATELY ANALYZED, DOCU-
MENTED AND REPORTED

The expectation of significant savings through improved
management of DoD automated information systems and

.
fardmro
business processes was one of the major factors generating

acceptance and support of the Cerporats Information
Management {CiM} Initiative from senior DoD managers and
external organizations such as the Office of Management
and Budget and the Congress. Therefore, we believe if
savings and associated management improvements are not
adequately analyzed, documented, and achieved, internal
and external organizational support and acceptance of the
CiM initiative will decline.

In January 1991, the Assistant Secretary of Defense
(Command, Caontrol, Communications and Intelﬁgence)
(ASD{C3I)) estimated that the CIM initiative would enabls
Defense Management Report Decisions to achieva
cumnulative savings of $36 billion during fiscal years 1992
through 1997. Those savings estimates are still current, as

reported in the iatest information Policy Councit Ciiv Status
Report, dated October 27, 1992,

NO ANALYSIS TO Our review of the derivation of those savings revealed

T ata¥alsh ol ]
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SUPPORT SAVINGS that the analysis and documentation supporting savings
ESTIMATES estimates was either nonexistent or inadequate. For

example, the largest single element of the projected $36
billion in savings, $17.3 billion for fiscal years 1991 through
19885, is attributed to the results expected from Defensa
Management Report Decision 901, "Reducing Supply
Costs.” We were unable to find any functicnal economic
analysis, generic economic analysis, or supporting
documentation to justify the $17.3 billion in savings outlined
in that Defense Management Report Decision.

From our discussions with the various offices involved in
the Defense Management Report Decision process, we
found that the estimated savings of $17.3 billion for Defense
Management Report Decision 901 were derived by
assuming that management initiatives would result in an
average annual increase in productivity of 3 percent in the

Cornora
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Potential for
Budget Shortfalls

or Qualitative
Reductions In .

o Tk WA R

Operations

FUNCTICNAL
ECONOMIC,
ANALYS!S MODEL
PRODUCES
INCONSISTENT
RESULTYS

supply operations of the DoD. The 3 percent figure was
chosen because "it was an industry standard,” it was
considered reasonable, and the Deputy Secretary of
Defense accepted it.

We werg unable to find any data or documentation to

support either that 3 percent was an industry standard or
that it was a reasonable industry estimate of productmty
increases associated with expected improvements in the
management of commercial supply operations. At the time
of the estimate, there were no specific management
improvement initiatives identified with the projected savings.
The 3 percent increase in productivity was then translated
into a 3 percent reduction in the total supply dollars
contained in the DoD budget for each of the fiscal years
1991 through 1995, or an estimated savings of $17.3 billion.

While it appears the reduction of $17.3 billion did occur
In the fisca! years 1991 through 1986 supply operation
budgsts, that reduction cannot be related or ascribed to the
CIM Initiative without adequate supporting analysis and
documentation. In addition, if the reduction is only an
arbitrary budget cut, it may not generate any savings if the
costs of supply operations remain unchanged in spite of the
reduction. In effect, the reduction will have generated eithsr
a budget shortfall (as opposed to producing any savings} or
it wilt result in a qualitative reduction in supply operations,
e g., longer lead times, less reliable service, or extended

~ ¢ ¥
down time due to parts availabifity problems. The Miltary

Departments, who expressed their general disagreement
with most of the savings estimates associated with Defense
Management Report Decision 901, are deeply concerned
that the very real possibilities of budget shorifalls or
qualitative reductions will impact on force readiness and
sustainability.

To ensure the Corporate information Management
initiative results in economically viable programs, current
CIM policy requires the completion of a functional economic
analysis before making changes in functional business
processes and operations and before acquiring automated
information systems tc support such changes {reference
Assistant Secretary of Defense (Command, Control,
Communications and Intelligence} memorandum,
*Functional Economic Analysis," undated}. However, we
were unable to find a functional economic analysis for the
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D. CIM Savings and Funding Inadequately Analyzed SECTION ill - IMPLEMENTATION ISSUES

CIM Initiative itself, or for any one functional area. We did
find several functional economic analyses that were
prepareu to support Su‘}gié issues ke hazardous medical
waste disposal. Since those functional economic analyses
supported a variety of functional areas and were completed
one 1o two years ago, we could not determing their
accuracy or completeness.

In one instance, we found the Military Depariments and
the Defense togistics Agency (DLA) had completed
independent functional economic analyses that covered a
similar subject area, “The Consolidation of Autcmatic Data
Processing Services and Central Design Activities.” Those
analyses were prepared in response to a letter, dated
September 26, 1991, in which the Director of Defense
information asked the Military Departments and DLA to

submit a functional economic analysis for consolidating
atomated data nmr*p:;c:mn (A{')P\ nnpmhnnq and dpqmn
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centers. The Dlrector of Defense Inforrnatlon asked the
participants to submit their reports in accordance with the
CIM functional economic analysis guidelines. The Army,

Y ms tr Emroa mevdA N A ~ramaead amdd ochloonmidad Hhoale
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analysis to the Director of Defense Information using the
Functional Economic Analysis Model developed by the
Institute for Defense Analysis as the tool for preparing and
presenting such analyses.

We acquired copies of functional economic analyses
prepared by the Military Departments and the DLA and
submitted to the Director of Defense information, along with
the computer disk and users manual (version 2.2{a)), for the
Functional Economic Analysis Model. We evaluated the four
functional economic analyses and the functional economic
analysis model for operational requirements and
consistency.

While versions of the Functional Economic Analysis
Model exist for both IBM PC compatible and the Apple
Macintosh computers, we found that the model was written
in Microsoft Word for Windows. As a result, organizations
and individuals who do not have Microsoft Windows are not
able to use the Functional Ecanomic Analysis Model.

Two kinds of input values are required to run the
Functional Economic Analysis Model. One group of values
includes variables that are specific to the individual

Corporate Information Management initiative 29
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CREDIBILITY OF CIM
SAVINGS IS
QUESTIONABLE

Savings Not
Monitored

consolidation situation, such as personnel costs or
operating and maintenance costs. Those variables are
expected lo differ among and between the Military
Departments and DLA. The other group of values includes
variables that are not situation-specific, such as assumed
inflation and discount rates. Those should not differ among
and between the Military Departments and DLA,.

For the four economic analyses reviewed, the Military
Departments and DLA used different values for both the
situation-specific variables and the variables that were not
situation-specific. They also used different methods for
calculating payback periods and return on investment. As a
conseqguence, the results of the functional economic
anatyses produced by the Military Departments and DLA are
not comparable even though all used the computerized
Functionatl Economic Analysis Model developed by the
Institute for Defense Analysis. Therefore, direct compariscns
or compitations using the estimated out-year savings from
the four functional economic analyses submitted by the
Military Departments and DLA would be misleading.

We concluded that without adequate analysis and
documentation, the credibility of the CIM savings estimates
is highly questionabla. The General Accounting Office and
the House Armed Services Committee have both noted the
lack of adequate documented analysis of projected and
achieved CIM savings. In reviewing the fiscal year 1933
budgst request for the information technology budget, the
House Armed Services Commities specifically requested
expanded information and documentation on the savings
estimates reflected in Exhibit 43 of the submission.

The lack of adequate analysis and documentation to
substantiate CIM savings estimates is compounded by the
lack of an effective CIM savings tracking system. We could
find no system or entity that was effectively tracking CIM
related Defense Management Report Decision savings,
except for those savings attributed to Defense Management
Report Decision 925, "Develop Standard ADP Systems
(CIM).* The $2.8 billion savings associated with Defense
Management Report Decision 925 were being tracked and
documented by the Information Technology Resources
Division, Deputy Assistant Secretary of Defense (Plans and
Resources), Office of the Assistant Secretary of Defense
(Command, Control, Communications and Intefligence).




D. CIM Savings and Funding inadequately Analyzed SECTIONHT - IMPLEMENTATION ISSUES

However, we ncted the effort was overtaken by the approval
of the Defense Management Repor Decision 918, *Defense
information infrastructure.®

Without an effective tracking system, it is impossible to
verify that projected savings ars, in fact, occurring even if
they lack adequate analysis and documentation.

CONCLUSIONS There is no adequate analysis or documentation to
support the estimated $36 billion in CIM-related Defense
Management Report Decision savings. Further, there is no
adequate, verifiable tracking of CIM Initiative savings and
associated budget requirements. Inadequate analysis and
documentation of CIM [nitiative savings have reduced the
credibility of those estimates and will eventually erode DoD
and Congressionat suppert for the initiative, if not corrected.

Recommendation 5 The Assistant Secretary of Defense (Command, Control,
Communications and Intelligence) and the Director of
Defense information conduct and document functional
economic analyses {0 support Corporate Information
Management Initiatives and their related budget
requirements and savings.

Recommendation 6 The Assistant Secretary of Defense (Command, Control,
Cemmunications and Intelligence) and the Director of
Detense Information establish and oversee, in coordination
with the Comptroller, Department of Defensa, a tracking
system between the information technology budget,
Defense Management Report Dacisions, and cther
Corporate Information Management initiatives ta identify and
track budget and savings information related to the Initiative.
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APPENDIX B
LIST OF DOCUMENTS REVIEWED

ASD(C31) Memorandum, Subject: Program Plans for the Eight Strategies
Identified by the Executive Level Group, July 31, 1991

ASD(C3I) Memorandum, Subject: Implementation of the Department of
Defense Data Standards, September 16, 1991

ASD(C3I) Memorandum, Subject: DoD FY 1931 Federal Managers'
Financial Integrity Act (FMFIA) Statement of Assurance, November 1, 1991

ASD(C3H Memorandum, Subject: Major Automated Information System
Review Council (MAISRC) Review of Corperate Information Management
Programs, January 16, 1932 ‘

ASD(C3I} Report Status of the Department of Defense Corporate
Information Management [nitiative, April 1932

Corporate Information Management Implementation Plan, January 10,
1991

Defense Management Report Decisicn 901, "Reducing Supply Costs,"
Defense Management Report Decisicn 918, “Defense information
Infrastructure,” September 15, 1992
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Technology," September 15, 1992

Defense Management Report Decision 925, 'Deve!op Standard ADP
Systems*®

Defense Management Report Decision 941, "Implementation of Electronic
Data Interchange (EDI) in DoD," November 1892

Department of Defense Data Administration Strategic Plan, Fiscal Year
1992

Deputy Secretary of Defense Memorandum, Subject: Approval of the
January 10, 1891, Corporate information Implementation Plan,
January 14, 1891

DoD Directive 5000.1, *Defense Acquisition,” February 23, 1991

DcD Instruction 5000.2, “Cefense Acquisition Management Policies and
Procedures,” February 23, 1991
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DoD Directive 5105.19, "Defense Information Systems Agency,” June 25,
1981

DoD Directive 5137.1, *Assistant Secrelary of Defense for Command,
Coentrol, Communications and Intelligence (ASD(C31)),* February 12, 1992

DoD instruction 7041.3, *Economic Analysis and Program Evaluation for
Resource Management,” October 18, 1972 .

DoD Directive 7740.1, "DoD information Resource Management
Program,” June 20, 1983

LoD Directive 7740.2, "Automated Information Systems Strategic
Planning,” July 28, 1887

DeD Directive 7920.1, (Draft) *Life Cycle Management of Automated
Information Systems,” undated

Draft DeD Directive 7920.2, (Draft) "Avtomated Information Systems Life
Cycle Management Review and Milestcne Approval Procedures," undated

DoD Directive 8000.1, "Defense Information Management,* October 27,
1992

DoD Instruction 8020.1, (Draft) "Functional Process Improvement
Program," Octcber 1, 1932

[T Sy, =

) "Functional Process Improvement,* April 8

4

DoD Manual 8G20.1-M, (Drai
1992 and August §, 1992

DoD Directive 8320.1, "Dco0 Data Administration,* September 28, 1991

DoD Manual 8320.1-M, (Draft) "Data Admimstranon Procedures,"
September 21, 1992

DoD Manual 8§320.1-1, {Draft) *Data Element Development, A
Maintenance Procedures,” May 1992

DoD Manual 8320.1-M-1, {Draft) "Data Element Standardization
Procedures,” September 30, 1592

Executive Level Group Report to the Secretary of Defense on Corporate
information Management, September 18390

Secretary of Defense Memorandum, Subject: Approval of the Executive
Levei Groups’ Corporate information Plan Assigning Responsibility for
Organization and Implementation to the ASD({C3I}, November 16, 1990

Technical Reference Model for Corporate information Management,
Version 1.2, March 1, 1992
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APPENDIXC
SITES VISITED

Office of the Assistant Secretary of Defense (Production and Logistics)
Secretary of Defense

4
Fl

Assistant Secretary of Defense {(Health Affairs) -

Assistant Secretary of Defense (Force Management and
Personnet)

Assistant Secretary of Defense (Program Analysis and
Evaluation)

Comptroller, Department of Defense

Assistant Secretary of Defense (Special Operations and
Low-Intensity Conflict)

General Counsel, Department of Defense
Inspector General, Department of Defense

Assistant Secretary of Defense (Command, Control,
Communications and intelligence)

Defense Agencies Defense Information System Agéncy
Detense Logistics Agency
Defense Nuclear Agency

Defense Finance and Accounting Service

Army Assistant Secretary of the Army {Financial Management)

Beputy Director, information Systems for Command,
Control, Communications and Computers

Deputy Chief of Staf for Personnel

Deputy Chief of Staff for Legistics
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Surgeon General
U.8. Army Information Systems Command

U.8. Army Health Services Command

(3

Navy National Naval Medical Center

aus] Civilian Poareannal Cantar
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QOffice of Civilian Personnel Management
Naval Supply Systems Command
Naval Information Systems Management Center

Naval Computer and Telecommunications Command

Alr Force Assistant Secretary of the Air Force (Financial Management
& Comptroller)

Deputy Assistant Secretary of the Air Force
it an i

ICAmmimicatinne Commiders
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Air Force Material Command
Air Force Military Personnel Center
Witford Hall Medical Center

Air Force Communications Command

Contractors Systems Technology Group, Incorporated, Arlington, Virginia
MNanaral An~rmniintins h!ohnnq] Cars |r§hr arnd Intarmnatinnal Affaire ledmreosatioes
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Qffice Management and Technclogy Division
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APPENDIX D

STATUS OF THE JANUARY 10, 1981 CIM IMPLEMENTATION PLAN

Section | - Purpose Plan 1o Execute the November 16, 1990 SECDEF Memo

to Impiement CIM. ,

No action required, This section is descriptive and
contains no tasking.

Section ll -
Qrganization And
Functions

Structure TASK: 1. Establish a Director of Defense Information
(ODI) with staff within ASD(C3I).

Lead: ASD(C3l).
Status: Action completed 22 May 1991.

Action: Director of Defense Information has been
estabiished. DoD Directive 5137.1, *ASD(C3I} Duties and
Responsibilities,” February 12, 1991, outlines the duties and
responsibilities of the DDL.

TASK: 2. Establish a Director for Information Systems
(D1S) with staff within ASD(C31).

Lead: ASD(C31}.

Status: Action completed. Personnel action May
1991.

Action: Responsibiities include review and
oversight of programs and information services involving
automated data processing and equipment. Primary duties
are administrative. DoD Directive 5137.1, "ASD/C3I Duties
and Responsibilities,” February 12, 1981, outlines the duties
and responsibilities of the DiS.

Corporate Information Management Initialive Page 1of 11
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Functlional and
Resource
Transters

TASKS: 3, 4 & 5. Establish Center for Information
Management (CIM) within the DCA and rename the DCA the
Defense Information Systems Agency (DISA).

Lead: ASD(C3I), DISA.

Status: Action completed.

Action: DEPSECDEF approval 14 January 1931
and DISA Notice £40-5-118, 5 March 1881, create the
DISA/CIM. Formal name change became effective 25 June
1991.

TASKS: 6 & 7. Transfer functions, personnel and
resources between ASD(C3I), DoD Comptroller and the
Director of Administration and Management (DA&M) fo
support the CIM Implementation Plan,

Lead: ASD{C3i).

Status: Personnel action complete 18 March 1991,

Action: Transferred the Deputy DoD Comptroller
[RM mission, less the Directorate of Systems and Services,

o ASD{C3I}). DA&M Transferred the WHS Data
Administration functions to ASD{C31).

Sectlon 1l -
Implementing Policy
and Programs

Paragraph A

TASK: 8. Create within DISA a Center for Information
Management {CiM}.

Lead: ASD(C31).
Status: Action complete 5 March 1991.
Action: DISA Notice 640-5-118 establishes

DISA/CIM.

TASK: 9. DMRD 924, Consolidation of ADP Operations
and Design Centers, directed the transfer of functions and
resources to DCA/DISA.

Lead: DISA/HQ. DISA to report status by June 1,
1991.

-~ P
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Status: DISA reports action completed 4
September 1891,

Action: Follow-up action required. 1. The DDI
needs to track the DMRD savings and start-up cost
associated with the consolidation effort. 2. Credit savings
reported under one issue may be duplicated by other
issues. 3. Manning requirements for the DISA field activities
have not been established.

Paragraph B TASK: 10. {dentify those information management
functions, which require integration and oversight by a
single office within each DaD component.

Lead: DD}P), Mr. Pontius.
Status: dentification completed 15 July 1981.

Action: {dentification of the eight functianal groups
has been completed. However, no CIM policy or
prooedures have been published Oraft po!icy and

s e s oy 3w a vl - P Py R gy

proceuaurcs have been uckupvu, functional fespdi sibilities
are to be incorporated into the CIM BoD Directive and
Manual 8020.1 and 8020.1M . No estimated date of
completion.

Impact: Until DoD policy is coordinated and
published no requirements for integration and oversight are
mandated.

Paragraph C TASK: 11. Take action to establish that the ASD/C31 in
implementing CIM policy has authority for the development,

acqu sisition and nnarnfmn of all ADPE in the DoD) faxcent for
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items which are an integral part of a weapon or a weapon
system and related test equipment).

Lead: ASD (C3I).

Status: Complete 16 November 1530

Action: Dn!tr‘u a1 dhnnhf assianed hu SECDER
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poficy memo, November 16, 1990 and DoDD 5000.1. Policy
in Draft DoD 8000.1 Defense Information Management
Program.

Corporate Infermation Management Initiative Page 3of 11



Appendix O

Paragraph D

Paragraph E

Paragraph F

Impact: 1ssue still not completely settled. However details
and responsibility issues will be delineated when the DoD
pclicy is finalized, signed and published.

TASK: 12. Executs varicus policy responsibilities.
Lead: DEPSECDEF/ASD(C3I).

Status: Partially completed.

Action: Ongoing (See attachment 1 for
recommended policy and functional changes). Some
recommended functions will require new DoD policy. other
like the Information Collection Budget issue may be
approved by the Comptroller. No estimated completion date
available.

Impact: Impacts on organizaticnat functions.
Reassigns some duties for policy development and
implementation. All these reorganizations must be in place if
organizational responsibility is to be maximized.

TASK: 13. Estatlish DeD Infermation Policy Council.

Lead: Director of Information Systems (DIS),
Ms. Kendall.

Status: Action complete. Charter signed 8 August
1991.

Action: Council became known as the Information
Technology Policy Board (ITPB). Chaired by the DDI and
composed of tha senior IRM cfficials in DISAJDCA, USA,
USN/USMC, USAF, DLA, JCS, DIA and NSA.

**Recently the DDI established the Functional
information Councit, chaired by the DD for functional areas
and the Data Administration Council, chaired by the
Director, Center for Information Management (DISA/CIM) for
data managers.

TASK: 14. Formuiate program plans to execute the
sirategies recommended in the ELG Pian for CIM.

Lead: DDI(P}, Mr, Pontius.

Status: Action Cancelled 5 August 1991.
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Action: Requirements contained in Tab B of the
implementation Plan folded into the ClM mission plans and

oy

Paragraph G TASK: 15. Establish and centrally manage data and
information systems standardization programs and DoD
wide Data Administration Pragram.

Lead: C31/DISA.

Y

Action: DISA named as Exec. Agent for DeD
Information Standards. DoD Directive 8320.1, DoD Data
Administration, published 26 September 1981.

TASK: 16, ASD (C3I} and ASD P&L jointly develop a
plan by June 30, 1991 to transfer the functions of the CALS
Test Network (CTN} and Electronic Data Interchange (EDI)

to the CISA/CIM for management.
Lead: DDI{P), Mr. Newilin.

Status: Complete as of 28 August 1892,

Action: Memo prepared by the DDI to ASD P&L to
transfer network by 1 October 1992, Issue not resolved.
ASD P&L does not feel the DISA/CIM can manage the types
of standards they need for engineering data. They have not
been able to agree on the definitions of the standards.

Issue is still in dispute. Follow-up action reguired.

Impact: This issue has no overall impact on the

CIM implementation plan. it's more of a turf battle between
ASD P&L and DD! as to who will determine standards for

s Re L ] s AL e LRV Py LW |

CALS.

Paragraph H TASK: 17. Evaluate all DoD automated information
systems development and modernization and ADP activities
to determine if they are censistent with DoD policies. A
review process for all relevant development/modernization
funds will be complete by May 15, 1931,

Lead: DDI(P), Ms. Cornett.

Status: Ongoing.
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Paragraph |

Action: Recurring effort. Refers to the submission
of Functional Economic Analysis (FEA) and Technical
Migration Plan (TMP) from the functional groups. Foliow-up
continues at the DDI, DISA/CIM and Functionals.

impact: Cornerstone of the CIM program. FEA's
and TMP's are required to support reguests to‘up date or
procure ADPE in the future. Need fermat and procedures.

TASK: 18. Implement an oversight process to oversee
the consolidation of ADP operations centers and design
activities, per DMRD 3924.

Lead: DIS Information Services, Ms. S. Currey.
Status: Action complete.

Action: Steering group established for ADP
consolidation oversight 11 May 1991,

TASK: 19. Develop a plan for transition of DoD ADPE
operations to Fee-For-Service basis.
Lead: DIS Information Services, Mr. Bill Beyer,

Status: Complete 28 August 1991,

Action: CIM no longer lead on this issue.
Compitroller, DoD letter, 28 August 1891 transferred
responsibility to Comptroller, Fee-For-Service concept
subsumed within the DBOF.

Impact: May be critical. Since the Fee-For Servica
ccncept is an essential pan of the CIM program it is in the
best interest of the CIM to follow the developments of this
program.

TASK: 20. Develop a comprehensive Fee-For-Service
program preposal and plan with the Comptrolier.

Lead: DIS Information Service, Mr. Bill Beyer.

Status: Complete.

Action: Program proposal and plan signed 28
ust 1991,
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Paragraph K TASK: 21. Explore with the General Councit (GC) and
USD(A) the need for the ASD(C3I) to have additional
authority to stop or redirect ADPE procurements to insure
these procurements are in compliance with CIM policies.

Lead: DIS Policy, Cot Rankin, USA.

Y

Status: Incompiete.

Action: Memo from ASD(C3!) to the GC asking for
position, 20 March 1992. DoD General Council said they
would not respond to this tasking in writing. They consider
this to be an issue to determine who iS in charge of

P Y aatrda L1
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delegate their congressional authority for computers to the
ASD(C3N.

Impact: May have serious impact on the CIM
program. At present there are many DoD ADPE programs
and contracts in-wark. Many of those may be procuring
systems and software which are proprietary. Scme may be
using technologies and standards that are not approved by
the DDI. No one has a count on the number and types of
contracts for hardware/software within the DoD. If this
condition is not controlled it may never be possibie to totally
imptement the CIM philosophy.

Paragraph L TASK: 22. Establish procedures with the Comptroller to

ston Comnonnante from nhllhnhnn !Hnde for ind e atio
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systems which conflict with the CIM policies.
Lead: DOI(P), Mr. Pontius.

Status: Complete.

Action: Comptroller and ASD(C3I} signed MOA 11
June 1991, However no CIM policy has been published,
Draft developed, functions to be incorporated into the CiM
DoD Directive and Manuals 8020,1 and 8020.1M . No
estimated date of completion.

Paragraph M TASK: 23. Provide management oversight of information
management programs through the MAISRC.

Lead: DIS, Ms. Kendall.
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Paragraph N

Paragraph O

Status: Action complete. Task cancetlled.

Action: DIS is building a check list for the
ASD{C31) MAISRC to insure that ADPE procurements are in
compliance with CIM policies. Still in coordination with
Services.

TASK: 24. Review and update Life Cycle Management of
Automated Information Systems directives and practices.

Lead: DIS policy, Col Rankin.
Status: Incompiete.

Action: Interim policy published 9 April 1832,
Draft DoDD 7920.1, Life Cycle Management (LCM) of
Automated Information Systems (AIS) and DoD! 7920.2, AlS
LCM Review and Milestone Approval Process are out for
DoD coordination. No estimated date of completion,

Impact: Lttle. The documents for life cycle
management are in draft and are in coordination. Just a
matter of time before this task is completed.

TASK: 25. ASD(C31) and DDR&E cooperate to develop a
process to advise MAISRC and DAB on suitability of
software acquisition planning for programs reviewed by
those committees.

Leada: DIS policy, Col Rankin.

Status: Incomplete.

Action: To be addressed in SWAP program.

Impact: Non-threating. 1ssue of organization and
process rather than technical. Discussion deals with
developing guidelines for the MAISCR and DAB. Draft DoDD

for CIM aligns the process with the requirements of DoDD
5004.1 acquisition process.
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TASK: 26. ASD(C3l} to have responsibility for all
software policies and practices for the use of Ada except
those equipments which are integral part of a weapon
system.

Lead: DDI (P), Mr. Pontius.

Status: Complete. )

Action: Assignment approved by DEPSECDEF
Memo 14 January 1891.

TASK: 27. interface of a weapon, weapon system or
related maintenance will be in accordance with ASD{C3¥)
information policy.

Lead: DDI {P), Mr. Pontius.
Status: Complete, but cngeing, 14 February 1992,

Action: Decision was made to issue policy
inclusion in the Information Management Directive. Draft
develaoped, functions to be incorporated into the CIM DoD
Directive and Manuals 8020.1 and 8020.1M . No estimated
date of completion.

TASK: 28. ASD(C31} will submit requirerments for
information science and technology research through the
DDRA&E to the DoD research community.

Lead: DDI Tech, Mr. Bozek.
Status: Ongoing.

Action: Policy established 1 October 1891,
On-going process. Deals with protocol.

Paragraph P TASK: 29. Finalize actions with OPM to create a new
Information Systems Management career series.
Lead: DIS, Mr. Sheppard.

Status: Complete.

Action: Disapproved by OPM 5 April 1391. No
future action planned.
TASK: 30. Complete IRM career curriculum changes.

Lead: DIS, Mr. Sheppard.
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Paragraph Q

Status: Complete.

Action: List approved 31 July 1991.
TASK: 31. Complete plan for IRM career program.
Lead: DIS, Mr. Luciano.

Status: Incompiete.

Action: ASD{C31} and FM&P participating in study
on work-force of the future. Completion date unknown.

Impact: Moderate. Personnel action to better
define and identify the type of people and training needed
for the CIM functions. Couid have impact on implementation
and service if pecple without the right kinds of experience
and or expertise are selected for positions they are not
equipped to deal with.

TASK: 32. Examine with the OSD staff ADP support
activities for consclidation.
Lead: DISA.

Status: Complete.

Action: Project cancelled.

TASK: 33. Develop a plan for organizational placement
or consolidation of IRM support activities.

Lead: DISA.
Status: Complete.

Action: Project cancelled.

TASK: 34. Complete Administrative changes in DoD
Directives and Instructions by June 30, 1991.

Lead: DIS (P), Worthington.
Status: Not Complete. All of the 8000 Series

Directives, Instructions and Manuals are either in
coordination or have not been drafied.




Appendix D

Action: As of 3 June 1992 only DoD Directive,
5137.1, February 12, 1992, outlining the ASD(C3I} duties
and responsibility and DoD Directive, DcDO 8320.1,
September 26, 1991, Data Administration have been
published.

Impact: Significant ta implementatiod. Limited
action takes place in the field without direction and
guidelines.

TAB E TASK: 35. 1. Complete Draft Data Administration Manual.

2. Release DoDD 5000.11, Data Administration..
Lead: DDI (T}, Mr. Bozek.

Status: 1. Complete.
2. Complete.

Action: 1. Data Administration Manual (Draft)
completed 30 June 1991, in review process.

2. DoDD 5000.11 and DoDI 5000.12 were
cancelled.
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