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EXECUTIVE SUMMARY

The Multinational Interoperability Council (formerly the Six-Nation Council), consisting of Australia, Canada, France, Germany, the United Kingdom and the United States, convened at the National Defense University in Washington, DC from 27 to 28 October 1999.  The co-chairs were Dr. Wells, U.S. Principal Deputy Assistant Secretary of Defense for Command, Control, Communications, and Intelligence, and Lieutenant General Woodward, Director for Command, Control, Communications, and Computers, U.S. Joint Staff, J-6.  

Other key participants included: Vice Admiral Fry (Director of Operations, U.S. Joint Staff, J-3), Rear Admiral Nutwell (U.S. Deputy Assistant Secretary of Defense (C3ISR&Space)), Rear Admiral Willard (U.S. Joint Staff, J-38), Brigadier General McElwee (U.S. Joint Forces Command J-6), Air Vice-Marshal Nicholson (Head C4ISREW Capability Staff, Australia), Brigadier-General Richard (Chief of Staff/Director General Information Management Operational and Strategic Direction, Canada), Colonel Orsini (France), Rear Admiral Hirtz (FMOD, Deputy Chief of Staff, Armed Forces Staff IV, Organization, Communications and Electronics Services, Germany), and Mr. Sleigh (Capability Manager for Information Superiority, United Kingdom).

Lieutenant General Fulford, Director of the U.S. Joint Staff, presented the keynote address highlighting several key areas such as resolving the releasability issues, developing an operational Combined Wide Area Network (CWAN), and achieving an interoperable Common Operating Picture (COP).  

The Multinational Interoperability Council (MIC) addressed the following interoperability topics, concluding with the corresponding agreements:

· Formalize the status of the MIC -- renamed the Six-Nation Council as the Multinational Interoperability Council (MIC) and renamed the Multinational Working Group (MNWG) as the Multinational Interoperability Working Group (MIWG); senior J-3 operations personnel will lead the MIC and MIWGs; MIC meetings will occur annually with MIWG scheduled as needed or as directed by the MIC.

· Lead Nation Concept -- there is a mutual need for a “lead” or “framework” nation possessing broadly defined responsibilities in an ad-hoc coalition operation.

· Information Sharing – releasability rules are the most serious impediment to successful coalition interoperability and should be the principal focus of a dedicated MIWG.

· Doctrine and Procedures – agreed that applicable NATO doctrine will be used in coalition operations to the extent practicable.

· National Operational Plans -- consideration of coalition operations should be included in each nation’s national operational plans (OPLANs).

· Facilitating Planning for Coalition Operations -- agreed to set up a secure multi-point video teleconference (VTC) among member nations’ joint headquarters.

· Coalition Networking -- Combined Wide Area Network (CWAN) should be developed as the interim solution to exchanging coalition information.

The MIC’s discussions resulted in the following key action items:

· The MIC Executive Secretary will review the draft MIC charter and distribute a revision by 1 December 1999.  The revised charter will: include a glossary of terms; consider the structure and roles of the MIC, MIWG and the EXCOM; ensure the MIC work practices are task-oriented and outcome based; review the relationship of the MIC to other multinational interoperability fora like the Combined Communications-Electronics Board (CCEB), American, British, Canadian, Australian Armies Standardization Program (ABCA) , Air Standardization Coordinating Committee (ASCC), etc.

· Investigate broadening membership to include NATO; and evaluate the acceptability of presenting MIC initiatives and decisions to similar NATO boards.  

· By 1 April 2000, confirm member approval of the MIC assuming the position of the overarching organization to develop, maintain, and supervise coalition interoperability activities. 

· The senior Canadian representative to the MIC will investigate the possibility of inviting French and German representatives to a future CCEB, and will research how the MIC could task the CCEB with actions.

· All participants will commit to work the primary coalition interoperability issues at the working group level when the MIC or MIWG is not in session.

· The U.S. will convene a MIWG whose purpose is to refine the Lead Nation concept and detail the responsibilities for Lead Nation.  After the MIWG refines the Lead Nation concept, the U.S. will draft a white paper on Lead Nation for approval by the MIC.

· The U.S. will convene a MIWG whose purpose is to develop a set of Information Exchange Requirements (IER) which accounts for potential operational architectures and categorizes information based on sensitivity, perishability, urgency, etc.  This IER-focused MIWG will develop rules of releasability to enhance exchange of information in a coalition environment.

· Develop recommendations to facilitate use of NATO doctrine and procedures by non-NATO coalition members.

· The U.S. will convene a MIWG whose purpose is to develop a generic template for coalition planning, leveraging NATO and national processes. 

· The senior Canadian representative to the MIC will coordinate building a non-secure video teleconference (VTC) capability by 31 Mar 00, and work with CCEB to establish a milestone plan to build a future capability for secure VTC among member nations.

· Draft a high level operational architecture for an operational CWAN by 31 Mar 00.

· The CCEB will develop a systems architecture for CWAN.  Explore the feasibility of leveraging NATO NIDTS with an Initial Operating Capability at the end of 2000.

There was general agreement that the MIC provides a valuable forum for making tangible progress on coalition interoperability issues.  This forum, its associated subordinate working groups, and the Executive Committee (EXCOM) allow policy and doctrine issues to be discussed along with resolving technical problems.  The MIC also brings the J-3 and J-5 proponents into discussion with the J-6 technical experts.  Consensus opinion decided that the J-3 operators will take the lead in directing the Multinational Interoperability Council.  Overall support was evident for continuing these meetings on a recurring basis, though resourcing was not formally resolved.

REPORT ON THE

MULTINATIONAL INTEROPERABILITY COUNCIL
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RECORD OF EVENTS:

The Multinational Interoperability Council (formerly known as the “Six-Nation Council”) -- consisting of Australia, Canada, France, Germany, the United Kingdom and the United States -- convened at the National Defense University on Fort Lesley J. McNair in Washington, DC, on 27 October 1999.  

Key participants were:

· Dr. Wells, U.S. Principal Deputy Assistant Secretary of Defense for Command, Control, Communications, and Intelligence and co-chair

· Lieutenant General Woodward, Director for Command, Control, Communications, and Computers, U.S. Joint Staff, J-6, and co-chair 

· Vice Admiral Fry, the Director of Operations, U.S. Joint Staff, J-3

· Rear Admiral Nutwell, U.S. Deputy Assistant Secretary of Defense (C3ISR&Space)

· Rear Admiral Willard, U.S. Joint Staff, J-38

· Brigadier General McElwee, United States Joint Forces Command J-6

· Air Vice-Marshal Nicholson (Head C4ISREW Capability Staff ) and Colonel Hendrickson from Australia

· Brigadier-General Richard (Chief of Staff/Director General Information Management Operational and Strategic Direction), Colonel Dumais, and Colonel O’Keefe from Canada

· Colonel Orsini, Commander Gerbier, and Commander Sueur from France

· Rear Admiral Hirtz (FMOD, Deputy Chief of Staff, Armed Forces Staff IV, Organization, Communications and Electronics Services) and Colonel Freers from Germany

· Mr. Sleigh (Capability Manager for Information Superiority), Group Captain Suckling, and CAPT Butler from the United Kingdom

· Brigadier General (ret) Bishop, moderator from the National Correlation Working Group

· Colonel Rakestraw, Deputy J-6 from the United States Pacific Command (USPACOM)

· CAPT Moore, Deputy J-6 from the United States European Command (USEUCOM)

In his welcoming remarks, Dr. Wells reiterated the progress made at the May 1999 Seminar Command Post Exercise (CPX) which led directly to this inaugural meeting of the Multinational Interoperability Council (MIC).  Dr. Wells stated that the goal of the MIC was to reach general agreement on the way ahead in interoperability for these six nations working within a coalition environment.  Dr. Wells also stated that the senior defense officials at the MIC should provide sound guidance and future direction to the Multinational Interoperability Working Group (MIWG).  He reminded the leaders that this interoperability forum was unique for its adherence to bringing the operational advocates together along with the C3I specialists.  He also thanked the U.S. Joint Staff for its visible flag officer participation and expressed appreciation to all countries for their support.

Keynote Address

 Lieutenant General Fulford, Director of the U.S. Joint Staff, presented the keynote address focusing on the importance of coalition interoperability.  General Fulford highlighted several key areas for improving the ability for all six nations to work effectively as a coalition: resolving the releasability issues, developing an operational Combined Wide Area Network (CWAN), and achieving an interoperable Common Operating Picture (COP).  The importance of coalition interoperability will be emphasized in the revision of the Joint Vision 2010 document now ongoing at the U.S. Joint Staff.  General Fulford stressed the commitment the United States has made to improve interoperability with its coalition partners, and he recognized the importance of the participation of France and Germany alongside the English speaking Allies.

Information Superiority

Dr. Wells addressed the importance of correctly assessing information resources because information superiority is of utmost significance in national security needs.  It is critical to have shared information, since that forms the bedrock of interoperability.  The level of information superiority is dependent upon how much information is kept from the adversaries.  He noted that the U.S. is breaking down the “stovepipes” which stifle interoperability among the nation’s services; it is imperative that vital information gets to the correct channels.  Dr. Wells expressed appreciation to those nations who recognize and capitalize on this fact.  

Another area of Dr. Wells’ focus was the necessity to train and maintain a work force that will attain high levels of competent intelligence work.  Intelligence needs to be reinvented for the Twenty-First Century.  Diverse pieces of information need to be fused and crafted into whole reliable data.  Dr. Wells declared that today’s world is much more complicated than in the past, with new security and counter-intelligence challenges being encountered each day.  He addressed the following issues: insider leaks of intelligence; the total effectiveness of wide dissemination of information while denying the enemy the same; electronic commerce and its wide reaching change on the world -- all part of a new information territory that must be acknowledged.  

All available tools must be used and government solutions must be part of the plan.  In addition, the commercial marketplace must be well understood.  Dr. Wells stated he is encouraged by sessions like the Multinational Interoperability Council, and is hoping to move all Allied partners forward over the day and a half of coalition interoperability issue discussions.  

Seminar Command Post Exercise (CPX)  

In May of 1999, a Seminar CPX was conducted to develop issues for consideration by the MIC.  A briefing summarizing the May 99 Seminar Command Post Exercise (CPX) was presented.  The objectives of the Seminar CPX were:

· Identify impediments and significant shortfalls in information sharing that inhibit development of more effective and efficient coalition warfare collaborative planning procedures.

· Focus on:

· Intelligence sharing/Threat assessment.

· Articulating military objectives.

· Coordinating the assessment of alternative courses of action.

· Command and control of coalition forces.

The briefing described the scenario used as a backdrop for the issue discussion, and gave the Council audience a flavor for how the country teams interacted and produced their key issues.  The insights expressed by the country teams and the recommendations taken forward to this Council were described.  A discussion ensued of network architectures and interoperability roadmaps.

The Canadian team offered that one of their biggest challenges in Rwanda was managing information.  They felt it was important to work not only with military coalition partners, but also the non-governmental organizations (NGOs), private voluntary organizations (PVOs), and other governmental agencies.  

The May 1999 Seminar CPX discussion ended with a recap of the following key recommendations to the MIC:

· Use the “Lead Nation Concept” as the basis of coalition planning.

· Establish a work group to define doctrine, tactics, and procedures for the “Lead Nation Concept” – rely on NATO doctrine and definition whenever possible.

· Establish secure multi-point video-teleconferencing among the MIC member nations.

· Convey to national authorities the requirement for coalition options in development of national plans.

· Task a MIWG to develop standards, doctrine, and system to permit dissemination of coalition-wide information.

· Review national releasability policies to support daily deliberate planning efforts.

· Accelerate the development of coalition Wide Area Network to facilitate collaborative planning.

· Promote policy modifications to permit interconnection of national systems for routine use.

· Formalize the status of the MIC and its MIWGs.

Lead Nation Concept

   The Australian team did not feel it was feasible to have an agreed upon set of rules of engagement prior to forming a coalition.  They felt each situation would be very case-specific.  It was also stated that the political leaders would tend to drive the time phasing for the coalition building and that it was important to conduct the military plans and preparations in parallel with the political deliberations so there are no unnecessary delays in forming a coalition.  The U.K. team added that it was very important for each nation to try to understand the other’s rules of engagement, as well as the process used to arrive at rules of engagement.  

The U.K. team stressed no nation would be expected to relinquish operational command of its forces to another nation, but they would allow a transfer of operational control based on mutual respect.  The German team stated there is already an agreed upon set of principles in NATO which allows a Lead Nation to draw on in order to determine most of the coalition details.  The French team felt the correct terminology should be ‘framework nation’ instead of ‘Lead Nation.’  To them, Lead Nation implied logistics support.  The French team did concur with the general principles existing in the current NATO structure and agreed on the issues of operational command and operational control.  The U.K. team suggested the six nations should recognize that NATO could be a Lead Nation by itself and that the Council should not worry about working this particular issue.  U.K. felt it would be acceptable to align the appropriate terminology within the NATO context, if desired.  

The U.S. team stated that the Allied publications have served all nations well so far and that any agreed upon command and control framework, whether Lead Nation or other, would allow the partners to work more effectively together.  The Canadian team felt that as the leaders examine the Lead Nation concept, there are many influences that sometimes even the major nations may not end up as the Lead Nation.  The Canadian team said though Lead Nation is a major factor in planning, such a concept must remain flexible.  

The German team agreed with the Lead Nation concept and the amendment that had been distributed to all country teams prior to the Multinational Interoperability Council.  The German team felt the main purpose of the Lead Nation was so one nation takes on certain overall responsibilities and they wished to include the force generation process and deliberate planning as additional responsibilities.  The German team felt that sometimes it may be better for the Lead Nation to have no regional ties to a particular crisis area (e.g. conflict partners and/or former warring factions) in order to be more effective as a coalition leader.  However, regional ties as such could be a valid criteria for the determination of the Lead Nation.   

GENERAL AGREEMENT: A MIWG should be tasked to refine the Lead Nation concept.  

Remarks By Country Leaders 

The senior representative of each country was offered the opportunity to address the Council with their own opening remarks.  The following summarizes their remarks:

· Australia (Air Vice-Marshal Nicholson): Australia has had a reorganization of the National Defense HQ, and has prepared a network in the Command and Control structure.  The focus of the reorganization is on becoming joint and fully integrated.  As the head of C4ISREW, Air Vice-Marshal Nicholson now has been given a very comprehensive national defense capability within one position.

· Canada  (Brigadier-General Richard): Canada is working on their strategic document titled ‘Vision 2020.’  The Canadian government has mandated that their armed forces be partners in coalitions; this demands pre-planning and leveraging existing forces. Canada is keen to participate in the Multinational Interoperability Council, which brings together various interested parties and adds the J-3 focus that has been missing in other interoperability fora.  Canada feels they have been able to leverage the positives of NATO, though they still can do much better.  

The Multinational Interoperability Council should not duplicate what ABCA and the CCEB are doing, and assignment of tasks must proceed without duplication of effort.  The Multinational Interoperability Council might see a realignment of responsibilities as it proceeds through its discussions.

· Germany (Rear Admiral Hirtz): Germany is currently conducting a review of its Armed Forces.  The German Defense Minister established a non-military commission that began work in October 1998 with the new government.  The results of the commission will not be released until May 2000.  Both the proposals of the commission and the budget constraints will impact German force planning and the new concept for the German Armed Forces.  This change may be the most dramatic since the early 90s.  The new Armed Forces will be much more capable for crises management and crises response.  Therefore, besides the main tasks within NATO and WEU/EU, they will be more responsive vis-à-vis the needs of international/ multinational operations.  

Coalition warfare may become one part of the future operations the German armed forces will be better prepared to address.  To accomplish this, they will need additional funding though they may also face decreasing force structure.  The German armed forces will have to be flexible, more mobile, and better in C4.  The German delegation supported what the Canadian delegation stated: no duplication, and let the Multinational Interoperability Council draw on the achievements of organizations like NATO and other interoperability fora.

· United Kingdom (Mr. Sleigh): The U.K. team described the reorganization of the Ministry of Defense, which focuses their headquarters structure to become capability based.

Coalition Doctrine, Procedures and Training 

A general discussion ensued concerning what role the MIC should assume.  Some felt it would serve the numerous interoperability fora well if the Multinational Interoperability Council became an umbrella organization with overarching responsibilities.  Other Council members felt that such a move may be premature, since only six nations are present at this Council and such a decision may affect many other nations.  

It was expressed that there are gaps in doctrine and information releasability and the Multinational Interoperability Council should focus on these gaps.  Perhaps the outcome of the Multinational Interoperability Council could be directional and subsequent actions be given to other appropriate organizations to work and resolve issues.  It was stated that the Multinational Interoperability Council needs to stimulate an ongoing dialogue between the J3/5/6 and 7 components of each country’s respective military joint staffs.   

There was acknowledgment that NATO is in the process of looking at standardization agreements as well as other documents for bringing the Partnership for Peace nations together.  Therefore, this may present an ideal time for the Multinational Interoperability Council to influence NATO doctrine development.  

Information Sharing and Releasability

  The U.S. team stated that the objective in coalition operations would be to have multi-level networking and the operators reiterated that many aspects of everyday warfare require the releasability issue to be addressed.  It was mentioned that “Information Exchange Requirements” (IER) would be a more useful term to replace “Essential Elements of Information” (EEI).  

The U.K. team felt the Multinational Interoperability Council would have to develop certain categories for release with some basic criteria for information management.  At Lieutenant General Woodward’s request, Major Parsley from Joint Staff J-6 explained some of the problems for determining what is or is not releasable in a coalition environment.  He said Joint Warrior Interoperability Demonstration (JWID) 99 caused the participants to create a template for release of information.  They found the release decision normally is made by the person who “owns” the information.  

A member of the U.K. team remarked to the Council that we may not be questioning the keepers of the information enough to force them to demand an improved coalition information flow.  It was stated that many times the lower level personnel are making the default decisions to restrict the flow of information under the guise of information security.  The U.K. felt simple training management could change this.  Since the release authority tends to be held at the highest levels, it was felt that there must be a move to push the release decision down to the lowest level possible.  

GENERAL AGREEMENT: A MIWG will be tasked to investigate further this important area of information releasability.

National Operational Plans  

There was a good discussion of how operational plans and contingency plans are developed.  Almost all participants except the U.S. Pacific Command (USPACOM) felt their national planning is accomplished in an individual and unilateral fashion.  USPACOM stated all their plans are now based on generic coalition structuring.  It was questioned why should a nation share any operational planning information with another not knowing if or when they will be teamed together in a coalition.   

The U.K. team stated that it might be an appropriate role of the Multinational Interoperability Council to look at opportunities to exchange contingency plans information in advance of forming a coalition.  They also felt there was a need to have regular CPXs with actual troops and not just paperwork exercises to test coalition preparations.  There was a set of questions addressed to whose planning process would be used and what process should be used for planning.  Those issues were not resolved by the end of the allotted discussion time.

Process For Coalition Building 

The discussion of national operational planning tended to blend into the discussion of the process for coalition building.  

The U.K. listed three investment elements that are crucial to forming coalitions: equipment, cryptographic architecture, and building a bridge between nations.  USPACOM felt that a standing capability on how to form and establish a coalition was in order.  

Australia brought the subject of Allied access to the SECRET Internet Protocol Router Network (SIPRNET) to the table and noted that the task would not be easy; the U.K. mentioned that perhaps the CWAN was a better choice when it came to compatibility.  Canada responded that it was the Council members’ responsibility to take the technical requirements to their nations for approval, thus ensuring that the coalition network will be created under common architecture.  

Planning for the future was discussed among the U.S. team with an emphasis on determining any new coalition members.  Classification levels were discussed and a way to determine the level of classification is still to be worked. 

Network Architecture  

The Council’s discussions on the topic of Network Architecture began with some initial confusion about the requirement for a coalition network and the relationship between the Combined Federated Battle Lab Network (CFBLNet) and the CWAN.  It was determined that CFBLNet was a separate Joint Staff issue, and that CFBLNet and CWAN are not the same entity.  The CFBLNet is a testbed for evaluating ideas and systems, as well as experimenting with new concepts.  It was stated that future operational CWAN networks could be used by national command authorities for planning and connectivity.    

The U.K. team felt that several issues had to be separated out and clearly distinguished: releasability policy, security architecture, and CFBLNet.  Several speakers thought the terms were being mixed in this network architecture discussion.  There was consensus that the Council should task a MIWG to help define and set up a strawman of the operational architecture.  The U.K. asked whether it was possible to connect Australia to the NATO CWAN.  The answer given was that the CFBLnet was the only network area being worked with the Allies right now and the CFBLnet was only a stepping stone; currently, the operational CWAN has not been implemented.  

Canada remarked that it was important to focus on the requirement for a CWAN.  The U.S. reiterated the need for a CWAN by quoting what had been stated at the April 1999 NATO summit in Washington where the nations agreed “to assess the need for an alliance CWAN for interoperability testing.”  The French team was unsure if there was a real requirement for CWAN, but they felt as long as NATO verified the need for CWAN their team would most likely approve.  The U.K. team felt that NATO currently had an effective operational CWAN with NIDTS which provides the capability to create sub-networks.  The U.K. wanted clarification of the Multinational Interoperability Council requirement for CWAN and how it should be implemented either as an extension of NIDTS or by creating a brand new network.  U.K. wanted the focus on operational architecture.  

GENERAL AGREEMENT: The Council agreed there was a need to have a CWAN among the partners for operational purposes and a MIWG should investigate further.

Role of the Multinational Interoperability Council  

There was an expressed desire for a multinational body that could help consolidate and oversee the other existing fora like the CCEB, ABCA, ASCC, and The Technical Cooperation Program (TTCP).  A member of the U.S. team felt the Multinational Interoperability Council needed to have J-5 representation since he felt it was still biased toward J-6 representation.  He felt that coalition interoperability would be driven by the J-3 side of the staff and that the solution makers would be in J-6.  Policy (J-5) had to be included with J-3 leading.  At this point, the U.S. J-3 representative verbally committed the J-3 staff to helping lead the Multinational Interoperability Council.  

The U.K. team agreed that J-3 reps should lead, but the work of the Multinational Interoperability Council had to be outcome-based and felt the previous work of the MIWG was a good model.  The U.K. team expressed caution on two points: be wary of setting up a permanent bureaucracy in the Multinational Interoperability Council and be careful about bringing TTCP into the Multinational Interoperability Council structure.  Again the U.K. stressed the Multinational Interoperability Council must be action-oriented.  

The Canadian team supported the U.K.’s comments and felt that doctrine and releasability were the key items from their operator’s perspective.  Canada stated the future Multinational Interoperability Council work should investigate both the planning process and doctrine then further develop the Lead Nation concept.  Canada felt the J-3 staff should define the releasability requirements.  The Canadian bottomline was to ensure the Multinational Interoperability Council efforts assist the warfighter and center on doctrine and releasability.  

The German team felt we must focus on the Multinational Interoperability Council charter and reach agreement on that document.  They felt J-3 and J-5 must lead with J-6 in a follower position which was in concert with their national approach towards interoperability.  The German team stated the current organizational separation into Multinational Interoperability Council, MIWG and EXCOM was sufficient because any greater subdivision would over task their limited resources.  

The French team said the charter is currently being reviewed by its Joint Staff so it could not take an official stand.  The French team did support the close relationship between J-3 and   J-6 and requested we attempt to deconflict the Multinational Interoperability Council scheduling from other NATO or defense interoperability meetings.  

It was suggested by the Council that perhaps the Multinational Interoperability Council name should be changed, and the U.K. suggested a coalition doctrine working group be set up to start the process of implementing changes.  The U.K. stressed that information sharing and the Lead Nation concept should be the main focus of the Multinational Interoperability Council.  Canada ended by stating that the draft charter was quite reasonable though it would be helpful to add emphasis that MIWGs must stay task oriented.  

GENERAL AGREEMENT: A MIWG should work on revising the charter and report back to the Multinational Interoperability Council principals.  Focus of the MIWG will be issue-oriented with membership tailored to the required expertise. 

ACTION ITEMS:

The following actions resulted from the discussions of the Council members at the closing session:

Topic – Formalize the status of the Multinational Interoperability Council

Agreement: The members of the Council agreed to rename the Six-Nation Council as the Multinational Interoperability Council (MIC), and rename the Multinational Working Group (MNWG) as the Multinational Interoperability Working Group (MIWG).  It was agreed that senior operations personnel (specifically from the J-3 staff) will lead the MIC and MIWGs.  All agreed to keep the overhead lean in any of these groups.  It was decided to conduct MIC meetings annually, and to schedule MIWGs as needed or as directed by the MIC.

· Action 1: The MIC Executive Secretary will review the draft MIC charter and distribute a revision by 1 December 1999.  The revised charter will: include a glossary of terms; consider the structure and roles of the MIC, MIWG, and the EXCOM; ensure the MIC work practices are task-oriented and outcome based; review the relationship of the MIC to other multinational interoperability fora like the CCEB, ABCA, ASCC, etc.

· Action 2: Investigate broadening membership to include NATO; and evaluate the acceptability of presenting MIC initiatives and decisions to similar NATO boards.  

· Action 3: By 1 April 2000, confirm member approval of the MIC assuming the position of the overarching organization to develop, maintain, and supervise coalition interoperability activities. 

· Action 4: The senior Canadian representative to the MIC will investigate the possibility of inviting French and German representatives to a future CCEB, and will research how the MIC could task the CCEB with actions.

· Action 5: All participants will commit to work the primary coalition interoperability issues at the working group level when the MIC or MIWGs are not in session.

Topic -- Lead Nation Concept

Agreement:  It was agreed in principle that the six nations have a mutual need for a “lead” or “framework” nation possessing broadly defined responsibilities in an ad-hoc coalition operation.

· Action 1: The U.S. will convene a MIWG whose purpose is to refine the Lead Nation concept and detail the responsibilities for Lead Nation.

· Action 2: After the MIWG refines the Lead Nation concept, the U.S. will draft a white paper on Lead Nation for approval by the MIC.

Topic -- Information Sharing

Agreement:  It was agreed that the topic of information sharing was the most serious impediment to successful coalition interoperability and should be the principal focus of a dedicated MIWG.

· Action 1: The U.S. will convene a MIWG whose purpose is to develop a set of Information Exchange Requirements (IER) which accounts for potential operational architectures and categorizes information based on sensitivity, perishability, urgency, etc.

· Action 2: This IER-focused MIWG will develop rules of releasability to enhance exchange of information in a coalition environment.

Topic -- Doctrine and Procedures

Agreement:  It was agreed that applicable NATO doctrine will be used in coalition operations to the extent practicable.  Evolution of coalition doctrine will be aligned with emerging NATO doctrine as practical.

· Action: Develop recommendations to facilitate use of NATO doctrine and procedures by non-NATO coalition members.

Topic – National Operational Plans

Agreement: It was agreed that consideration of coalition operations should be included in each nation’s national operational plans (OPLANs) and the coordination of these OPLANs will be situation dependent.  It was also agreed that there is a need for a common planning process devoted to coalition operations, which includes both deliberate and contingency plans.

· Action:  The U.S. will convene a MIWG whose purpose is to develop a generic template for coalition planning, leveraging NATO and national processes. 

Topic -- Facilitating Planning for Coalition Operations

Agreement:  It was agreed to set up a standing, high-quality, secure multi-point video teleconference (VTC) among member nations’ joint command centers.

· Action 1: The senior Canadian representative to the MIC will coordinate building a non-secure video teleconference capability by 31 Mar 00.

· Action 2: The senior Canadian representative to the MIC will work with CCEB to establish a milestone plan to build a future capability for secure video teleconference capability among member nations.

Topic – Coalition Networking

Agreement: Member nations agreed that the Combined Wide Area Network (CWAN) should be developed as the interim solution to exchanging coalition information.  The long-term goal should be a seamless sharing of the required information among all coalition partners.

· Action 1: Draft a high level operational architecture for an operational CWAN by 31 Mar 00.

· Action 2: The CCEB will develop a systems architecture for CWAN.  Explore the feasibility of leveraging NATO NIDTS with an Initial Operating Capability at the end of 2000.

OVERALL SUMMARY:

There was general agreement that the Multinational Interoperability Council provides a valuable forum for making tangible progress on coalition interoperability issues.  This forum, its associated subordinate working groups, and Executive Committee (EXCOM) allow policy and doctrine issues to be discussed along with resolving technical problems.  The Multinational Interoperability Council also brings the J-3 and J-5 proponents into discussion with the J-6 technical experts.  Consensus opinion decided that the J-3 operators will take the lead in directing the Multinational Interoperability Council.  Overall support was evident for continuing these meetings on a recurring basis, though resourcing was not formally resolved.
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