Appendix O: Metropolitan Area Networks �Requirements Survey

	The intent of this survey is to: 1) determine the community of interest, or commands, a MAN would serve; and 2) identify the functional requirements, or types of information, that would ride the MAN.  Additionally, this survey gathers information on the current telecommunications structure at each base.  It is anticipated that a MAN will:

Provide high speed, high bandwidth dedicated connectivity among subscribers

Aggregate existing NIPRNET/SIPRNET connections behind a common gateway

Decrease total cost of local voice, video and data connectivity.

	The use of this survey will provide information about current telecommunications infrastructure, such as external connectivity, leased lines, NIPRNET/SIPRNET, base-level networks remote server connectivity, and traffic requirements.

	Major sections of the metropolitan area networks requirements survey cover;



·	Community of interest and functional requirements

·	External connectivity

·	Base Area Network profile

·	Base Area management and support 

·	External connectivity equipment

·	Remote server connectivity

·	Network applications

·	High demand traffic connectivity

·	MAN performance requirements���METROPOLITAN AREA NETWORK

REQUIREMENTS SURVEY



Base name�___________________________________��Command name / UIC�___________________________________��POC Information	���Name (last, first)	�___________________________________��Navy position�___________________________________��Building no. and room no.�___________________________________��Phone number (coml & DSN)�___________________________________��Fax number�___________________________________��E-mail address�___________________________________��Mailing address�___________________________________

___________________________________

___________________________________��




Section 1.     Community of Interest and Functional Requirements Summary

This section identifies the local commands and bases with which you have the greatest requirement to exchange information.  The table below lists types of information (i.e., functional requirements) you may exchange. Complete the table by placing a checkmark in the functional requirements block that applies to each COI member.  (Example:  You are at Northwest and need to exchange 10 MB files with JTASC.  Check the box for 10+ MB file transfers under JTASC.)  Please include functional requirements that may be installed or activated in the next 18 months.���

�

��Section 2.     External Connectivity/Leased Lines

Please identify all (primary and secondary) local connectivity and connectivity planned for the next 18 months that may be consolidated onto a MAN.  Local connectivity is defined as circuits or networks that connect your base or command with other bases or commands in the Tidewater area.  Please note that the Command IT Profile survey also has this same request for External Connectivity Leased Lines which will be completed at the command level.  Circuits that leave the Tidewater area should not be considered here.  Please provide all information in the table, including:

·	Origin -- the site (building/location) which initializes a point-to-point connection.

·	Destination -- the terminating site in a point-to-point connection.

·	Leased Line Rate indicates the physical linespeed of the circuit.

·	Circuit ID indicates the carrier’s circuit ID for each circuit.  Also indicate whether the line is a DISA or commercial lease.

·	Circuit Use indicates the type of traffic or application(s) that are passed over the circuit.

·	Protocols used for connection, such as TCP/IP, SNA/SDLC, X.25 or anything proprietary.

·	Connection type (e.g., the physical circuit characteristics, such as 9.6 Kbps analog, 9.6 Kbps voice grade, 56 Kbps DDS, 56 Kbps frame relay with 16 Kbps circuit, etc.  Also, please indicate if the circuit is two wire, four wire or fiber optic.

·	Service providers and monthly costs for the connection, if known.

Attach any circuit inventory pages, if available.��Origin

(Base/ Bldg)�Destination

(Base/ Bldg)�Leased Line Rate 

(K/ Mbps)�Circuit ID�Circuit Use�Connection Types�Protocols Used�Classified 

Traffic�Service Providers and Monthly Costs��Example:

Dam Neck #1405�



Oceana #1802�



56 Kbps�3FDDA

12345

DISA�UNIX Client Server Application�

56 Kbps digital leased line�

PPP, TCP/IP�

Y�

N�



$425���������Y�N����������Y�N����������Y�N���Please indicate Basic Termination Liability (BTL), if known, for your leased lines.



��

Section 3.     Base Area Network (BAN) Profile(s)

Please identify the number and types of base-wide networks or backbones (for example, FDDI, ATM, SONET, SMDS, Ethernet 100BaseT, etc.).  Attach network diagrams, if available.

·	Network Type – Indicate the technology used for the BAN, such as FDDI, ATM, SONET, SMDS, Ethernet 100BaseT, etc.

·	Backbone Bandwidth Speed – indicate the line speed of the BAN.

·	Protocols – indicate the protocols operating on the BAN.

·	Medium – indicate the physical medium for the BAN, such as copper, single-mode fiber, or multi-mode fiber.

·	External Connectivity Requirements – indicate the amount of traffic that exits the BAN to the rest of the Tidewater area.

·	Commands - indicate the commands connected to the BAN.

��Network Type

�Backbone Bandwidth Speed

(K/Mbps)�Medium�Protocols�External Connectivity Requirements (K/Mbps)�Commands that are connected to BAN�Classified

or

Unclassified��Example:

FDDI�

100�Single-mode Fiber�TCP/IP; IPX�42 Mbps�Command  #1

Command #2�Classified���������������������������Section 4.     Base Area Network or Campus Network Management and Support��Network Management System

HP-OpenView 		SUN NetManager 		Spectrum 	

Other (specify) 	��Number of Network Management Staff 	��Network Management Staff Hours of Operation

	7X24 		7X8 		5X8 		Other (specify) 	��Trouble Ticketing System

	Yes 		No 	�Specify Trouble Ticketing System��Estimated annual costs for operations and maintenance of:��	Government staff��	Contractors��	Vendors��	Performance agreements��	Manpower��Firewall Installed�Y�N��Encryption Used�Y�N��Describe type:

��

�

Section 5.     Equipment Used For External Connectivity

Please identify hardware components that connect your base networks to any external leased line connections (e.g., FCC100, FCC98, Channel bank, Cisco 7000, Timeplex, Multiplexers, IDNX).  External connectivity is defined as circuits or networks that connect your base or command with other bases or commands in the Tidewater area, but does not include circuits that leave the Tidewater area.  Please indicate whether the equipment is leased or government owned.��Hardware Product Name (e.g., Cisco7000)�Type of Hardware 

(e.g., router, bridge, CSU, Channel bank)�Location of Hardware 

(Base, building and room)�Leased or Government Owned��Example:

CISCO 7000�Router�Dam Neck Bldg # 15 Room 200�Leased������������Section 6.     Remote Application/Server Connectivity

Please identify any remote servers or applications currently supported on your LAN.  “Remote” is defined as any server not located directly on your base but located within the Tidewater area (e.g., any server or application in which a WAN or MAN connection would be required).  In the table below, please identify:

·	Location of server (which may not be on your base).

·	Type of server (UNIX, NT, Mainframe, etc.).

·	Name and brief description of application.

·	Type of Application (client/server, terminal emulation, telnet, SNA, etc.).

·	Estimate of the external connectivity required to support the application, in Mbps or Kbps.

·	The protocol(s) used to exchange information with the application (TCP/IP, etc.).

·	Connection method (ISDN, T-1, dial-up, etc.).��Location of Server 

(Bldg)�Type of Server�Appli- cation Name�Application Description�Type of Application�External Connectivity (K/Mbps)�Protocols Used�Connection Method��Example:

Oceana

Bldg # 4�UNIX

(Sun Sparc 20)�

Remedy ARS�Trouble Ticketing System�

Client Server�

12.7 Kbps�

TCP/IP�

ISDN�����������������������������������������������

�

Section 7.     Network Applications

Please describe the applications that are currently supported on your BAN whose traffic would affect a MAN in whole, or in part.  Please indicate any local servers that are accessed by users that are not located within your unit.  Also, please include any planned applications that are currently in development and scheduled to be implemented within the next three years.

��Application Name/Description�Type (Client/Server, Mainframe, etc.)�Server Type�Number of Application Users�External Connectivity Generated by Application (K/Mbps)��Example:

Battle Simulator 3.2�

Web�

UNIX�

50�

25 Kbps��������������

�Section 8.     High Demand Traffic Connectivity

Please identify remote locations (remote to your base but within the Tidewater area) with which you or your tenants have heavy traffic requirements.  Please indicate the type of application, such as 10 MB file transfers, data and video or multi-media traffic, modeling and simulation, weather, etc.��Distant Location�Type of Application and Description�Estimated Throughput Demands (K/Mbps)

Current�Estimated Throughput Demands (K/Mbps)

Future�Peak Hours ��Example:

Little Creek�Mapping Application�T1 (1.544 Mbps)�T1 (1.544 Mbps)�Mon-Fri

0800 - 1000, 

1500 - 1700��������������������

�Section 9.     MAN Performance/Unique Requirements

Please indicate your performance expectations or unique requirements for a MAN as indicated below.  MAN performance is sharply focused on meeting warfighter and warfighter support requirements.��A.  MAN Performance

1. 	Throughput.  Provide an overall estimate of the throughput you expect of the MAN, based on an estimate of your total external data requirements.

2.  	Response time.  Provide a specification on the response time you expect from a MAN.  For simplicity, this could be your specification for the round-trip time of a PING across the MAN.

3. 	Availability.  Indicate your availability expectations for the MAN.  Availability is usually measured as a percentage, such as 99.xx%.

4.	Fault Tolerance.  Indicate the level of redundancy you expect a MAN to provide.

5.   Survivability.  Describe any adverse conditions under which you would expect a MAN to withstand and still continue to function.��Line Item�Description��1. Throughput (Mbps)���2. Response Time (seconds)���3. Availability (%)���4. Fault Tolerance���5. Survivability���6. Peak Hours���B.  Network Management

1. 	Hours of support.  Indicate the hours that you expect the MAN staff to operate  (e.g., 7x24).

2.  	On-line access to MAN Trouble Ticketing System (TTS).  Please indicate if you have a requirement for on-line access to the MAN operations TTS.

3.  	Mean-time-to-repair.  Please indicate the expected average time for resolution of a trouble call or outage to the MAN operations department (e.g., 2 hours, sub-minute, sub-second).

4. 	On-line access to MAN Network Management System.  Indicate if you have a requirement for remote access to the MAN NMS, via client software, X-terminal, telnet, etc.

5. 	SNMP Connectivity to MAN NMS.  Indicate if you expect to exchange network management traffic with the MAN NMS, such as SNMP or CMIP.

6. 	Outage reports.  Indicate the types of reports that you expect to receive from the MAN network management staff and the associated times (daily, weekly, monthly).

7. 	Training.  Indicate the level of training, if any, that you expect from the MAN provider with respect to connectivity and NMS access.��Line Item�Description��1. Hours of support (e.g. 7X24)���2. On-line access to MAN vendor TTS���3. Mean Time to Repair���4. On-line access to MAN   NMS ���5. SNMP connectivity to MAN NMS���6. Outage reports���7. Training���
�

C. External (Outside Tidewater area) Connectivity.  Indicate any connection to a network or organization outside the Tidewater area that you expect the MAN to provide through a consolidated connection.��Line Item�Description��1. Internet���2. NIPRNET���3. SIPRNET���4. JWICS���5. Other(s)���D.  Special Requirements.  Indicate any other special requirements you have for the MAN that are not mentioned in this survey.��Line Item�Description��1. ���2. ���3. ���4.���
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