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Foreword

The Department of Defense (DoD) Chief Information Officer (CIO) mission continues to support the Department’s transformation by driving toward net-centric operations through policies, program oversight, and resource allocations.  The purpose of this Net-Centric Program Assessment is to help components and programs understand the net-centric attributes, implement the DoD Data and Information Assurance Strategies, align their programs with the Net-Centric Operations Warfare Reference Model, and to establish priorities and design transition plans for embracing the spirit and intent of Global Information Grid (GIG) Enterprise Services.  

As part of the assessment, the program manager or component lead, in coordination with their component head, Chief Information Officer, and where applicable, designated domain leads, are requested to complete the following assessment by August 16, 2004.  The outcome of this effort will be instrumental in effecting the transition and direction of programs and initiatives toward achieving net-centricity and embracing the use of GIG Enterprise Services.  The data from this survey, in conjunction with the net-centric assessments will be used during the departmental deliberation for resource allocation inputs to the President’s Budget FY 2006–2011.  Your continued support for the Department’s transformation is critical.  Please direct any questions to Ms. Susan Shekmar at Susan.Shekmar@osd.mil or Ms. Patty Hopkins at Patty.Hopkins@osd.mil .  Submission of completed unclassified Net-centric Data Collection Instruments should be sent to: N-CPD@OSD.MIL .  Should  your responses require that the document be classified, please return the assessment via the siprnet to:  Patty.Hopkins@osd.smil .
OVERALL CLASSIFICATION [image: image1.wmf]

FOUO  


(UNCLASSIFIED // FOUO until filled in)
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Net-Centric Section

1. General Questions
1) Program/Initiative Name (hereafter simply program) [image: image2.wmf]

Name: 


2) DoD Component [image: image3.wmf]

DoD Component: 


3) Point of Contact (POC) [image: image4.wmf]

Name: 


4) POC Information (Phone and E-mail—Unsecure and Secure)
[image: image5.wmf]

Contact Information: 


5) POC Title or Position
[image: image6.wmf]

POC Title/Position: 


6) What is your program’s mission?  Please provide a short paragraph description.
[image: image7.wmf]

Mission: 


7) What is the authoritative source for your program (for example within an ORD)?
[image: image8.wmf]

Source for Program:  


8) What are the primary problems/opportunities that your program addresses?
[image: image9.wmf]

Problems/Opportunities: 


9) To characterize the program, check all the boxes that apply:

	 FORMCHECKBOX 
Development/Modernization

 FORMCHECKBOX 
Advanced Concept Tech Demo (ACTD)

 FORMCHECKBOX 
Experiment


 FORMCHECKBOX 
Infrastructure

 FORMCHECKBOX 
C4ISR

 FORMCHECKBOX 
Information Technology (IT)

 FORMCHECKBOX 
NSS

 FORMCHECKBOX 
Operational (Ongoing) Program

 FORMCHECKBOX 
Other (please describe in the comments section)


[image: image10.wmf]

Other: 


10) Please provide the following background information:

a) Where is your program in the program life cycle (for example milestone A)?
[image: image11.wmf]

Life Cycle: 


b) What are the program’s IOC and FOC dates?  Please define IOC and FOC and state where they can be found.
[image: image12.wmf]

IOC and FOC:  


11) What are the top five linkages/interdependencies with other programs/initiatives that are critical to your program’s operations and success? [image: image13.wmf]

Linkages:  


a) Do you consider your program part of a “system of systems” or “family of systems?”

	 FORMCHECKBOX 

	No, not part of a system of systems or family of systems

	 FORMCHECKBOX 

	Yes, part of a system of systems or family of systems


      [image: image14.wmf]

If yes, state name: 


b) Is the program part of an overarching technology objective or a broad research and development initiative?  

	 FORMCHECKBOX 

	No, not part of an overarching technology objective or a broad research and development initiative

	 FORMCHECKBOX 

	Yes, part of an overarching technology objective or a broad research and development initiative 


     [image: image15.wmf]

If yes, state name: 


c) Is the program connected with a planned acquisition or Intelligence Community (IC) or DoD concept, vision, or roadmap?

	 FORMCHECKBOX 

	No, not connected with a planned acquisition or an IC or DoD concept, vision, or roadmap

	 FORMCHECKBOX 

	Yes, connected with a planned acquisition or an IC or DoD concept, vision, or roadmap


     [image: image16.wmf]

If yes, state name: 


12) Funding Profile: 

a) Please indicate total funding for your program from the current year through FY2011 (in then-year costs by fiscal year).  Please indicate the funding in any or all of the following areas.   FORMCHECKBOX 
Thousands or  FORMCHECKBOX 
Millions for

i) RDT & E 

	FY05 
	FY06 
	FY07 
	FY08 
	FY09 
	FY10 
	FY11

	$ 0
	$ 0
	$ 0
	$ 0
	$ 0
	$ 0
	$ 0


ii) Procurement 

	FY05 
	FY06 
	FY07 
	FY08 
	FY09 
	FY10 
	FY11

	$ 0
	$ 0
	$ 0
	$ 0
	$ 0
	$ 0
	$ 0


iii) O & M

	FY05 
	FY06 
	FY07 
	FY08 
	FY09 
	FY10 
	FY11

	$ 0
	$ 0
	$ 0
	$ 0
	$ 0
	$ 0
	$ 0


b) What is your funding Program Element and/or Procurement Line Item Number?

[image: image17.wmf]

Program Element/ Procurement Line Item Number: 


c) Is your program fully funded or partially funded?

	 FORMCHECKBOX 

	Program is fully funded

	 FORMCHECKBOX 

	Program is partially funded


d) If partially funded explain why and provide what would be a full funding profile and what it would provide.

[image: image18.wmf]

 


2.  Information Assurance/Security

Definition:  Information operations that protect and defend information and information systems by ensuring their availability, integrity, authentication, confidentiality, and non-repudiation.  This includes providing for restoration of information systems by incorporating protection, detection, and reaction capabilities.  (JP1-02)
1) Does the program make use of a one-time identification/authentication capability of all network entities with credentials (i.e., does the program enable “single-sign-on” using public key infrastructure (PKI), biometrics, common access card passwords, identifications, access control lists)? 
	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, the program has not given thought to making use of this capability.

	 FORMCHECKBOX 

	No, but the program recognizes the need and can accomplish if provided additional resources.

	 FORMCHECKBOX 

	No, but the program has a plan to address this (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
 

(please describe the approach in the comments section).

	 FORMCHECKBOX 

	Yes, the program has implemented a one-time identification/authentication capability.

	
	 Please list systems (PKI, biometrics, etc.) currently used within the comments section.


[image: image19.wmf]

Comments:  


2) Does the program have the ability to bind digital identities to roles and privileges?
	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, the program has not given thought to developing this capability.

	 FORMCHECKBOX 

	No, but the program recognizes the need and can accomplish if provided additional resources.

	 FORMCHECKBOX 

	No, but the program has a plan to address this (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
 

(please describe the approach in the comments section).

	 FORMCHECKBOX 

	Yes, the program has implemented this capability.


[image: image20.wmf]

Comments:  


3) Does the program have the ability to accomplish information assurance (IA)/security functions through the use of Web-based services?
	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, the program has not given thought to accomplishing IA/security functions through the use of Web-based services.

	 FORMCHECKBOX 

	No, but the program recognizes the need and can accomplish if provided additional resources.

	 FORMCHECKBOX 

	No, but the program has a plan to address this (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
 

(please describe the approach in the comments section).

	 FORMCHECKBOX 

	Yes, the program has the ability to accomplish IA/security functions through Web-based services.


[image: image21.wmf]

Comments: 


4) Does the program provide dynamic, flexible, and threat-tolerable solutions for exchanging information and services between security networks?
	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, the program has not given thought to providing such solutions.

	 FORMCHECKBOX 

	No, but the program recognizes the need and can accomplish if provided additional resources.

	 FORMCHECKBOX 

	No, but the program has a plan to address this (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
 

(please describe the approach in the comments section).

	 FORMCHECKBOX 

	Yes, the program provides such solutions for exchanging information and services between different security networks.

	
	Please comment if you depend upon external programs for functionality.

	
	If you answered “yes” above, please state which domains your program crosses.


[image: image22.wmf]

Comments: 


5) Does the program use brokering capabilities to negotiate the transfer of information between security levels, restrictions, and compartments (e.g., Secret, Noforn, SCI)?

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, the program has not given thought to using such capabilities.

	 FORMCHECKBOX 

	No, but the program recognizes the need and can accomplish if provided additional resources.

	 FORMCHECKBOX 

	No, but the program has a plan to address this (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
 

(please describe the approach in the comments section).

	 FORMCHECKBOX 

	Yes, the program uses such brokering capabilities.

	
	Please state, in the comments section, the security levels, restrictions, and compartments between which your program can transfer information.


[image: image23.wmf]

Comments:  


6) Does the program have a capability to encrypt information at the host (as opposed to depending on encryption by the supporting network infrastructure)?
	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, the program has not given thought to performing encryption at the host instead of depending on bulk encryption of the entire network.

	 FORMCHECKBOX 

	No, but the program recognizes the need and can accomplish if provided additional resources.

	 FORMCHECKBOX 

	No, but the program has a plan to address this (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
 

(please describe the approach in the comments section).

	 FORMCHECKBOX 

	Yes, the program has implemented the capability to perform content-based encryption at the host instead of depending on the bulk encryption of the entire network.


[image: image24.wmf]

Comments: 


7) Does the program provide a Continuity of Operations Plan (COOP) that provides a defensive capability that contains, recovers, restores, and reconstitutes itself or the network against incidents (e.g., failure, anomaly, denial-of-service attack, misuse, and intrusion)?
	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, the program has not given thought to providing such a COOP.

	 FORMCHECKBOX 

	No, but the program recognizes the need and can accomplish if provided additional resources.

	 FORMCHECKBOX 

	No, but the program has a plan to address this (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
 

(please describe the approach in the comments section).

	 FORMCHECKBOX 

	Yes, the program currently provides such a COOP.


[image: image25.wmf]

Comments: 


8) Does the program provide an integrated picture of the IA/security posture for the program’s network environment? 

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, the program has not given thought to providing an integrated IA/security posture for the program’s network environment.

	 FORMCHECKBOX 

	No, but the program recognizes the need and can accomplish if provided additional resources.

	 FORMCHECKBOX 

	No, but the program has a plan to address this (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
 

(please describe the approach in the comments section).

	 FORMCHECKBOX 

	Yes, the program has implemented and is using this capability.


[image: image26.wmf]

Comments:  


9) Has an IA risk management program been developed in accordance with DoD regulations such as the DITSCAP (or DIACAP) process (e.g., CJCSI 6510.01C, DoDI 5200.40)?
	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, the program has not given thought to developing an IA risk management program in accordance with these regulations.

	 FORMCHECKBOX 

	No, but the program recognizes the need and can accomplish if provided additional resources.

	 FORMCHECKBOX 

	No, but the program has a plan to address this (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
 

(please describe the approach in the comments section).

	 FORMCHECKBOX 

	Yes, the program has developed and implemented an IA risk management program in accordance with DoD regulations.

	
	Please provide in comments any other applicable regulations.


[image: image27.wmf]

Comments: 


3. Transport

Definition:  Includes all activities related to the flow of data and information across network components.  Such activities include the establishment, operation, and maintenance of infrastructure, networks, grids, and communications systems.

1) Does the program exclusively use an Internet Protocol (IP) based network transport protocol?

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, the program has not given thought to exclusively using an IP-based network transport protocol.

	 FORMCHECKBOX 

	No, but the program recognizes the need and can accomplish if provided additional resources.

	 FORMCHECKBOX 

	No, but the program has a plan to transition to only using IP protocols (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
 

(please describe the approach in the comments section).

	 FORMCHECKBOX 

	Yes, the program uses only IP-based network transport protocols.


[image: image28.wmf]

Comments: 




2) Does the program converge voice, video, and data traffic on a single IP network?

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, the program has not given thought to providing full convergence of traffic on a single IP network.

	 FORMCHECKBOX 

	No, but the program recognizes the need and can accomplish if provided additional resources.

	 FORMCHECKBOX 

	No, but the program has a plan to address this (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
 

(please describe the approach in the comments section).

	 FORMCHECKBOX 

	Yes, voice, video, and data services are carried over a single IP network.


[image: image29.wmf]

Comments: 



3) Does the program provide convergence of traffic from multiple security domains and/or physical network enclaves to a single IP network?

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, the program has not given thought to using separate networks to handle different security domains.

	 FORMCHECKBOX 

	No, but the program recognizes the need and can accomplish if provided additional resources.

	 FORMCHECKBOX 

	No, but the program has a plan to address this (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
 

(please describe the approach in the comments section).

	 FORMCHECKBOX 

	Yes, all security domains are supported on a single IP network.


[image: image30.wmf]

Comments:  


4) Does the program support the IPv6 protocol?

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, the program has not given thought to supporting the IPv6 protocol.

	 FORMCHECKBOX 

	No, but the program recognizes the need and can accomplish if provided additional resources.

	 FORMCHECKBOX 

	No, but the program has a plan to address this (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
 

(please describe the approach in the comments section).

	 FORMCHECKBOX 

	Yes, the program currently supports and has implemented the IPv6 protocol.


[image: image31.wmf]

Comments:  



5) Does the program support IP-based prioritization?

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, the program has not given thought to supporting IP-based prioritization.

	 FORMCHECKBOX 

	No, but the program recognizes the need and can accomplish if provided additional resources.

	 FORMCHECKBOX 

	No, but the program has a plan to address this (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
 

(please describe the approach in the comments section).

	 FORMCHECKBOX 

	Yes, the program provides the ability to support IP-based prioritization. 


[image: image32.wmf]

Comments:  




6) Is the program aligned with the DoD QoS/CoS working group roadmap?

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, the program has not given thought to aligning with the DoD QoS/CoS working group roadmap.

	 FORMCHECKBOX 

	No, but the program recognizes the need and can accomplish if provided additional resources.

	 FORMCHECKBOX 

	No, but the program has a plan to address this (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will be aligned by FY 20  FORMDROPDOWN 
 

(please describe the approach in the comments section).

	 FORMCHECKBOX 

	Yes, the program is fully aligned with this working group.


[image: image33.wmf]

Comments: 




7) Have the IP network management operations for this program been designed to support joint operations?

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, the program has not given thought to IP network management for joint operations.

	 FORMCHECKBOX 

	No, but the program recognizes the need and can accomplish if provided additional resources.

	 FORMCHECKBOX 

	No, but the program has a plan to address this (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
 

(please describe the approach in the comments section).

	 FORMCHECKBOX 

	Yes, the IP network management for this program supports joint operations.


[image: image34.wmf]

Comments:  


8) Does your program use transport protocols that support connectivity to allied and coalition partners?
	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, the program has not given thought to using such protocols.

	 FORMCHECKBOX 

	No, but the program recognizes the need and can accomplish if provided additional resources.

	 FORMCHECKBOX 

	No, but the program has a plan to address this (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
 

(please describe the approach in the comments section).

	 FORMCHECKBOX 

	Yes, the program uses protocols that were developed/chosen to provide connectivity to all allied and coalition partners.

	
	State in the comments section if proprietary protocols are needed to connect to allied and coalition partners.  State in the comments section if standard protocols are being used with some allied and coalition partners.


[image: image35.wmf]

Comments:  


4. Data and Data Management

Definition:  Includes all activities related to the development, organization, and use of data and metadata.  Such activities include tagging data assets (both data and services) with descriptive and structural metadata, making data assets visible and accessible, and representing data assets in forms most readily usable to the DoD enterprise community.

1) Does your program provide structural and semantic metadata for its associated data assets?

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, our data does not employ metadata for these purposes.

	 FORMCHECKBOX 

	No, but the program recognizes the need and can accomplish if provided additional resources.

	 FORMCHECKBOX 

	No, but the program has a plan to address this (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
 

(please describe the approach in the comments section).

	 FORMCHECKBOX 

	Yes, the program is currently providing structural and semantic metadata for its data assets.


[image: image36.wmf]

Comments: 


a) If yes, approximately  FORMDROPDOWN 
% of our data has associated descriptive (semantic) metadata  (Select 0–25, 25–50, 50–75, and 75–100).

b) If yes, approximately  FORMDROPDOWN 
% of our data has associated structural metadata (Select 0–25, 25–50, 50–75, and 75–100).

2) Does your program use the DoD Discovery Metadata Specification (DDMS) in support of discovery?

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, our program is not aware of the DDMS.

	 FORMCHECKBOX 

	No, but the program recognizes the need and can accomplish if provided additional resources.

	 FORMCHECKBOX 

	No, but the program has a plan to transition its discovery metadata to DDMS (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
 

(please describe the approach in the comments section).

	 FORMCHECKBOX 

	Yes, our discovery metadata conforms to the DDMS specification.

	
	If you have extended the DDMS, please explain in the comments section.


[image: image37.wmf]

Comments:  


3) Has your program registered applicable metadata (e.g., data structures, schema, data element definitions) in the DoD Metadata Registry?

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, our program has not registered applicable metadata in the DoD Metadata Registry.  

	 FORMCHECKBOX 

	No, but the program recognizes the need and can accomplish if provided additional resources.

	 FORMCHECKBOX 

	No, but the program has plans to register applicable metadata in the DoD Metadata Registry (please describe the types of metadata that you plan to register).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
 

(please describe the approach in the comments section).

	 FORMCHECKBOX 

	Yes, our program metadata is registered in the DoD Metadata Registry.

	
	Provide comments if the DoD Metadata Registry does not currently support the type of metadata your program maintains.

If yes, add in the comments section how actively it is maintained and updated.


[image: image38.wmf]

Comments:  


a) If you answered “Yes” to Question 3, provide approximate percent of program metadata that is registered in the DoD Metadata Registry,  FORMDROPDOWN 
%  (Select 0–25, 25–50, 50–75, and 75–100).

4) Does your program ensure that metadata for your data assets are searchable through a data asset catalog or querying service?

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, our program architecture does not ensure that metadata for assets is searchable through a data asset catalog or querying service (provide explanation in the comments section).

	 FORMCHECKBOX 

	No, but the program recognizes the need and can accomplish if provided additional resources.

	 FORMCHECKBOX 

	No, but the program has plans to ensure that metadata will be searchable (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
 

(please describe the approach in the comments section).

	 FORMCHECKBOX 

	Yes, our data assets are searchable through a data asset catalog or querying service.

	
	Please explain if the program architecture does not ensure that metadata for assets are searchable by humans.


[image: image39.wmf]

Comments:


a) If you answered “Yes” to Question 4, is your searchable catalog or querying engine accessible to the DoD enterprise?”

	 FORMCHECKBOX 

	No, our searchable catalog or querying engine is not accessible to the DoD enterprise.

	 FORMCHECKBOX 

	Yes, our searchable catalog or querying engine is accessible to the DoD enterprise.


[image: image40.wmf]

Comments:  


5) Does your program ensure that data assets created or modified by your program are made accessible via Web-based technologies?

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, our program does not ensure that data assets created or modified by our program are made accessible via Web-based technologies.

	 FORMCHECKBOX 

	No, but the program recognizes the need and can accomplish if provided additional resources.

	 FORMCHECKBOX 

	No, but we have plans to make our data assets accessible via Web-based technologies (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
 

(please describe the approach in the comments section).

	 FORMCHECKBOX 

	Yes, our data assets are accessible via Web-enabled technologies.

	
	If the program architecture does not ensure that data assets created or modified by your program are made accessible via Web-enabled, common technologies, please explain how these assets are made accessible in the comments section.


[image: image41.wmf]

Comments: 


a) If you answered “Yes” to Question 5, select which Web services technologies are used to make program data accessible (select multiple).

	 FORMCHECKBOX 

	MS.NET

	 FORMCHECKBOX 

	J2EE

	 FORMCHECKBOX 

	Other


[image: image42.wmf]

Describe Other:  


6) Does your program ensure that data assets created or modified by your program are made accessible to “authorized, but unanticipated” users within DoD without predefined information sharing agreements?

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, data assets are not available to unanticipated users.

	 FORMCHECKBOX 

	No, but the program recognizes the need and can accomplish if provided additional resources.

	 FORMCHECKBOX 

	No, but we have plans to make our data assets accessible to “authorized, but unanticipated” users without predefined information sharing agreements (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
 
(please describe the approach in the comments section).

	 FORMCHECKBOX 

	Yes, our data assets are accessible to unanticipated DoD enterprise users.

	
	If data assets are not available to unanticipated DoD enterprise users, please explain in the comments section.


[image: image43.wmf]

Comments: 


7) Does your program provide visibility and access to data assets as early as possible, and prior to lengthy processing, according to the Task Post Process Utilize (TPPU) paradigm?

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, significant processing takes place prior to making data assets visible and accessible.

	 FORMCHECKBOX 

	No, but the program recognizes the need and can accomplish if provided additional resources.

	 FORMCHECKBOX 

	No, but the program has plans to address this (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, some processing takes place prior to making data assets visible and accessible to represent data in a format most usable by DoD enterprise users.

	 FORMCHECKBOX 

	Yes, little or no processing takes place prior to making data assets visible and accessible (i.e., raw but usable data is visible and accessible).


[image: image44.wmf]

Comments:  




8) Are your program’s data accessible and understandable independent of your program’s business and presentation logic?

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, program data and business logic are tightly coupled.

	 FORMCHECKBOX 

	No, but the program recognizes the need and can accomplish if provided additional resources.

	 FORMCHECKBOX 

	No, but the program has plans to address this (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
 

(please describe the approach in the comments section).

	 FORMCHECKBOX 

	Yes, program n-tier approach has a clear separation of data from business and presentation logic.


[image: image45.wmf]

Comments: 


5. Computing and Applications

Definition: Includes all activities related to the provision and reuse of shared services-based core computing capabilities for enhanced operability, available to both planned and unanticipated users.

1) Has a systems/network performance analysis been performed to understand or predict the ability of the program and its services to handle the expected load in a net-centric environment (e.g., number of end-user consumers or number of calling services)?

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, we currently do not plan to undertake to understand or predict the expected load.

	 FORMCHECKBOX 

	No, but we recognize the need for performance analysis and could conduct this analysis given more resources.

	 FORMCHECKBOX 

	No, but we have plans to conduct this analysis in the future (please state in the comments section when you anticipate this analysis to begin).

	 FORMCHECKBOX 

	Yes, this is in progress and will be completed by FY 20  FORMDROPDOWN 
.

	 FORMCHECKBOX 

	Yes, we currently have systems in place that regularly collect data for this analysis  (please describe the results of this performance analysis in the comments section).
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Comments: 




2) Do the program and its services support a range of bandwidths (from low bit-rate tactical communications to multigigabit backbone service)?
	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, we have not given thought to developing this capability.

	 FORMCHECKBOX 

	No, but we recognize the need for supporting a range of bandwidths and could accomplish this given more resources .

	 FORMCHECKBOX 

	No, but we have plans to support a wide range of bandwidths (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
 

(please describe the expected bandwidth ranges in the comments section).

	 FORMCHECKBOX 

	Yes, the program is currently able to support a wide range of bandwidths (please describe in the comments section the bandwidth ranges).
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Comments: 


3) Does the program seamlessly incorporate a range of end-user devices (e.g., PDAs, laptops, workstations, mainframes)?

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, we have not given thought to developing this capability.

	 FORMCHECKBOX 

	No, but we recognize the need for supporting a range of devices and could accomplish this given more resources.

	 FORMCHECKBOX 

	No, but we have plans to support a wide range of end-user services (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
 

(please provide examples of devices in the comments section).

	 FORMCHECKBOX 

	Yes, the program and its services have been specifically designed to support a wide range of end-user services (please provide examples of devices in the comments section).
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Comments:  


4) Do you collect and disseminate service management information? 

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, we have not given thought to collecting and disseminating service management information.

	 FORMCHECKBOX 

	No, but we recognize the need for collecting and disseminating such management information and could accomplish this given more resources.

	 FORMCHECKBOX 

	No, but we have plans to collect and disseminate service management information (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
     (please describe how this information will be collected and disseminated in the comments section).

	 FORMCHECKBOX 

	Yes, the program currently collects and disseminates service management information (please describe how this information is collected and disseminated in the comments section).
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Comments:  


5) Is the Quality of Service framework (QoS) in place to support your program?

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, we have not given thought to implementing the QoS framework to support our program.

	 FORMCHECKBOX 

	No, but we recognize the need for implementing the QoS framework to support our program.

	 FORMCHECKBOX 

	No, but we have plans to implement the QoS framework to support our program (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will implement this framework by FY 20  FORMDROPDOWN 
     

(please describe how you will implement this framework).

	 FORMCHECKBOX 

	Yes, the program has implemented the QoS framework to support this program.
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Comments: 


6) Does your program support a service-oriented environment that uses enterprise Web services to build or extend mission capability?

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, the program does not support a service-oriented environment that uses enterprise Web Services.

	 FORMCHECKBOX 

	No, but the program recognizes the need and can accomplish if provided additional resources.

	 FORMCHECKBOX 

	No, but the program has plans to support a service-oriented environment that uses enterprise Web services (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will employ by FY 20  FORMDROPDOWN 
 

(please describe the approach in the comments section).

	 FORMCHECKBOX 

	Yes, the program uses a service-oriented approach to implement its capabilities.
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Comments:  


a) If you answered “Yes” to Question 6, has your program assessed how to make use of envisioned Net-Centric Enterprise Services (NCES) capabilities?

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, the program has not identified envisioned NCES capabilities to leverage.

	 FORMCHECKBOX 

	No, but the program recognizes the need and can accomplish if provided additional resources.

	 FORMCHECKBOX 

	No, but the program has plans to leverage envisioned NCES capabilities (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
 

(please describe the approach in the comments section).

	 FORMCHECKBOX 

	Yes, the program has identified envisioned NCES capabilities to leverage (please list the specific NCES capabilities in the comments section).
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Comments:  




7) Does your program provide enterprise Web services to a service-oriented environment?

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, the program does not provide reusable enterprise services.

	 FORMCHECKBOX 

	No, but the program recognizes the need and can accomplish if provided additional resources.

	 FORMCHECKBOX 

	No, but the program has plans to provide enterprise Web services (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
 

(please describe the approach in the comments section).

	 FORMCHECKBOX 

	Yes, the program provides reusable enterprise services.
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Comments: 


6. Architecture

Definition: The structure of components, their relationships, and the principles and guidelines governing their design and evolution over time.
1) Does your program use a documented architecture that conforms to the DoD Architecture Framework (DoDAF)?

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, our program has not developed an architecture that conforms to the DoDAF.

	 FORMCHECKBOX 

	No, but we recognize the need for using a documented architecture that conforms to the DoDAF and could accomplish this given more resources.

	 FORMCHECKBOX 

	No, but our program has plans or is in the process of developing a DoDAF-conformant architecture.

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
    

(please describe in the comments section how this architecture will be implemented).

	 FORMCHECKBOX 

	Yes, our program has developed an architecture that conforms to the DoDAF.
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Comments:  




2) Is your program’s architecture aligned with the Net-Centric Operations and Warfare Reference Model (NCOW RM)?  (See Acquisition Guidebook, Chapter 7, Section 7.2)

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, our program’s architecture does not align with the NCOW RM.

	 FORMCHECKBOX 

	No, but we recognize the need for aligning our program’s architecture with the NCOW RM and could accomplish this given more resources.

	 FORMCHECKBOX 

	No, but our program has plans or is in the process of aligning the program architecture within NCOW RM.

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
    

(please describe in the comments section how this architecture will be implemented).

	 FORMCHECKBOX 

	Yes, our program’s architecture was developed to align with the NCOW RM, where applicable (please indicate NCOW RM version and areas of alignment).
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Comments:  




3) Does the architecture have a new or updated:  (Please check those boxes that apply)

	 FORMCHECKBOX 

	AV-1, Overview, Summary, Scope, and Intended Users?

	 FORMCHECKBOX 

	Operational View—4 (OV-4), Organizational Roles/Relationships Chart?

	 FORMCHECKBOX 

	Operational View—5 (OV-5), Operational Activity Model?

	 FORMCHECKBOX 

	Operational View—6 (OV-6c), Operational Event Trace or Sequence of Events?

	 FORMCHECKBOX 

	System/Application View—4 (SV-4), System/Applications Functionality Description?

	 FORMCHECKBOX 

	System/Application View—5 (SV-5), Traceability Matrix between Operational Activity and System/Application Functions?

	 FORMCHECKBOX 

	System/Application View—6 (SV-6), System/Application Data Exchange Matrix?

	 FORMCHECKBOX 

	Technical View —1 (TV-1), Technical Standards Profile?
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Comments:  


4) Is the system/application entered in the DoD IT Registry?

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, we have not given thought to entering the system/application in the IT Registry.

	 FORMCHECKBOX 

	No, but we recognize the need for entering the system/application in the IT Registry and could accomplish this given more resources.

	 FORMCHECKBOX 

	No, but we have plans to enter the system/application in the IT Registry (please provide the expected registration date in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and will be entered in the IT Registry by FY 20  FORMDROPDOWN 
.

	 FORMCHECKBOX 

	Yes, the program is currently entered in the IT Registry.
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Comments:  




5) Is the system/application in the Connection Approval Process (CAP) database?

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, we have not given thought to entering the system/application in the CAP database.

	 FORMCHECKBOX 

	No, but we recognize the need for entering the system/application in the CAP database and could accomplish this given more resources.

	 FORMCHECKBOX 

	No, but we have plans to enter the system/application in the CAP database (please provide the expected date in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and will be in the CAP database by FY 20  FORMDROPDOWN 
.

	 FORMCHECKBOX 

	Yes, the program is currently in the CAP database.
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Comments:  




6) Does your program’s technical view of your integrated architecture use standards referenced in the DoD Joint Technical Architecture (JTA)?

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, our program uses technical standards not represented in the latest JTA (Version 6.0, as of the date of this document).

	 FORMCHECKBOX 

	Yes, our program’s technical view of our integrated architecture implements various JTA-compliant standards.

	 FORMCHECKBOX 

	Yes, our program’s technical view of our integrated architecture is solely based on JTA-compliant standards.
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Comments:  




7) Does the system/application conform to the C4ISR Core Architecture Data Model (CADM)?

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, the system/application does not conform to the CADM.

	 FORMCHECKBOX 

	Yes, the system/application partially conforms to the CADM.

	 FORMCHECKBOX 

	Yes, the system/application conforms to the CADM.
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Comments: 


7. Mission Support Strategy

Definition:  Includes all activities related to the oversight and management function performed in an enterprise/program control structure that produces IT policy and strategic plans oriented toward the successful and timely completion of the mission of that enterprise/program.

For purposes of the following questions, the “organization” is the larger structure, which encompasses system development, but also includes overall DOTMLPF development. Please answer from your perspective within this overall organization.

1) Is the domain lead actively participating with the program manager to effect a net-centric strategy that encompasses the people, processes, and technologies within your business and mission?

	 FORMCHECKBOX 

	No, the domain lead is not participating in this effort.

	 FORMCHECKBOX 

	No, but the domain lead recognizes the need.

	 FORMCHECKBOX 

	Yes, our domain lead is actively participating in this effort.
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Comments:  




2) Is your program management office working within your organization to develop training programs to emphasize and prepare its people for the opportunities of a net-centric environment?

	 FORMCHECKBOX 

	No, the program management office is not working within the organization to effect this change.

	 FORMCHECKBOX 

	No, but the program management office recognizes the need.

	 FORMCHECKBOX 

	Yes, the program management office is actively participating in the development of these training programs.
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Comments:  




3) Is your program management office assisting your domain lead to modify its processes to ensure that net-centric tenets are incorporated throughout the acquisition life cycle (design, development, production, deployment, operations, and support)?

	 FORMCHECKBOX 

	No, the program management office is not working within the organization to effect this change.

	 FORMCHECKBOX 

	No, but the program management office recognizes the need.

	 FORMCHECKBOX 

	Yes, the program management office is currently seeking to modify these processes to incorporate net-centric tenets.

	 FORMCHECKBOX 

	Yes, the program management office has already begun to modify its processes to incorporate net-centric tenets.
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Comments:  


4) Does the program provide user-feedback mechanisms?

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, we have not given thought to providing two-way customer communication.

	 FORMCHECKBOX 

	No, but we recognize the need for providing two-way communication and could accomplish this given more resources.

	 FORMCHECKBOX 

	No, but we have plans to provide this communication (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 

(please describe how this communication will be achieved in the comments section.)

	 FORMCHECKBOX 

	Yes, the program currently provides two-way customer communication (please describe how this communication is achieved in the comments section).
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Comments:  




5) Does the program enable coordinated collaboration by two or more users?

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, we have not given thought to such coordinated collaboration.

	 FORMCHECKBOX 

	No, but we recognize the need for such coordinated collaboration and could accomplish this given more resources.

	 FORMCHECKBOX 

	No, but we have plans to enable coordinated collaboration (please describe the plan currently envisioned in the comments section).

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
.

(please describe the nature of this collaboration in the comments section.)

	 FORMCHECKBOX 

	Yes, the program enables coordinated collaboration (please describe the nature of this collaboration in the comments section).
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Comments:  




6) Have you identified and/or used Communities of Interest (COI) to support program objectives?

	 FORMCHECKBOX 

	This is not applicable to our program.

	 FORMCHECKBOX 

	No, we have not given thought to using COIs.

	 FORMCHECKBOX 

	No, but we recognize the need to use COIs.

	 FORMCHECKBOX 

	No, but we have plans to identify/use COIs.

	 FORMCHECKBOX 

	Yes, this is in progress and the program will provide by FY 20  FORMDROPDOWN 
. 

(please identify these COIs in the comments section.)

	 FORMCHECKBOX 

	Yes, we have well-established cross-functional COIs (please identify these COIs in the comments section).
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Comments:  



Special Interest Sections

A. Command and Control
1) Does the program use or plan to use collaboration tools?  (Check all the boxes that apply)

	 FORMCHECKBOX 

	C2 program cannot be made collaborative.  

	 FORMCHECKBOX 

	Collaboration is desirable but not yet planned or fielded.  

	 FORMCHECKBOX 

	Collaboration is currently planned and funded but not yet fielded.

	 FORMCHECKBOX 

	Web-based

	 FORMCHECKBOX 

	DCTS-based

	 FORMCHECKBOX 

	IVS-based

	 FORMCHECKBOX 

	Based on another collaboration client (specify in comments)
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Comments: 


2) Is the program used within collaboration tools?  (Check all the boxes that apply)

	 FORMCHECKBOX 

	DCTS

	 FORMCHECKBOX 

	IVS

	 FORMCHECKBOX 

	Web-based collaboration

	 FORMCHECKBOX 

	Other collaboration client-based use (specify in comments)

	 FORMCHECKBOX 

	Program-unique collaboration methodology used (specify in comments)
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Comments: 


3) Does the program perform a risk analysis algorithm (and does that include your own force mix)?  (Check all the boxes that apply)

	 FORMCHECKBOX 

	None

	 FORMCHECKBOX 

	Intel

	 FORMCHECKBOX 

	Threat

	 FORMCHECKBOX 

	Own force

	 FORMCHECKBOX 

	Other (specify in comments)
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Comments:  


4) Does the C2 system issue commands to forces and/or issue force orders? (Check all the boxes that apply)

	 FORMCHECKBOX 

	Issues force commands to forces  (specify in comments)

	 FORMCHECKBOX 

	Issues force orders  (specify in comments)
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Comments and System Type: 


5) Does the program/initiative receive orders and execute them? 

	 FORMCHECKBOX 

	No

	 FORMCHECKBOX 

	Yes, specify systems received from below.

	 FORMCHECKBOX 

	Yes, executed within C2 program to provide functionality.  (specify in comments)_
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Comments and System:  


6) Does the C2 system have access to Operational Plans (OPORD) and contingency plans such that a particular scenario or course of action can be evaluated and executed?  (Check all the boxes that apply)

	OPORDS 
	 FORMCHECKBOX 
 Evaluation     FORMCHECKBOX 
Execution

	COOP 
	 FORMCHECKBOX 
 Evaluation     FORMCHECKBOX 
Execution

	CoA 
	 FORMCHECKBOX 
 Evaluation     FORMCHECKBOX 
Execution
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Comments: 


7) Would you characterize the program/initiative as a C2 system or a fire control system?  (Check all the boxes that apply)

	 FORMCHECKBOX 

	C2 system

	 FORMCHECKBOX 

	Fire control system

	 FORMCHECKBOX 

	Integrated C2 and fire control system

	 FORMCHECKBOX 

	Program includes own sensors

	 FORMCHECKBOX 

	Program includes own communications or networking
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Comments: 


8) Is the program part of a Family of Systems (FoS) (e.g., GCCS-A, GCCS-M)?

	 FORMCHECKBOX 

	No

	 FORMCHECKBOX 

	Yes, specify below.


a) If you answered “Yes” to Question 8, how interoperable is this system today with the other FoS members?  FORMDROPDOWN 
%  (Select 0–25, 25–50, 50–75, and 75–100).
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Comments and Family of Systems: 


9) Is the program part of an overarching System of Systems (e.g., DCGS-A working with GCCS-A)?

	 FORMCHECKBOX 

	No

	 FORMCHECKBOX 

	Yes, specify below.


a) If you answered “Yes” to Question 9, how interoperable is this system today? 
 FORMDROPDOWN 
%  (Select 0–25, 25–50, 50–75, and 75–100).
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Comments and System of Systems: 


10)  Is the system/initiative a service variant system?  (e.g., JSIPS-N, JSIPS-AF)

	 FORMCHECKBOX 

	No

	 FORMCHECKBOX 

	Yes, specify below.


a) If you answered “Yes” to Question 10, how common is this system with the other service variants?  FORMDROPDOWN 
%  (Select 0–25, 25–50, 50–75, and 75–100).
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Comments and Service Variant System: 


11) What C2 level of command does the program/initiative support?  (Check all the boxes that apply)

	 FORMCHECKBOX 

	Presidential decisions

	 FORMCHECKBOX 

	Nuclear

	 FORMCHECKBOX 

	Strategic

	 FORMCHECKBOX 

	National, specify below.

	 FORMCHECKBOX 

	Theater

	 FORMCHECKBOX 

	Operational

	 FORMCHECKBOX 

	Tactical

	 FORMCHECKBOX 

	Unit, specify below.
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Comments and Specifics on Level: 


Appendix

Appendix A. Net-Centric Attributes

	Title
	Description
	Metric
	Source

	Internet Protocol (IP)
	Data packets routed across network, not switched via dedicated circuits
	IP as the Convergence Layer

Net-Centric Operations and Warfare Reference Model (NCOW RM), Technical View compliant with Joint Technical Architecture (JTA)
	NCOW RM, GIG Arch v2, IPv6 Memos (9 Jun 03 and 29 Sep 03), JTA Memo, Nov 24, ’03   JTA v6.0

	Secure and available communications
	Encrypted initially for core network; goal is edge-to-edge encryption and hardened against denial of service
	Black Transport Layer

Transformational Communications Architecture (TCA) compliance; Technical View compliant with JTA
	TCA;

IA Component of Assured GIG Architecture;

JTA Memo, Nov 24, ’03   JTA v6.0

	Only handle information once (OHIO)
	Data posted by authoritative sources and visible, available, usable to accelerate decision making
	Reuse of existing data repositories
	Community of interest policy (TBD)

	Post in parallel
	Business process owners make their data available on the net as soon as it is created 
	Data tagged and posted before processing

NCOW RM,

Technical View compliant with JTA
	NCOW RM, DoD Net-Centric Data Strategy (May 9, ‘03)

JTA Memo, Nov 24, ’03  JTA v6.0

	Smart pull (vice smart push)
	Applications encourage discovery; users can pull data directly from the net or use value-added discovery services
	Data stored in public space and advertised (tagged) for discovery

NCOW RM,

Technical View compliant with JTA 
	NCOW RM;  DoD Net-Centric Data Strategy (May 9, ‘03);  JTA Memo  Nov 23, ’03   JTA v6.0

	Data centric
	Data separate from applications; apps talk to each other by posting data
	Metadata registered in DoD Metadata Registry

NCOW RM,

Technical View compliant with JTA
	NCOW RM; DoD Net-Centric Data Strategy (9 May 03); JTA Memo, Nov 24, ‘03  JTA v6.0

	Application diversity
	Users can pull multiple apps to access same data or choose same app (e.g., for collaboration)
	Apps posted to net and tagged for discovery

NCOW RM, Technical View compliant with JTA
	NCOW RM; JTA Memo, Nov 24, ‘03  JTA v6.0

	Assured Sharing
	Trusted accessibility to net resources (data, services, apps, people, collaborative environment, etc.) 
	Access assured for authorized users; denied for unauthorized users
	Security/IA policy Nov 21, ’03);

IA Component of Assured GIG Architecture; JTA Memo, Nov 24, ‘03  JTA v6.0

	Quality of service
	Data timeliness, accuracy, completeness, integrity, and ease of use
	Net-ready key performance parameter
	Service level agreements (TBD);

JTA Memo, Nov 24, ‘03  JTA v6.0


Appendix B.  Web Site References

1. Net-Centric Program Reviews: https://pais.osd.mil/documents.nsf
2. CJCSI 3170.01C—Joint Capabilities Integration and Development System (JCIDS): http://www.dtic.mil/cjcs_directives/cdata/unlimit/3170_01.pdf
3. CJCSI 6212.01C—Interoperability and Supportability of Information for Net-Ready Key Performance Parameters: http://www.dtic.mil/cjcs_directives/cdata/unlimit/6212_01.pdf
4. DoD Architecture Framework: http://www.defenselink.mil/nii/org/cio/i3/AWG_Digital_Library/pdfdocs/fw.pdf
5. DoD Directive 8500.1—Information Assurance: http://www.dtic.mil/whs/directives/corres/pdf/d85001_102402/d85001p.pdf
6. DoD Instruction 8500.2—Information Assurance (IA) Implementation:  http://www.dtic.mil/whs/directives/corres/pdf/i85002_020603/i85002p.pdf
7. DoD Integrated Architectures & NCOW-RM:  https://disain.disa.mil/ncow.html
8. Internet Protocol Version 6 (IPv6): http://ipv6.disa.mil/
9. Joint Tactical Radio System (JTRS) Web Site:  http://jtrs.army.mil/
10. Global Information Grid (GIG) Bandwidth Expansion (BE) Web Site: http://www.disa.mil/ns/gig.html
11. Net-Centric ES: http://www.dtic.mil/cjcs_directives/cdata/unlimit/3170_01.pdf
12. Power to the Edge—Command and Control…” www.dodccrp.org
Appendix C.  Glossary
Application Service—The set of service offerings that provide a protected operational environment consisting of common hardware platforms, operating systems, and applications that will be used to host core enterprise services (CES) and CoI services.

Collaboration—Near-real-time human interaction supported by connectivity configurations while preserving security of multiple systems and sources across geographically dispersed sites and organizations.  Examples include Instant Messaging (IM), shared whiteboards, and video conferencing.  Provides timely, secure, and ubiquitous edge-user access, from any compliant platform on the net-centric enterprise infrastructure. 

Commercial Off-the-Shelf (COTS)—An item of hardware or software that has been produced by a commercial organization and is available for general purchase. 

Common Operating Environment (COE)—An integrated software infrastructure, which facilitates the migration and implementation of functional mission applications and integrated databases across information systems. The DII COE provides architecture principles, guidelines, and methodologies that assist in the development of mission application software by capitalizing on a thorough, cohesive set of infrastructure support services.  (DII Master Plan, V5.0, Nov 1996)

Core Enterprise Services (CES)—A collection of networked capabilities that enable DoD service providers. The CESs provide and manage the underlying capabilities to deliver content and value to end users. 

Data Asset—any entity that is composed of data.  For example, a database is a data asset that comprises data records.  In this document, "data asset" means system or application output files, databases, documents, or web pages.  "Data asset" also includes services that may be provided to access data from an application.  For example, a service that returns individual records from a database would be a data asset.  Similarly, a web site that returns data in response to specific queries (e.g., weather.com) would be a data asset.

Discovery—Discovery includes knowledge and data resource detection, and identification by consumers.

End-user—The final human user of information on the net. The user on the "edge" of the net. Not a system-to-system or B2B consumer of a service. 
Enterprise Service—A service intended for enterprisewide consumption. 
Enterprise Service Management (ESM) Service—The set of service offerings that provide the suite of operational processes, procedures, and technical capabilities needed to ensure that GIG Enterprise Services (GES) are up and running, accessible, and available to users, protected, and secure; that they are properly provisioned and operating and performing within agreed-upon parameters; that problems are proactively detected, isolated, and resolved with the minimum impact to the user; and that managers at all levels have access to a shared IT situational awareness.
GIG Enterprise Services (GES)—A collection of net-based capabilities for use in the DoD enterprise.  The GES is composed of the networks, the core services, and the community services combined. 

Global Information Grid (GIG)— The globally interconnected, end-to-end set of information capabilities, associated processes and personnel for collection, processing, storing, disseminating and managing information on demand to warfighters, policy makers and support personnel.  The GIG includes all owned and leased communications and computing systems and services, software (including applications), data, security services and other associated services necessary to achieve Information Superiority.  It also includes National Security Systems as defined in section 5142 of the Clinger-Cohen Act of 1996.  The GIG supports all Department of Defense, National Security and related Intelligence Community missions and functions (strategic, operational, tactical and business) in war and in peace.  The GIG provides capabilities from all operating locations (bases, posts, camps, stations, facilities, mobile platforms and deployed sites.)  The GIG provides interfaces to coalition, allied and non-DoD users and systems.

It includes any system, equipment, software or service that meets one or more of the following criteria: transmits information to, receives information from, routes information along or interchanges information among other equipment, software and services; provides retention, organization, visualization, information assurance or disposition of data, information and/or knowledge received from or transmitted o other equipment, software and services; processes data or information for user by other equipment, software or services.

Non-GIG Information Technology (IT) is stand-alone, self-contained or embedded IT that is not and will not be connected to the enterprise network.

Information Assurance (IA)—Information operations that protect and defend information and information systems by ensuring their availability, integrity, authentication, confidentiality, and non-repudiation. This includes providing for restoration of information systems by incorporating protection, detection, and reaction capabilities. (JP 1-02)
Loosely Coupled—Loosely coupled services, even if they use incompatible system technologies, can be 17 joined together on demand to create composite services. Participants must establish a shared framework to ensure that messages retain a consistent meaning across participating services. (louslycoupled.com) 

Mediation—A third-party capability that acts as a facilitator to assist in communication between two end-points. The end-points can be systems, applications, or users. The mediation capability can perform tasks such as assured delivery, rapid delivery, or translation of content, and auditability of interactions between the parties. Mediation is derived from concepts in the software field of Enterprise Application Integration (EAI).

Messaging—Provides the ability to exchange information securely among users or applications on the net-centric enterprise infrastructure (i.e., e-mail, DoD-unique message formats, secure instant messaging, notification and awareness services (publish/subscribe), and alerts. The creation, storage, exchange, and management of text, images, voice, telex, fax, e-mail, paging, and Electronic Data Interchange (EDI) over a net.

Net-Centric—A networked collection of capabilities that empower the edge user to pull the information they require, from any available source, with minimal latency, to support the mission at hand. 

Net-Centric Enterprise Services (NCES)—A DISA program to implement key enabling capabilities for a net-centric enterprise.  NCES will provide a common set of interoperable information capabilities in the Global Information Grid (GIG) to access, collect, process, store, disseminate, and manage information on demand for warfighters, policy makers, and support organizations.

Network Centric Warfare—An information-superiority-enabled concept of operations that generates increased combat power by networking sensors, decision makers, and shooters to achieve shared awareness, increased speed of command, higher tempo of operations, greater lethality, increased survivability, and a degree of self-synchronization. Network -centric warfare translates information superiority into combat power by effectively linking knowledgeable entities in the battlespace.

Service—A software system whose public interfaces and bindings are defined and described.  Its definition can be discovered by other software systems. These systems may then interact with the Web service in a manner prescribed by its definition, using structured messages conveyed by Internet protocols.  (Definition borrows from WC3)

Service Level Agreement (SLA)—An agreement between the provider of a service and the consumers of a service.  The agreement can outline service attributes such as monitoring and measurement mechanisms, performance metrics, compliance, remedies, and termination.
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