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APPENDIX E
CONTRACTS, LEGAL ISSUES, AND WAIVERS

The purpose of this appendix is to create awareness regarding contract and legal issues that may arise during procurement of Y2K compliant products.  Y2K legal issues are evolving, and as such the information contained in this appendix is neither authoritative nor directive.  For unlisted products, contracting officers are reminded to adhere to the provisions of FAR Parts 12 and 39.  Part 12 may be used to obtain a contract clause that includes repair and replacement of any defective unlisted products discovered within a reasonable period of time after acceptance if fitness for use is waived and not included in the offeror's commercial warranty for unlisted products.

Contracts should have references to the FAR Part 39 finalized in August 1997.  New contracts written after August 1997 must reference the FAR and allow purchase of Y2K compliant items only.  Modification of existing contracts to require Y2K compliance for IT and date chips is required before that contract can be used to procure information technology unless the required waivers have been obtained from ASD(C3I).  Existing contracts which do not reference FAR Part 39 but do contain language that requires the vendor to provide material that meets operation performance requirements beyond December 31, 1999, need not be modified to include the FAR Part 39 clause.

DoD Contracts should follow the guidance provided in the Federal Acquisition Regulations, 48 CFR Parts 39.002, that addresses Y2K compliance definitions and language.  All contracts will conform to the following principles:  

· The DoD will purchase only Y2K compliant products.  

· The DoD will use Y2K compliance language in contracts. 

· The DoD will issue work orders on all contracts for new products being purchased on existing contracts for products that fail to meet Y2K requirements.  

· Contracting offices will request contractors develop a Y2K compliance plan to upgrade their Y2K non-compliant products.  

E.1
Identification of Vendors

Prior to initiating renewals, extensions, or procurements, Components' contracting officers and or general counsels should locate and review the license agreements and long-term maintenance agreements relating to all third-party licensed software.  The Component will then contact appropriate vendors to request information as to Y2K compliance.

If an existing third party license agreement is accompanied by a long-term maintenance agreement surviving past 1 January 2000, the vendor may have an obligation to make its software Year 2000 compliant at the vendor's expense.  Contract officers and/or legal counsel will need to review the relevant renewable license and maintenance agreements in this regard, but until recently, many such agreements were silent as to the Year 2000 problem.  Components need to request in writing that maintenance vendors provide Y2K fixes.  Failure to do this may constitute a waiver by the customer of its right to seek reimbursement for the costs it incurs in making the changes itself.

Some software vendors may abandon hardware and/or software products rather than incur the cost of creating Year 2000 compliant upgrades.  Hardware vendors may also decide to abandon products in order to kill off a second-user market and force customers to upgrade to more expensive equipment.  A careful review of the relevant agreements with the vendor will then be necessary in order to determine the vendor's legal ability to force such a product switch.

E.2
Waivers

All mission critical and mission essential support procured products and services are required to be Y2K compliant.  This includes systems, software, hardware, firmware, embedded chip systems, and infrastructure equipment/supplies.  Waivers are required in cases where a mission critical or mission essential operation will continue to use non-Y2k compliant products beyond December 31, 1999, when date functions or date related data is used/processed.  Non-Y2K compliant products may only be obtained or continued to be used for mission critical and mission essential operation through a waiver of this requirement.  Waivers are not required for non-Y2K compliant applications or programs in which there is no time or date calculation, where year data exchange does not impede or interfere with the basic operation of the mission critical or mission essential system and those systems may be considered compliant.  Waiver requests are to be addressed to the OSD Y2K Oversight and Contingency Planning Office.  Waivers are being granted based upon the justification provided by the requester, with the following conditions:

All -Y2K non-compliant products will be replaced with Y2K compliant products, and the Y2K compliant products will be installed for every customer at no additional cost to the Government.

· Y2K compliant replacement products will be installed and tested for each customer no later than the close of the first quarter of calendar year 2000 unless a temporary fix is in place or where the product(s) have no impact on the execution of the mission.

· All customers will be advised that they are receiving a Y2K non-compliant product that will be replaced and tested at no additional cost to them no later than the first quarter of calendar year 2000.  If a temporary fix is in place customers will be notified when a permanent fix (full four-digit year representation) will be installed which must occur before January 1, 2002.  Exceptions to the January 1, 2002, requirement are systems, which cannot be changed, fixed or modified and have work-a-rounds in operation.

· The Product Manager will maintain a configuration control log that shows where these Y2K non-compliant products have been installed, and is responsible to orchestrate the replacement of non-compliant products by working with the appropriate contracting office or service agency to ensure that it is complete within the time specified above.

Waivers will not be considered for interface issues.  Interface issues must be resolved in a Memorandum of Agreement between interfacing system program offices.

Y2K compliance for DoD purposes include the compliance of all interfaces even if a contractor will not agree that its product will be compliant at all interfaces.

Waiver requests for systems (excluding infrastructure waivers) must contain the following information:

· The rational for why you feel a waiver is justified 9e.g.: cost, non-availability of products, legacy system due for immediate replacement, etc.)

· What has been done thus far and why you are prevented from becoming Y2K compliant

· How your contingency plans cover possible non functioning of the system(s) or program requesting a waiver

· What is testing plan(s) (past and future) for the contingency plan alternative(s)

· The number of interfaces with other mission critical systems (the program manager must be able to produce a complete listing of the interfaces upon request from OSD)

· If it is considered a legacy system, date of replacement is not to exceed January 1, 2002
· Waiver requests for infrastructure should include the following:

· The rationale for why you feel a waiver is justified (e.g.: cost, non-availability of products, etc.)

· Workarounds that will be implemented and tested results of workarounds

· If due to vendor(s), cite vendor and provide details

Program managers or contracting offices are to provide their Component Y2K point of contact and the OASD (C31) Y2K Oversight Office an anticipated date of compliance, and therefore when actual compliance is achieved for any product or system that is granted a waiver.

E.3 DISPOSAL OR REDISTRIBUTION OF Y2K VULNERABLE ITEMS

The disposal, including redistribution, of Y2K vulnerable items must be treated as part of the remediation process, not an afterthought.  Items that are to be disposed of, through whatever means, must retain identity of their Y2K vulnerability at the transaction point where they leave the transferring or disposing organization’s control (see figure E.3.1).  GSA Bulletin FPMR H-76 provides further information on the disposal of Biomedical Equipment.

· Property assessed for disposal through the Defense Reutilization and Marketing Service  (DRMS), known to be Y2K noncompliant, and having Safety/Health application, e.g., medical/patient equipment, or used in military weapons systems, e.g., Avionics, is considered Category 1 (CAT1) Defective.  Such property will be processed in accordance with DoD 4160.21-M.  The mutilation instructions, provided by the item manager, should also address any hazardous components contained in the property.  Generating activities having no mutilation capability may request assistance from the servicing DRMO on a reimbursable basis. 

· Property assessed as Y2K noncompliant but having no Safety/Health/Weapon application is considered Category 2 (CAT 2) defective. Such property will be processed in accordance with DoD 4160.21-M.  All documents associated with approved transfer of assets will alert the customers about the potential non-compliance and include a disclaimer statement.  Generating activities must clearly identify such property on the disposal turn-in document for processing by the DRMO.

· Because of the potential risk to patient care, biomedical equipment requires identification of Y2K compliance or noncompliance on the disposal turn-in document for processing through DRMS.

· Computers acquired by DoD components through the DoD IT redistribution process will be monitored for Y2K compliance.  Corrective action will be taken if the acquisition is not in Y2K compliant and in compliance with the organization’s architecture, strategic plans, or network interface. 
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Figure E.3-1 Generating Activity Y2K Decision Tree
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