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Acronyms

	ACERT
	Army Computer Emergency Response Team

	AFCERT
	Air Force Computer Emergency Response Team

	AFIWC
	Air Force Information Warfare Center

	AIS
	Automated Information System

	ANSI
	American National Standards Institute

	ASCII
	American Standard Code for Information Interchange

	ASD
	Assistant Secretary of Defense

	ASSIST
	Automated Systems Security Incident Support Team

	A & T
	Acquisition and Technology

	BIOS
	Basic input/output system

	BPR
	Business Process Reengineering

	C3I
	Command, Control, Communications, and Intelligence

	C4ISR
	Command, Control, Communications, Computers, Intelligence, Surveillance, and Reconnaissance

	CC
	Century indicator

	CEO
	Chief Executive Officer

	CERT
	Computer Emergency Response Team

	CFS
	Center for Standards

	CIAC
	Computer Incident Advisory Capability

	CINC
	Commander in Chief

	CIO
	Chief Information Officer

	COE
	Common Operating Environment

	COOP
	Continuity of Operations Plan

	COTS
	Commercial Off-the-Shelf

	CP
	Contingency Plan

	CPU
	Central Processing Unit

	DARPA
	Defense Advanced Research Projects Agency

	DASD
	Deputy Assistant Secretary of Defense

	DBMS
	Database Management Systems

	DDDS
	Defense Data Dictionary System

	DEPSECDEF
	Deputy Secretary of Defense

	DI
	Data Interchange

	DIA
	Defense Intelligence Agency

	DII
	Defense Information Infrastructure

	DISA
	Defense Information Systems Agency

	DIST
	Defense Integration Support Tools 

	DoD 
	Department of Defense

	DOD D 
	Department of Defense Directive

	DOS
	Disk Operating System

	DSB
	Defense Science Board

	DTIC
	Defense Technology Information Center

	EC
	Electronic Commerce

	EDI
	Electronic Data Interchange

	ELOC
	Executable Line of Code 

	FAR
	Federal Acquisition Regulations

	FIPS
	Federal Information Processing Standard

	GAO
	General Accounting Office

	GOTS
	Government Off-the-Shelf

	GPS
	Global Positioning System

	GSA
	General Services Administration

	HVAC
	Heating, Ventilation, and Air Conditioning

	HW
	Hardware

	ID
	Identification

	IA
	Acquisition Category

	IA&I
	Industrial Activities and Infrastructure

	I&S
	Intelligence & Security

	IAW
	Interface Assessment Workshop -or- in accordance with

	IC4I
	Integration for Command, Control, Communications, Computers Intelligence

	IEEE
	Institute for Electrical and Electronics Engineers

	IG
	Inspector General

	ISO
	International Organization for Standardization

	ISS
	Intelligence Systems Secretariat

	IT
	Information Technology

	IW
	Information Warfare

	JCS
	Joint Chiefs of Staff

	JITC
	Joint & Interoperability Test Command

	JS
	Joint Staff

	LAN
	Local Area Network

	LOC
	Lines of Code

	MIL-STD
	Military Standard

	MOA 
	Memorandum of Agreement  

	NIMA
	National Imaging and Mapping Agency

	NIST
	National Institute of Standards and Technology

	NRO
	National Reconnaissance Office

	NSA
	National Security Agency

	NSS
	National Security Systems

	O/S or OS
	Operating System

	OMB
	Office of Management and Budget

	OPEVALS
	Operational Evaluations

	OSD
	Office of the Secretary of Defense

	OSE
	Open System Environment

	PEO
	Program Execution Officer

	PM
	Program Manager

	POC
	Point of Contact

	PSA
	Principal Staff Assistants

	PUB
	Publication

	RAAD
	Rapid Architecture Application Development

	RAD
	Rapid Application Development

	RR
	Readiness Review

	RTC
	Remote Terminal Controllers

	SCR
	Software Change Request

	SLOC
	Source Line of Code

	STD
	Standard

	STSC
	Software Technology Support Center

	SW
	Software

	T&E
	Test and Evaluation

	TAFIM
	Technical Architecture Framework for Information Management

	TP
	Teleprocessing

	TTE
	Table Top Exercises

	USAF
	United States Air Force

	USD
	Under Secretary of Defense

	USMTF
	U.S. Message Text Format

	WAN
	Wide Area Network

	WWW
	World Wide Web

	Y2K
	Year 2000

	YER
	Y2K Event Review


Glossary

	Calendar Errors:
	Errors introduced by incorrect processing of date-related data.  Errors typically include failing to treat 2000 as a leap year and converting incorrectly between date representations. 

	Certified System:
	For purposes of this plan only, a certified system is a system that the system administrator has signed off on as Y2K compliant via the checklist in Appendix G.

	Completed:
	DoD Y2K Program Office: Fully certified by competent authority.

5th OMB Quarterly Report: The system has completed implementation and all Y2K work is done.

DoD Y2K Program Office interprets both definitions as being consistent.  The DoD definition is more restrictive in that it requires full certification by a competent authority. 

	Compliant:
	DoD Y2K Program Office: A “compliant” system’s dates are stored, manipulated (including, but not limited to calculating, comparing, and sequencing), exchanged, and displayed in a way that cannot be misinterpreted and that is not ambiguous.  A “compliant” system’s hardware and software products correctly process date and date related data individually and in combination in both the 20th and 21st Centuries.  Finally, a “compliant” system has no extended semantics, calendar errors, date overflow, or inconsistent semantics.

5Th OMB Quarterly Report: System will accurately process data through the century change.

DoD Y2K Program Office interprets both definitions as being consistent.  The DoD definition is expanded to specifically address hardware and software products as well as system functions in both the 20th and 21st Centuries.

	Contingency Plan:
	Is a plan for responding to an event of unknown or variable probability.  A Y2K Contingency Plan is a plan for responding to the loss or unacceptable degradation of system use due to Y2k-related disruptions to the application software, database, operating system, network, infrastructure or environment.  Y2K contingency plans are normally developed in conjunction with a risk management process.

	Continuity of Operations Plans:
	Are higher level plans designed to assure the capability to perform a mission or function despite disruptions to supporting systems.  A Y2k Continuity of Operations Plan should be prepared at the DoD Component Level and at major elements as directed by the components.  Each Continuity of Operations Plan should include Contingency Plan data from the relevant mission critical and mission essential systems supporting the mission or function of the component or element.  The Continuity of Operations Plan should include a process for determining the workarounds to be employed when critical systems are not available as well as a procedure for allocating resources to respond to the disrupted systems.

	Conversion:
	The process of making changes to databases or source code.

	Database:
	An aggregation of data; a file consisting of a number of records or tables, together with a collection of operations that facilitate searching, sorting, recombination, and similar operations.

	Data Overflow:
	Many software products represent dates internally as a base date/time plus an offset in days, seconds, or microseconds since that base date/time.  Hardware integers holding the offset value can overflow past the maximum corresponding date—an event that may lead to undefined behaviors. 

	Date Compliant Systems:
	Systems whose functionality or performance is not affected by the occurrence of particular date up to and including the terminal date.

	Date Sensitive Systems:
	Systems whose functionality or performance may be affected by the occurrence of dates prior to a terminal date.

	Defense Integration Support Tools (Dist):
	A tool set developed by Defense Information Systems Agency (DISA) to support the DoD -wide information management requirement and provide a migration planning and assessment decision support capability (as of February 1998 the DIST was no longer the tool to be used for tracking Y2K progress.).

	DoD Enterprise:
	Multiple DoD system architectures, which encompasses multiple DoD missions or functional data flows.

	End-To-End Process/ Functional Flow:
	A complete flow of data through a set of interconnected systems that performs a core business process, function or mission.  Data flow begins with the initial input of data (external input) to the first system from a user/customer and ends with the 1) final receipt of information (output) in the final destination system, 2) receipt of output by user/customer.  (generically termed as external output). 

	Enhancement:
	New function added to an existing system to meet new or revised requirements.  

	Executable Lines of Code (ELOC):
	Source lines of code minus comments, white-space, and data declarations.  The unit of measure used in costing models to capture the effort to create the functional portion of a software program.  Used to cost out the effort to develop the functionality.

	Extended Semantics:
	In general, specific values for a date field are reserved for special interpretation.  The most common example is interpreting “99” in a 2-digit year field as an indefinite end date, i.e., “does not expire.”  Another is embedding a date value in a non-date data element. 

	External Interfaces:
	Interfaces that are outside of the component (i.e., other DoD, Federal, State, and Local Government, Private Sector, Foreign Government, and Foreign Private).

	Implementation Complete:
	DoD Y2K Program Office: The system has been tested for compliance and has been integrated into the system environment where the agency performs its routine information processing activities.

5th OMB Quarterly Report: System has been tested for compliance and has been integrated into the system environment where the agency performs its routine information processing activities.

No difference.

	Inconsistent Semantics:
	When the software on each side of an interface assumes semantics of data passed that do not agree.  Software must make same century assumptions about 2-digit years. 


	Independent:
Integration:
	Refers to an organization or agency that is technically qualified,

yet is autonomous from the system or software development and/or maintenance organization.
Two or more software applications that must run on the same physical processor(s) and under the same operating system. 

	Integration Testing:
	Testing to determine that the related information system components perform to specification.

	Interface:
	A boundary across which two systems communicate.  An interface might be a hardware connector used to link to other devices, or it might be a convention used to allow communication between two software systems.  This is to include interfaces internal to the system, its applications and programs, to other internal or external systems.

	Internal Interfaces:
	Interfaces that are within the component (i.e., different commands, different offices).

	Interoperability:
	 (1) The ability of two or more systems or components to exchange data and use information (IEEE STD 610.12).  (2) The ability of two or more systems to exchange information and to mutually use the information that has been exchanged.

	Legacy System:
	An existing automated information system (AIS) or application that will be replaced in whole or part by a migration system.

	Line of Code:
	A single computer program command, declaration, or instruction.  Program size is often measured in lines of code.

	Masking:
	Intercepting Y2K problems rather than employing true data field expansion and fixes.

	Migration System:
	An existing automated information system (AIS) or application, or a planned and approved AIS or application, that has been officially designated as the single AIS or application to support standard processes for a function.

	Mission Critical Systems include those systems:

· Defined By The Clinger/Cohen Act As National Security Systems (NSS) (Intelligence Activities; Cryptologic Activities Related To National Security; Command And Control Of Military Forces, Integral To A Weapon Or Weapon System; Systems Critical To Direct Fulfillment Of Military Or Intelligence Missions).

· The Military Departments, CINCs, and Defense Agencies will be responsible for ensuring that effective October 1, 1998:

· The list of mission-critical systems under his or her respective purview is accurately reported in the DoD Y2K database, with each change in mission-critical designation reported and explained within one month of the change to the OASD(C3I).

· Identified by the CINCs which, if not functional, would preclude the CINC from conducting missions across the full spectrum of operations including: 

· Nuclear

· Readiness (to include personnel management critical to readiness)

· Transportation 

· Sustainment

· Modernization

· Surveillance/Reconnaissance

· Financial

· Security

· Safety

· Health

· Information Warfare

· Information Security 

· Required to perform Department-level and Component-level core functions.

	Module:
	A sub-element of a software program

	Multi-Thread Testing:
	Numerous functional flow tests comprising a more complete trace of the information required for multiple aspects of a mission.  Multi-thread testing can begin with a single input, which drives multiple functional flows (segments) to numerous destination systems, or multiple initial inputs, which end a single destination system.

	Object code:
	The machine code generated by a source code language processor such as an assembler or compiler.  A file of object code may be immediately executable or it may require linking with other object code files, e.g., libraries, to produce a complete executable program.

	Operational Environment:
	The systems and architectures that are in-place or will be in-place on 1 January 2000. 

	Operational Testing:
	Testing performed by the end user on software in its normal operating environment.

	Parallel processing:
	The simultaneous use of more than one computer to solve a problem.

	Regression testing:
	Selective retesting to detect faults introduced during modification of a system.

	Renovation complete:
	DoD Y2K Program Office: The necessary changes to a system’s databases and or software have been made.

5th OMB Quarterly Report: Necessary changes to a system’s databases and/or software have been made.

No difference.   

	Reverse software engineering:
	Extracting latent design information from legacy source code, often with the aid of expert systems or tools.

	Risk assessment:
	A continuous process performed during all phases of system development to provide an estimate of the damage, loss, or harm that could result from a failure to successfully develop individual system components.

	Risk Management:
	A management approach designed to reduce risks inherent to system development.  It Is a key tenant in developing contingency plans.  Risk Management is the application of Operational Risk Management (ORM) principles, which includes the following :

	· Perform risk analysis.

· Perform risk assessment.

· Balance potential disruptions against the costs of reducing eliminating vulnerabilities.

· Establish appropriate controls to reduce risk.

	Segment:
	A logically selected set of interconnected systems that form a portion of an end-to-end data flow.  Interfaces between adjoining segments within an end-to-end data flow must be explicitly verified.

	Software Maintenance:
	Any work performed on a software system after it enters implementation.

	Software 
Re-engineering:
	Converting an aging application into a modern, well-structured application, often using a new coding language and or data base, and supported by re-engineering tools.

	System Architecture:
	The structure and relationships among the components of a system.  The system architecture may also include the system’s interface with its operational environment.  The structure combines computing hardware, operating systems, equipment, executive software, third party software, application software, databases, etc. that together support a functional area. 

	System testing:
	Testing to determine that the results generated by the enterprise’s information systems and their components are accurate and the systems perform to specification.

	Terminal date:
	A final date for date sensitivity consideration and beyond which other difficulties may arise.   March 1, 2101 is a date considered to encompass all established rules for calculation of dates and calendar events.

	Test facility:
	A computer system isolated from the production environment dedicated to the testing and validation of applications and systems components.

	Thin Thread testing:
	A complete trace (end-to-end) of data/ messages using a minimally representative sample of external input data transformed through an interconnected set of systems (architecture) to produce a minimally representative sample of external output data.  The execution of a thin thread demonstrates a method to perform a specified function.

	Trusted System:

Unit testing:
	Systems that process dates but cannot be taken operationally off-line without potentially causing adverse impact to safety, security, and real world operations.
Testing to determine that individual program modules perform to specification.

	Validation:
	The process of evaluating a system or component during or at the end of the development process to determine whether it satisfies specified requirements.

	Year 2000 compliant:
	Information systems able to accurately process date data--including, but not limited to, calculating, comparing, and sequencing--from, into, and between the twentieth and twenty-first centuries, including leap year calculations.



H-7

