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What is Y2K?

Background

Y2K is shorthand for the potential of computer operating systems, software programs and microchips to malfunction on January 1, 2000.  Without being repaired or replaced, many of these information technology components may misread the century change as 1900 instead of 2000. Such an error can cause systems to provide inaccurate information or shut down all together. 

Impact

During the past 30 years, information technology has become an integral part of how we live and work. Such basics as food supplies, water, power, and health care are all, in part, delivered through computer technology. Computers also help manage transportation, communications and financial services. Even some of the appliances and entertainment systems in our homes rely on microchips.  The Department of Defense is the largest user of information technology in the federal government with more than 1.5 million computers and 28,000 computer systems.

The Challenge

Computer programs contain millions of lines of code. To fix the problem, programmers have to locate those lines containing a time/date/year sequence and reprogram the individual lines. 

Microchips are also vulnerable to the Y2K bug and exist in almost all appliance, product and equipment items that use electronic technology (e.g., cash registers, VCRs, elevators, gas pumps). Some microchips use a time/date/year sequence that, if not able to recognize year 2000, could cause items to fail.

The problem is further complicated because information systems seldom operate alone. Our food supply system is a prime example. Farmers, food processors, transportation companies, distributors, wholesalers and retailers all use information technology to get food from farm to fork. If one part of the system fails -- from the small microchip to the big computer server -- the entire system is potentially shut down.

Y2K Compliant:

When a piece of hardware, software, or a microchip is described as Y2K compliant, it means it is certified as being able continue working through the year 2000 date without any disruption or degradation in its performance. To earn this certification, a system must pass a five-step process being used both in government and throughout business and industry in the United States. These steps are find, fix, test, verify and install. 

Y2K History 

In the 1950s, when computer-programming language was being developed, information storage was limited and expensive. To save time and money, programmers chose to indicate the year with only two digits. For example the year 1957 was designated only as "57." That's why computer systems may read the century change as "00" and may not know which century it is.

Computer scientists recognized the problem almost 40 years ago, but wrongly believed that the technology of the 1960s would no longer be in use by the year 2000. 

It wasn't until 1996, at the urging of New York Senator Daniel Patrick Moynihan, that Congress sounded the alarm, producing its first report on the Y2K problem and establishing a commission to study its potential impact.

In February 1998, President Clinton issued Executive Order 13073, "Year 2000 Conversion," which required all federal agencies to fix the Y2K problem in their systems. 

In June 1998, DoD named a director of Y2K Oversight and Contingency Planning to coordinate Y2K fixes throughout the services and defense agencies.

January 1, 2000 -- All systems go?

Key Y2K Dates

July 1, 1999 - Many public and private organizations, as well as 46 state governments, enter Fiscal Year 2000. 

August 22, 1999 - The atomic clocks inside Global Positioning System (GPS) satellites will be reset at midnight. The GPS satellite network allows planes, trains and ships to navigate. On-board GPS receivers must be updated in order to continue receiving signals. 

September 9, 1999 - There is some concern that the 9th day of the 9th month of 1999 could be represented in some programs and computers as 9999. In computer programming language, 9999 is often used to tell the computer that is the end of the input. If that's how the computer reads the date, it will bring the system to a halt. 

October 1, 1999 - Start of Fiscal Year 2000 for the federal government. 

January 1, 2000 - The main event. Nuisance or major problems? 

February 29, 2000 - Disruptions could occur again if systems have not been told that 2000 is a leap year.

International Issues

Just as Y2K repair efforts in the United States vary from state to state, so too do they from one foreign nation to the next. What all experts agree on, however, is the United States is far ahead in its Y2K efforts than any other country. 

Y2K problems in foreign countries are no different than those in the United States, affecting such key industries as banking, travel, transportation, utilities, consumer products and government services.  What is different is that most foreign countries did not begin Y2K repair efforts until late in 1998 or early this year. This late start increases the potential for disruption of services. 

The highest level of Y2K preparedness is in Western Europe. The lowest level of preparedness is in Eastern Europe, Russia, Latin America, the Middle East, Africa, China and several other Asian countries. 

The largest institutions in foreign countries, particularly those in the banking and finance industries, have made the most progress. 

Almost all nations have not adequately addressed the problem of embedded microprocessor chips and will not have time to do so before the year 2000 arrives. Regional as well as global linkages in telecommunications, financial systems, air transportation, manufacturing and power systems means that no foreign nation is immune to Y2K failures. 

DoD, along with U.S. military installations worldwide are working with host nations to minimize the impact of Y2K on military communities. In addition, several groups are working with host nation governments to help resolve existing concerns before the end of the year. 

These include: 

· The International Inter-Agency working group, co-chaired by DoD and the U.S. State Department 

· The NATO Consultation and Control Board 

· The Allied Year 2000 Cooperation Committee, a group formed to detail procedures that host nations need to follow and to ensure countries meet all Y2K standards. 

Additionally, the President's Council on Y2K Conversion has begun an information sharing campaign to help foreign nations speed up their Y2K repair progress. 

Because of the complexity of the Y2K problem, as well as the late start by many countries, there is often little information available about a particular nation's Y2K repair progress. However, a good place to begin is to check your installation web site, as well as those of the host nation. The below listed sites contain links to many country sites and international organizations. 

· U.S State Department Y2K Information 

· U.S. Information Agency 

· Testimony of Lawrence K. Gershwin, National Intelligence Officer for Science and Technology

Emergency Preparedness

Individual Preparedness  

Emergency management experts are advising that everyone treat the change from December 31, 1999 to January 1, 2000 as you would a major winter storm and take the following steps: 

1. Don't panic. Panic will only result in hoarding of goods and create the types of shortages government and industry leaders are trying to prevent.  

2. Buy only what you need to get you through one to three days, such as bottled water and nonperishable foods. Don't wait until the last few days of December to stock up.  

3. Only take enough cash out of the bank to get you through the weekend, perhaps an extra $50-100 more than you usually do.  

4. Keep at least half a tank of gas in your car. The same applies to home heating oil.  

5. If possible, make sure you refill any regularly used prescription drugs prior to the end of December.  

6. If you purchase an alternative heating devices, make sure they are approved for use indoors and are listed with the Underwriter's Laboratories (UL).  

7. Have plenty of flashlights and extra batteries on hand. Don't use candles for emergency lighting.  

8. Examine your smoke alarms now. If they are wired into your home's electrical system, check to see if they have battery back-ups.  

9. Maintain a separate list of emergency numbers for the police, fire department and ambulance services, just in case 911 systems are temporarily out of service.  

10. Be sure to have one phone available that does not rely on electric power.

11. While regular phone service can operate without electricity, cordless phones may not. If you have a wireless phone, have extra batteries on hand.  

12. Make sure you have a battery-operated radio or television to keep current on local efforts to solve any Y2K problems.  

13. Become involved and become an advocate in your neighborhood and community. Knowing what is being done locally to address and fix potential Y2K problems will help ease concerns and gives you a good idea of what to expect as the millennium approaches. 

To see how you can get involved in your community check out the following sites: 

Federal Government's Community Guide to Y2K (http://www.itpolicy.gsa.gov/mks/yr2000/community/community.htm)

Y2K Community Conversations (http://www.y2k.gov/community/)

Panic

Panicked consumers who hoard cash, food, medicine and gasoline could create more severe social and economic problems than any technological failures resulting from the Year 2000 computer glitch, industry and political leaders increasingly fear." 

If you've paid any attention at all to the news this year, and especially if you've surfed the Internet, then you know the "Chicken Little" theme is alive and well in the world of Y2K. 

Reports from news organizations and Internet sites can be as confusing as the Y2K bug itself. Some survivalists are overplaying the doomsday scenarios. Others have downplayed the event as a hoax designed to sell information technology equipment. And many web sites are so full of technological jargon they defy understanding and promote confusion about what will actually happen on January 1, 2000. Rumors also are abundant, ranging from the ridiculous to the paranoid.  For answers to some of the most common rumors, check out "Y2K Rumors" 

While no one can predict with absolute accuracy the extent Y2K will disrupt services come January 1, 2000, the advice from senior government leaders is to treat Y2K as if you were preparing for a major winter storm. (See the Emergency Preparedness section for what steps you should take to prepare as January 1, 2000 approaches). 

Precaution, not panic, is the key. 

Know what Y2K is and how it affects you, both at work and at home. Just like "Chicken Little," spreading fear and panic amongst his friends, the worst thing Americans can do is overreact to what may or may not happen because of Y2K. We have all experienced technology problems throughout our inaccessible for a couple hours; a storm knocks out electricity for an hour, sometimes even for a day or two; electronic payment systems at department stores go down for a day.  Try making a long distance call on Mother's Day or Christmas and you'll likely get a message saying all circuits are busy.  These are the types of inconveniences senior government leaders are predicting ­ not catastrophic failures ­ just temporary disruption of services. Being informed with timely, accurate information, and not acting as if "the sky is falling," is the best defense against any potential Y2K failures. How do you stay informed? First check out this site and then go to the Related Sites section for links to other sites that provide accurate and current information on a broad range of Y2K issues.

"There are things that can spawn panic and panic doesn't help preparation.  We need to prepare, not panic." Senator Gordon Smith, Special Committee on the Year 2000 Technology Problem

The Effects of Y2K on You

Pay

Background

The Defense Finance and Accounting Service (DFAS) processes a monthly average of 9.8 million payments to DoD personnel, 12 million commercial invoices, 450,000 travel vouchers/settlements, 500,000 savings bond issuances, and 120,000 transportation bills of lading. Average monthly disbursements total approximately $22 billion.  

DFAS transfers payroll data to the Federal Reserve, which relies on its computer systems to then transmit the data to the approximately 800 banks with which DoD does business.

Status READY
All DFAS payroll systems are capable of accurately reading the Year 2000 date. These include systems that cover: 

· Active duty and reserve basic pay and all entitlements (housing allowances, COLA, etc.) 

· DoD civilian pay 

· Military retiree and annuitant pay 

The Office of Personnel Management (OPM) pays civilian retirees.  OPM reports that its payroll systems are 100 percent Y2K compliant. 

DFAS and the Federal Reserve have successfully tested electronic transfer of funds.  DFAS will have an extra stockpile of checks that can be mailed out if individual banks cannot post electronic deposits.  

The National Finance Center reports that all Thrift Savings Plan systems have been modified to recognize the Year 2000.

Status CAUTION
Banks must be able to process payroll data. At this point DFAS can only guarantee successful transfer of payroll data to the Federal Reserve.  

Extensive testing is under way on the systems that perform transfers to the Federal Reserve, and on to stateside banks, overseas DoD credit unions, and NationsBank, the defense contractor that provides banking services to all overseas personnel.

Bottom Line

The Year 2000 computer problem will not prevent DoD from paying service members, civilian employees and retirees.

What You Should Do . . .

Check with your bank to see if its computer systems have been repaired to handle the Year 2000 date. 

Don't wait until December to change allotments and addresses or set up new accounts. 

The American Red Cross recommends keeping a small amount of extra cash on hand in case automatic teller machines are temporarily affected. January 1, 2000 will fall on a three-day holiday weekend. If problems do occur, banks may not be able to fix them until the following workweek..

Healthcare

Background

The military health care system provides direct medical care for U.S. military forces and their family members. The system includes more than 500 separate facilities ranging from hospitals and clinics to research institutes and medical headquarters.  

Twelve systems have been identified as mission-critical to the military health care system. A system is mission-critical if it has a direct impact on the delivery of health care. For example, patient administration systems that perform admission, appointments and TRICARE enrollment are mission critical.  

Biomedical equipment that may be affected by Y2K includes items ranging from CAT scan and magnetic resonance imaging equipment to laboratory instruments with imbedded chips. There are about 365,000 items of biomedical equipment in the military health care system.  

Personal medical records of active duty military and their family members are not yet kept electronically. Today, this personal medical information is printed and stored in individual "paper copy" medical files. However, some medical information is kept electronically. For example, the Defense Enrollment Eligibility Reporting System (DEERS) maintains information regarding TRICARE enrollments and anthrax immunization records.

Status READY
All twelve mission-critical health care systems are Y2K compliant.  

Patient Administration Systems are those systems that perform admission, appointments and TRICARE enrollment. They were certified as Y2K compliant on March 31, 1999. 

The Defense Enrollment Eligibility Reporting System (DEERS) is fully Y2K compliant. DEERS contains data on all military and civilian personnel and is used, for example, to check eligibility for medical care.  

Benefits will not be interrupted for anyone eligible for military medical benefits, whether directly in a military medical facility or through TRICARE or CHAMPUS.  

The system used to manage blood products, the Defense Blood Standard System, was certified Year 2000 compliant and received FDA approval in September 1998. This approved system has been implemented at all Department of Defense blood centers.  

The military pharmacy systems used to process and fill prescriptions are Y2K compliant (see other pharmacy services).  

Ninety-nine percent of biomedical equipment is Y2K compliant. Biomedical equipment technicians have inventoried, assessed and compiled a database of over 350,000 individual pieces of biomedical equipment, such as CAT scan, X-ray and dialysis machines. In cases where manufacturers can neither confirm compliance nor provide updates, their equipment will be removed from service and replaced with Y2K-ready equipment.

Status CAUTION
Most of the managed care support contractors who deliver health care off base to

DoD beneficiaries have reported their systems are compliant. DoD Health Affairs is validating those claims with end-to-end testing. 

Pharmacy Services (other than military pharmacies):  

· TRICARE contractors are providing letters of assurance on Year 2000 compliance of their pharmaceutical systems.  

· The National Mail Order Pharmacy contractor has provided certification that their systems will be ready for the Year 2000.  

Emergency Services:  

· The equipment used in military emergency rooms, ambulances, and ambulance dispatch centers, as well as those of our TRICARE managed care support contractors is undergoing Y2K testing.  

· Hospital commanders are working with local emergency 911 services to ensure that emergency services will continue uninterrupted and are preparing detailed contingency plans in the event of a loss of community-provided 911 services.  

TRICARE claims processing systems are undergoing testing and the TRICARE contractors will provide letters of Y2K assurance upon completion of the testing. All of these systems will undergo end-to-end testing which will simulate the medical care process and allow the Department of Defense to verify that the systems will work together.

Bottom Line 

The Year 2000 computer bug will not affect DoD's ability to provide quality health care to service members and their families. 

Unfortunately, the medical community outside of DoD lags in its progress toward Y2K preparedness. Prime areas of Y2K concern include biomedical devices, rural and inner city hospitals, and health claims billing systems.

What You Should Do 

Check any biomedical equipment you may have at home, to ensure it is Year 2000 compliant.  We recommend that you contact the manufacturer directly or use a manufacturer-provided Web site to obtain additional information on how to make sure their equipment is Y2K compliant.  

Check your family members' anniversary date for enrollment in TRICARE. Re-enrollment will be automatic in all regions this summer, but check the date to ensure your family remains enrolled.

Make certain that your correct address is in the Defense Enrollment Eligibility Reporting System (DEERS) database. You can do this online by going to the TRICARE Web site, at www.tricare.osd.mil, click on TRICARE Beneficiary Information, then click on DEERS address change.

Life in DoD

Personnel Records

Background

Personnel records and data are maintained by the individual services and by the Defense Manpower Data Center (DMDC).  

The DMDC holdings make up the Defense Department's largest archive of personnel, manpower, training and financial data.  

Much of your personnel information is stored in digital files. Some important files are:  

· Defense Enrollment Eligibility Reporting System (DEERS) Files: Determine eligibility for medical benefits; commissary, theater and exchange privileges; and educational entitlements under the Montgomery GI Bill.  

· Active Duty Enlisted Career Tracking Files: Track the careers of active duty enlisted service members.  

· Civilian Personnel Data Files: Contain personal, employment, position, and compensation data on DoD civilians.  

· Individual Training History File: Contains a record for each formal military course successfully completed by the service member.  

Personal military medical records are not yet kept electronically. Today, all of your personal medical information is printed and stored in individual "paper copy" medical files.

Status READY
All data on military and civilian personnel in DEERS is safe. The DEERS system is Y2K compliant.  

Air Force and Marine Corps personnel systems are fixed. These systems handle every personnel action - from enlistment papers to promotion orders, from training records to awards, from reenlistment to changes of duty station.  

Systems that maintain data on DoD civilians are compliant.  

In the event of localized power failures, the DMDC maintains back-up copies of all records at another facility. 

DMDC already has contingency plans for some potential problems. For example, if communications at DMDC get cut off, installations will still be able to issue ID cards.

Status CAUTION
Army and Navy personnel systems are expected to be Y2K compliant by September 1999.  

The Real-time Atomated Personnel Identification System (RAPIDS), used for obtaining identification cards, will not be completely fixed and fielded until August 1999.

DMDC regularly exchanges data with a large array of agencies, both inside and outside DoD.  Some of these agencies may not be prepared for Y2K.

Bottom Line 

Personnel records and data are safe and will continue to be so. In the remote occurrence your record is affected by a Y2K error, the back-up copy maintained by the services and the information in the DMDC databases will allow for a quick correction of the problem. 

The computer systems which support personnel data and actions are numerous and extremely complex. It is unrealistic to expect there will be no Y2K problems.

What You Should Do

As always, make sure you have back-up copies of key personnel documents, such as promotion orders, awards, decorations and training certificates.

Personnel Actions

Background

Personnel actions are those routine actions that affect the lives of service members and civilian employees month in and month out throughout their careers. They include everything from assignments to re-enlistments, from awards to promotions, from discharges to retirements.

Status READY
Air Force, Marine Corps, and civilian personnel systems are Y2K ready. End-to-end testing is ongoing.

Status CAUTION
The Army and Navy are still repairing their personnel systems. Work is scheduled for completion by September 30, 1999.  

Personnel actions often trigger actions by other agencies. For example, promotions automatically prompt pay changes. The large number of interactions creates stress on personnel systems, which in turn complicates Y2K challenges. 

Some factors beyond the control of services, such as localized power failures, may disrupt personnel actions.

Bottom Line 

Starting on December 1, 1999, DoD may limit the number of personnel actions. Most routine actions could be accelerated, delayed or processed late. Among those included could be: 

· Re-enlistment and extensions 

· Recognition and awards 

· Separation 

· Retirement and discharges 

· Resignations 

· Promotions 

· Training 

· Travel 

· Transfers 

· Routine accessions

What You Should Do . . .

As always, make sure you have copies of key documents in your personnel file, such as promotion orders, awards, decorations and training certificates. 

If you know that important personnel actions on you are scheduled for the December-January time frame, check with your personnel servicing office to find out if any adjustments are needed.

Security Clearances

The Defense Security Service (DSS) provides security services for all DoD personnel and agencies.  DSS conducts more than 150,000 personnel security investigations each year. These investigations are used by DoD to determine an individual's suitability to enter the armed forces, to access classified information, or to hold a sensitive position within DoD.

Status READY
All existing security clearances stored at DSS are managed by Y2K compliant databases.  

DSS uses two systems for processing ongoing security investigations -- the

Defense Clearance and Investigation Index and the Case Control Management

System. Both systems are Y2K compliant and will not affect ongoing checks.

Security clearance requests are primarily processed with the Electronic Personnel Security Questionnaire (EPSQ). EPSQ is Y2K compliant.
Status CAUTION
Older versions of EPSQ will not accurately recognize the leap-year day of February 29, 2000. DSS released a new Windows version of EPSQ in May that will correct the problem. Security clearance requests will not be able to be processed without the software upgrade.
Bottom Line 

Y2K will not impact the Defense Security Service's ability to process security investigations or maintain existing records and clearances.

What You Should Do

Security officers should ensure they have converted previous versions of EPSQ to the Windows version released by DSS in May.

Reserve/National Guard

Background

Today's Guard and Reserve number approximately 1.5 million service members spread out over 50 states and four territories. Protecting personnel systems and maintaining the ability to conduct call-up of forces or mobilization within states is critical to security and the national military strategy.

Reserve and National Guard forces are routinely used in support to civil authorities during times of need.

Status READY
Personnel and mobilization systems for the Army, Air Force, Naval and Marine Corps Reserve are Y2K compliant.  

Both Army and Air National Guard personnel and mobilization systems have been repaired. Testing will continue throughout the summer.  The National Guard Bureau will conduct a nation-wide communications exercise this summer. The exercise will test the Guard's high frequency back-up communication system. Such a system would be needed if others fail because of Y2K problems.

Status CAUTION
The Navy is working to repair a personnel system that interconnects with Naval

Reserve systems. Repairs are scheduled by September 30, 1999.

Bottom Line 

Reserve and National Guard personnel and mobilization systems are safe and are expected to function properly into the Year 2000.

What You Should Do

Maintain a paper back-up copy of key personal records, such as training, pay, promotions and assignments.

Exchange Services

Background 

The Army and Air Force Exchange Service (AAFES) operates 10, 878 facilities worldwide. These include 1,423 retail facilities and 218 military clothing stores on installations. Other AAFES operations include fast-food franchises, theaters, vending centers and Class Six stores. 

The Navy Exchange Command (NEXCOM) operates 114 Navy Exchanges and 123 Navy Exchange uniform stores. It also operates and manages the Ships Stores Program, providing a basic selection of merchandise for those at sea.
Status READY
All AAFES mainframe systems were tested and certified compliant as of March 31, 1999. The AAFES cash register system has been fully certified as well.

All NEXCOM information systems will be Y2K compliant by the end of summer 1999. The cash register system has been fully certified. 

Credit card processing systems are successfully completing transactions with cards that have a year 2000 expiration date and beyond. If problems do arise, credit cards will be accepted the old-fashioned way -- with a sales slip and phone in authorization.  

Price control systems have been fixed and are fully operational. If scanners should fail, merchandise can still be identified by department and price.  

AAFES buyers have been working with suppliers for more than two years to ensure exchanges remain fully stocked during December and into January. NEXCOM is coordinating delivery of extra basic stock items during the last two weeks of December in case the supply system is affected by Y2K.  

The AAFES Deferred Payment Plan has been fixed and is fully operational.

Status CAUTION
Information technology used to run AAFES facilities are currently 96 percent compliant, and safety systems, such as fire and burglary alarms, are 85 percent compliant.  

Although limited brownouts may occur at some installations, no long-term interruptions in power supply are expected.

Bottom Line 

Overall, AAFES and NEXCOM have taken aggressive steps to meet Year 2000 challenges. Although not 100 percent compliant yet, both commands expect to meet customer needs without interruption as the year 2000 approaches and beyond.

What You Should Do . . . 

Plan ahead. If you expect to stock up on selected items in anticipation of the turn of the century, do so over a period of time. Buy items that have no age dates first, such as diapers and toiletries. Then follow up with age dated items such as food and batteries as 2000 approaches.

Defense Commissary Agency

Background

The Defense Commissary Agency (DECA) operates 294 commissaries worldwide, providing complete line of groceries and household supplies. The commissaries service approximately 11 million customers, with a total annual sales of about $5.1 billion.

Status READY
Electronic payment (credit and debit cards) systems have been certified as Y2K compliant.  

Testing has demonstrated that all facets of the integrated product scanning system are Y2K compliant. DECA is working closely with private industry to ensure adequate supplies of goods during the December-January timeframe.  

All stores have back-up power sources to provide electricity, ensuring registers and electronic payment systems will continue to operate.

Status CAUTION
Systems that support ordering, receiving, shelf stock replacement, physical inventory and control operations have begun implementation. All systems are scheduled to be compliant by October 1999.  

Systems such as fire alarms, security devices, refrigeration monitoring and telephone switches are currently being assessed and upgraded or replaced, as necessary.

Bottom Line 

DECA is taking all necessary steps to ensure customers receive uninterrupted service into the Year 2000.

What You Should Do . . . 

Plan your food purchases as you would for any major winter storm. Do no not hoard items.  Doing so will only create the shortages DECA is trying to prevent. 

Begin purchasing non-perishable food items well before December so you won't have to stock up at the last minute.

Movement of Household Goods and Vehicles

Background

DoD is the largest shipper of household goods in the world. The Military Traffic Management Command (MTMC) is the central DoD agency responsible for contracting, arranging for shipments and tracking movements of goods. Approximately 650,000 service members, family members and civilian employees are moved each year. The MTMC uses the Transportation Operational Personal Property Standard System (TOPS) to manage shipments.

Status READY
The TOPS system uses a new software program to plan, schedule, move and track household goods movements, unaccompanied baggage and DITY (Do It Yourself) moves. The new TOPS software has been certified as capable of accurately reading Year 2000 dates.  

The new TOPS software has undergone extensive testing both at the DoD level and at installation Property Shipping Offices. All new TOPS software was fielded worldwide in May 1999.  

All information technology used for shipping and tracking privately-owned vehicles (POVs) is Y2K compliant. A new, worldwide system was contracted out to American Auto Logistics, Inc., in November 1998.

Status CAUTION
Although DoD will be able to accurately track shipments, if Y2K problems occur in the nation's transportation systems, pick-up and delivery dates may be delayed.

Bottom Line

The Year 2000 computer problem will not affect MTMC's ability to track movement of household goods.

What You Should Do . . . 

As always, don't wait until the last minute. Start planning as soon as you are notified you will be moving. Call your Personal Property Shipping Office and make an appointment with a counselor to discuss your move.

Department of Defense Education Activity (DoDEA)

Background

DoD operates 231 schools both in the United States and 13 foreign nations, serving students from pre-kindergarten through high school. Approximately 115,000 students are enrolled in DoD schools each year. The schools are highly dependent on information technology, not only for managing personnel and student records, but within the classrooms themselves. More than 50,000 computers are maintained for student and personnel use.

Status READY
Most school business systems managing funds and personnel are already Y2K compliant. All others will be repaired or replaced before the Year 2000.  

DoDEA is fielding a new system this fall called "WinSchool" - a student management system that handles enrollment, attendance, grades, bus schedules and ordering of supplies. All schools will have the Y2K compliant system.  

All school network operating systems have been upgraded with new software and are Y2K compliant.  

Archives of student records are recorded in databases that are already Y2K compliant. Paper copies of all student records are also on file.  

All curriculum software is either Y2K compliant or is being upgraded.  

All student personal computer workstations are being upgraded to correctly read the Year 2000.  

Embedded microchips have been examined in security, alarm, bell, fire safety and heating/cooling systems. Few contain Y2K risks and those control units that do will be replaced before Year 2000.

Status CAUTION
DoDEA schools are spread out all over the nation and the world. Local, temporary power outages could disrupt school operations.  

Overseas schools depend largely on host nations for power and fuel supplies. Y2K progress overseas is lagging significantly behind the United States. But DoD and the State Department are aggressively working with host nations to ensure uninterrupted services.

Bottom Line 

Y2K will not prevent DoDEA from providing educational services to students both in the United States and abroad.

What You Should Do . . . 

As always, parents should have a paper copy of student records, including grades, standardized test scores and health information, especially if moving during the December-January timeframe.

Military and Civilian Retirees

Background

Records for all military and civilian retirees are held at the National Personnel Records Center, St. Louis, MO. Facilities there house both military and civilian personnel files, and the medical files for military retirees and their family members, including X-rays. Records date from 1900 to the present.

Status READY
All mission-critical computer systems that access the records of military and civilian retirees have been repaired and are capable of reading the year 2000 date.  

The records indexing system has been renovated and tested to ensure year 2000 dates are processed correctly.  

Back-up plans are being developed to ensure uninterrupted access to all retiree records. 

The Veterans Administration reports that all its pay systems are fixed and that benefit payments will be made without interruption. 

VA patient information systems are fixed and ready for year 2000.

Status CAUTION
Any unexpected loss of power would delay processing of requests for records or other data. 

VA biomedical devices: 82% of the vulnerable devices are compliant, 16% are conditionally compliant (meaning a fix or upgrade will be provided by the manufacturer) and 2% are non-compliant.  There is only one non-compliant medical device that could potentially pose direct harm to a patient.  This device is a radiation dosage therapy system owned by three VA healthcare facilities. Two of these systems have already been replaced and the remaining healthcare facility is awaiting delivery of its replacement. (As of April 15, 1999)

Bottom Line 

The Year 2000 computer problem will not interrupt access to personnel and medical records, or medical care and pay. 

All DFAS payroll systems are capable of accurately reading the Year 2000 date and will be able to pay military retirees and annuitants. 

The Office of Personnel Management (OPM) pays civilian retirees. OPM reports that it's payroll systems are 100 percent Y2K compliant. 

The Veterans Administration reports that all its pay systems are fixed and that benefit payments will be made without interruption.

What You Should Do . . .

It's always a good idea to have a personal copy of your records, regardless of Y2K.   

Try not to make changes to records in December so agencies can concentrate on the Y2K effort.

The Effects of Y2K on Your Mission

DoD Wide  

Y2K systems, network, and operational testing are the largest testing effort in DoD history.  

The Y2K challenge is a warfighting issue. Each CINC (Commander in Chief of a Unified Command) is responsible for conducting operational evaluations to determine the impact of Y2K on their ability to perform their core warfighting missions (Example: CINC NORAD conducted a successful Y2K operational evaluation on his ability to perform his strategic, early warning mission).  

DoD activities are responsible for developing two types of Y2K contingency plans: 

1.System contingency plan: Identifies what to do if a system fails 

2.Operational contingency plan: Identifies alternative systems and procedures to use to sustain essential mission capabilities in the event of system failure

"Thin-Line Threads" is the term used by the CINCs to describe their core warfighting missions and the linkage between the missions and the systems used to provide the capability. If systems on "thin-line threads" are not Y2K compliant, the system contingency plan is used to make sure the "thread" is not broken. 

"Midnight Crossings" is the term used by the CINCs to describe operational evaluations that cross back and forth between 1999 and a "virtual" 2000. 

CINCs are working with host nations to determine their readiness to support the needs (fuel, electricity, water, etc) of service members and their families overseas.  

Core support functions - transportation, medical services, finance, supply, etc., also have Y2K contingency plans. 

DoD is establishing a Center for Y2K Strategic Stability to coordinate international nuclear command & control issues.  

DoD is working closely with the White House, the Federal Emergency Management Agency (FEMA), and other organizations to coordinate DoD's role in responding to potential domestic problems caused by Y2K.

Installations

DoD operates 637 installations and facilities both in the United States and overseas.

Y2K efforts are focused on five areas: 

1.Energy, including electricity, natural gas and oil 

2.Water;  

3.Waste water services;  

4.Safety services, such as 911, fire protection and traffic lights; and  

5.Security services for buildings and personnel 

Repairs in the five essential support service areas are focused on replacing date sensitive, embedded microchips in controlling devices.  

Installations are Y2K compliant when they demonstrate the ability to effectively conduct installation missions in a safe and secure environment on January 1, 2000, and thereafter. 

Many installation facilities are older and are not controlled by information technology systems.  

DoD has produced a "Commander's Y2K Preparedness Handbook". It is designed to help commanding officers and directors of DoD installations and facilities prepare for contingencies arising from potential community or host nation Y2K disruptions.

Status

Ninety-six percent of all installations have completed their Y2K repairs.  

The remaining four percent will be completed by June 30.

Bottom Line 

"Installations have been working the Y2K issue for more than two years. Progress is excellent and we are not expecting any glitches beyond spotty, temporary problems. Commanders have spent their entire careers taking care of troops and families, and they're going to do it through Y2K." 

What You Should Do?  Prepare for Y2K just as you would a major winter storm. Ensure you have an adequate supply of non-perishable food goods, water, and flashlight batteries in case of temporary power outages.  

Check your service specific or installation Web site. Many sites have a section addressing local Y2K issues.

Civilian Support

Background

 DoD is preparing to respond to requests for assistance from civil authorities both domestically and overseas during the Y2K transition period. DoD recognizes:

· that it is possible that localized Y2K system failures may occur in the public and private sectors. 

· that there is the possibility of widespread, systemic Y2K problems in the public or private sectors (domestically & internationally).

Planning Guidance

 All requests by civil authorities for military assistance shall be evaluated by DoD approval authorities against their impact on DoD's ability to perform its primary national security missions.

 Exceptions:  Within the U.S.: Commanders may take immediate, unilateral emergency response actions that involve measures to save lives, prevent human suffering, or mitigate great property damage only when time does not permit approval by higher headquarters.  


Overseas: Immediate response may be undertaken when time is of the essence and humanitarian considerations require action.

Mission Priorities:

DoD's first Y2K mission priority is to maintain the capability to carry out its essential national security functions. 

Military units and organizations will respond to Y2K request for assistance during Y2K transition period (1 September 1999 through 31 March 2000) in accordance with following priorities:

Priority 1: National Security Missions. Units with assignments below require Secretary of Defense (or his designated representative) approval to divert resources that may compromise operational readiness: 

a) Direct Support to National Command Authority 

b) Conduct of ongoing or imminent military operations 

c) Conduct of ongoing or imminent intelligence operations 

d) Conduct of nuclear command and control 

e) Maintenance of infrastructure necessary to above 

Priority 2: Support for Standing Operations Plans - especially units in early deployment (first 60 days) status. Diversion of resources in this category require approval by the Chairman, Joint Chiefs of Staff or his designated representative.  

Priority 3: Maintenance of domestic public health and safety.  

Priority 4: Maintenance of the economy and the nation's quality of life, such as support to local mass transit systems.

The Effects of Y2K on the Homefront

Utilities

Electricity

No disruptions in electric power are anticipated due to Y2K problems.

Both Congress and the Department of Energy have given the electrical power industry high grades for its efforts in fixing existing systems.

Coordinated tests between power companies will be conducted throughout this year to ensure reliability.

Any power outages which may occur are expected to be localized and of minimum duration.

Just as you would prepare for any major storm, it's always a good idea to keep an adequate supply of flashlights, batteries and candles on hand.

Water 

No major problems are expected with water supplies or water treatment plants. 

Most water treatment facilities have back-up generators in case of loss of power. 

Most plants that supply water to homes can be operated manually, if needed.

Drinking water systems routinely maintain a two-to-five day supply of water in storage and can supply water by gravity if power outages occur. 

Just like you would prepare for any major weather problem, it's a good idea to have a two-to-three day supply of bottled water on hand.

Telecommunications 

The telecommunications industry used to mean only telephone service.  Today it also includes television service, financial transactions, wireless service and the Internet. 

The telecommunications industry has spent billions on Y2K solutions and has been given high marks by the Federal Communications Commission. No major disruptions in telephone service are anticipated, and any problems that occur are expected to be minor and quickly fixed. The largest local and long distance carriers are expected to be Y2K compliant and have contingency plans in place by June 1999.

Wireless handsets are not susceptible to Y2K problems unless they are integrated into a computer system. You should check with your carrier for details.

Broadcast television and radio Y2K problems are being addressed and are scheduled to be fixed no later than June 1999.

Y2K problems are not likely to affect cable system operations.  However, cable systems deliver video channels received from a variety of sources and isolated channel outages could occur.

Home Internet access will not be disrupted as long as power and phone connections remain intact. But the Internet is a global, highly complex network, and you may not be able to obtain access to all sites.

Oil and Gas

Progress by oil and gas companies have lagged behind the electric power industry, but are catching up. Little, if any, disruption of oil and natural gas supplies are expected because of Y2K.

Ninety-four percent of oil and natural gas companies expect to have all systems fixed by September 30, 1999, and 97% expect to have contingency plans in place and tested by October 1, 1999. 

Most of the oil and gas industry's equipment has mechanical and manual back-ups. The industry often operates this way during times when electrical power has been knocked out by severe storms. 

Although the U.S. imports almost half of its crude oil, there will be ample supplies on hand to make up for any problems with imports not arriving on schedule because of Y2K problems.

Testing on oil and gas industry systems indicate that most embedded microchips will not be affected by the year change.

The United States is largely self-sufficient in natural gas, with only 14 percent of it imported. 

If you rely on oil for home heating, it's best to make sure your tank is at least half full in case shortages due occur. 

Services

Banking 

The Federal Deposit Insurance Corporation (FDIC) has an aggressive program to ensure all U.S. financial institutions operate without interruption of services.  

All financial institutions are required to test their Y2K fixes by simulating transactions using dates after January 1, 2000.  

All FDIC insured banks are required to provide alternative methods of conducting business if systems fail.  

No problems are expected with automatic teller machines, but power outages could disrupt their service.  

The FDIC recommends you take the following steps to ensure a smooth financial transition from December 31, 1999 to January 1, 2000: 

· Ask your local bank about what it's done to fix its information systems. 

· Keep good records of all banking transactions, especially for the last six months of 1999 and first several months of 2000. 

· Ask your lender for a printed history of payments on a mortgage, car loan or other debts. 

· Obtain a credit report in 1999 and another in 2000 to ensure the information is accurate. 

· If you bank by home computer, contact the software vendor to ensure your system does not contain the Y2K bug. 

· Do take a little extra cash out of the bank -- but just enough to get you through the long weekend. January 1, 2000 occurs on a Saturday.

Mail Delivery 

The U.S. Postal Service has been working on the Y2K problem since 1993 and anticipates no interruption in overall mail delivery. 

The Postal Service has 152 systems critical to on-time mail delivery. One hundred twenty seven of those have been fully checked and corrected. 

All but three of the remaining systems are scheduled to be fixed by June, and the remaining three by September. 

Contingency plans have been developed in case utility or transportation networks experience failures.

Try to send all holiday packages and cards earlier than usual to prevent possible Y2K interference with delivery. 

Food 

Although the U.S. food delivery systems are particularly vulnerable to Y2K problems, no major disruption in the nation's food supply is expected. From farmers to ranchers, to food processing companies and retailers, all are dependent on automated systems that result in the food we purchase every day.  

It is likely that all parts of the food industry will suffer some minor Y2K glitches. But they are expected to be short lived and easily fixed. At worst, there may be a temporary shortage of some perishable items, such as imported fruits and vegetables. 

· Do keep a few days of food on hand in case power outages occur and grocery stores are not open.  

· Do not hoard food or do frivolous stockpiling of supplies. This type of behavior will only cause the shortages the food industry is working to prevent.  

Appliances 

Most household appliances are not vulnerable to the Y2K bug. 

Although microchips exist in almost all appliances, including coffee makers, microwave ovens, refrigerators, security and heating and cooling systems, they generally are unaffected by date changes. 

If you have questions about a specific product in your home, contact the manufacturer, or visit the Consumer Information gateway at the Federal Trade Commission's (FTC) web site at www.consumer.gov/y2k/index.html. The site has direct links to most manufacturers of household appliances. 

The President's Council on Year 2000 Conversion has a toll-free hot line that provides updated consumer information. The number is 1-888-USA-4-Y2K. Prerecorded information is available seven days a week, 24 hours a day. Information specialists staff the lines from 9 a.m. to 8 p.m. (EST), Monday through Friday.

Consumer Electronics 

Consumer electronic products with imbedded microchips include VCRs, TV/VCR combination products, camcorders, fax machines and personal computers.  

Personal computers are the most vulnerable. Whether your computer is already Y2K compliant depends on a variety of factors, including what year it was manufactured, what upgrades have been made, and what hardware or software has been added to the original package.  

The Consumer Electronics Manufacturers Association reports that only older model video and personal computer products require the date to function, and these can be fixed through manual resetting or software upgrades. 

For personal computers, as well as all consumer electronics, the best bet is to contact the manufacturer for details. Not only can they tell you whether your particular product needs repair, they can usually tell you how to do it. Most manufacturers have toll free numbers or web sites you can contact. Or visit the Consumer Information gateway at the Federal Trade Commission's (FTC) Web site at www.consumer.gov/y2k/index.html. The site has direct links to most manufacturers of consumer electronics.

Travel

Air Travel 

FAA administrator Jane Garvey will demonstrate her confidence in the agency's Y2K success by flying coast-to-coast during the date rollover from 1999 to 2000. She will leave Washington D.C. the evening of December 31 and arrive in San Francisco just after midnight on Jan. 1, 2000.

As of June 30, 1999, 100 percent of FAA systems have been certified as Y2K compliant. These include such key components as air traffic control, radar, communications, computers and weather reporting sites. 

In April, the Federal Aviation Administration (FAA) pushed clocks ahead to Jan 1, 2000 at Denver International Airport.  All systems, including radar screens, radio transmissions, ground traffic and landing lights, worked properly. 

Airplanes are safe. Critical components, such as engines, landing gear and flight control systems, are not affected by the Y2K bug.  

Airport security systems, such as metal detectors, do not require Y2K repairs. 

All air traffic control systems have back-up generators in case of power outages.  

Airline reservation systems have already passed and are successfully processing bookings for January 1, 2000 and beyond. 

Gridlock in some airports could occur if systems such as baggage handling suffer Y2K glitches. Foreign air travel remains a significant concern. The FAA is working with international aviation organizations and plans to issue a report on Y2K progress in foreign countries by September 30.

Rail Travel 

Rail travel is less dependent on information technology and all trains are expected to run on schedule on January 1, 2000.  

Amtrak and commuter railroads have fixed all operating systems involving scheduling, reservations and ticketing.  

Dispatching, signaling and telecommunications systems are controlled by trains crossing tracks and are not subject to computer technology.  Train crossing guards are not affected by Y2K.  

Sixty-five percent of all locomotives currently in use were built before 1985 and have no on-board electronics.  The two major locomotive manufacturers report there are no Y2K problems associated with embedded microprocessors in trains built after 1985.  

In general, subway systems do not depend on date systems and train operators can use manual operation.  

Some subway riders could experience disruptions if local utility companies have not adequately prepared for Y2K. Check with your local providers to confirm reliability of services.

Automobile Travel

No major traffic problems are expected because of Y2K. 

Traffic control systems installed during the past five years will not be affected. Traffic lights that do malfunction are expected to do nothing more than revert to a constant yellow or red flashing, similar to what happens during some thunderstorms or localized power outages. 

How well states and local communities have addressed this problem varies greatly. To check progress in your area visit local city government web sites, or go to www.y2k.gov/java/info6a.html. The site contains a U.S. map with point-and-click access to state Y2K sites. 

Automobiles are not expected to have Y2K problems. Although most newer models do have embedded microchips, they are not believed to be susceptible to the year change.

The National Highway Traffic Safety Administration has surveyed auto manufacturers concerning possible Y2K problems and is posting the results on their web site www.nhtsa.dot.gov/nhtsa/whatis/y2k/. The site also contains direct links to many auto manufacturers. 

Although your car may not experience problems, if electrical power outages occur you may not be able to immediately get fuel. Make sure you have at least a half tank of gas in your car in case stations do experience temporary problems. 

Related Sites

Banking/Finance 

Department of Treasury http://www.fdic.gov/about/y2k/

Federal Deposit Insurance Corporation Year 2000 http://www.fdic.gov/about/y2k/

 (This site is especially oriented toward consumers and includes a bank customer's Y2K "To-Do" List)

Federal Financial Institutions Examination Council Century Date Change Initiatives  http://www.ffiec.gov/y2k

Federal Reserve Board Year 2000 http://www.bog.frb.fed.us/y2k/

Internal Revenue Service http://www.irs.ustreas.gov/prod/news/y2k/index.html

National Credit Union Administration - Year 2000 http://www.ncua.gov/news/year2000/year2000.html

Office of the Comptroller of the Currency http://www.occ.treas.gov/y2k/default.htm

Office of Thrift Supervision - Year 2000 Information http://www.ots.treas.gov/y2k.html

Securities and Exchange Commission Year 2000 http://www.sec.gov/news/home2000.htm

Consumer Electronics 

Federal Trade Commission Year 2000 Consumer Update http://www.ftc.gov/bcp/conline/edcams/y2k/index.html

Year 2000 Consumer Information http://www.consumer.gov/y2k/index.html 


Contains information on a variety of consumer issues and a Y2K consumer checklist.

Year 2000 Conversion Consumer Products Page http://www.y2k.gov/java/info1b.html 


Contains links to more than 30 manufacturers of consumer electronics.

Year 2000 and Consumer Electronics http://www.cemacity.org/govt/cema2000.htm


Contains links to specific manufacturers of consumer electronics.

Education

Department of Defense Education Activity http://www.odedodea.edu/

Department of Education http://www.ed.gov/offices/OCIO/year 

Council of the Great City Schools http://www.cgcs.org/y2k12/ 


Includes a compliance guide for kindergarten through high school education.

Teaching Y2K - Y2K Lesson Plans for Teachers http://www.nytimes.com/learning/teachers/NIE/Y2K/

Year 2000 Issues http://www.educause.edu/issues/y2k.html


Contains links to many colleges and universities throughout the United States.

Emergency Services 

American Red Cross http://www.redcross.org/disaster/safety/Y2K.html


Includes a checklist of how to be prepared for Y2K glitches.

Federal Emergency Management Agency http://www.fema.gov/y2k/y2k-em.htm

National Emergency Number Association (911) http://www.nena9-1-1.org/ 

National Fire Data Center http://www.usfa.fema.gov/y2k/index.htm

Energy

Department of Energy  http://www.doe.gov/y2k/y2k.htm

North American Electric Reliability Council http://www.nerc.com/%7Ey2k/y2k.html 

Oil and Gas Sector http://www.ferc.fed.us/y2k/index.html 

U.S. Nuclear Regulatory Commission http://www.nrc.gov/NRC/NEWS/year2000.html 

Federal Government 

President's Council on Year 2000 Conversion http://www.y2k.gov/

CIO Council Year 2000 Information Directory http://www.itpolicy.gsa.gov/mks/yr2000/y2khome.htm

 U.S. Senate Special Committee on the Y2K Technology Problem http://www.senate.gov/%7Ey2k/

Food Supply 

Year 2000 and the Food Supply    http://www.usda.gov/aphis/FSWG/

In addition to addressing how Y2K affects the nation's food industries, the site also contains links to state Y2K Web sites.

Grocery & Convenience Stores and Y2K http://www.usda.gov/aphis/FSWG/grocery.html

Contains links to most major grocery and convenience store chains.

In The News 

Year 2000 Press Clippings http://www.year2000.com/y2karticles.html 


(Updated Daily) 

 CNN Y2K Interactive http://www.cnn.com/TECH/ptech/9903/24/homedebug.y2k.hln/
International

These sites contain links to country Y2K Web sites throughout the world.

Y2K International Links http://www.lawpublish.com/y2k-international.html

International - Year 2000 http://www.itpolicy.gsa.gov/mks/yr2000/g7yr2000.htm
Just for Kids

FEMA Y2K for Kids http://www.fema.gov/kids/y2k.htm 

Girl Scouts Y2K http://www.girlscouts.org/girls/Why/Y2K/Y2K.htm

Y2K for Kids http://www.itpolicy.gsa.gov/mks/yr2000/kidsy2k.htm
State & Local Governments

State and Local Services http://www.y2k.gov/java/info6a.html 

This site contains a map of the United States with "point-and-click" capability to reach official Web sites in all 50 states.

Status of Y2K Compliance in City Governments http://208.210.12.207/uscm/y2k/y2kfindings.html

This site contains detailed Y2K compliance information for selected cities and towns throughout the United States.

Military & Military Related

    DoD Main Site 

Assistant Secretary of Defense for Command, Control and Communications 

    DoD Technical Planning and Guidance 

Joint Chiefs of Staff http://www.dtic.mil/jcs/j6/j6v/ 

Assistant Secretary of Defense for Health Affairs http://www.tricare.osd.mil/y2k/year2000.html 

Defense Information Systems Agency http://www.disa.mil/cio/y2k/cioosd.html 

    Military Services 

U.S. Army http://cr-iiacfs1.army.mil/army-y2k/default.htm 

U.S. Navy http://www.doncio.navy.mil/y2k/year2000.htm 

U.S. Air Force  http://year2000.af.mil/


 HYPERLINK "http://www.cio.usmc.mil/year2000/frames/usmcy2k.html" 

U.S. Marines
 http://www.cio.usmc.mil/year2000/frames/usmcy2k.html 

National Guard http://www.ngb.dtic.mil/y2k/hottopic.htm 

    Defense Activities 

Army/Air Force Exchange Service http://www.aafes.com/pa/y2k/index.html 

Defense Finance and Accounting Service  http://www.dfas.mil/y2k/ 

Defense Commissary Agency  http://www.deca.mil/businessweb/Y2K/y2k.htm 

Defense Logistics Agency http://www.dsdc.dla.mil/priv/projects/year2k/frontpg/y2khome5.htm 

Department of Defense Education Activity http://www.odedodea.edu/ 

NORAD and U.S. Space Command http://www.spacecom.af.mil/norad/y2k.htm 

    Military Related 

Department of Veteran's Affairs http://www.vba.va.gov/projects/y2k/y2k.htm 

Global Positioning System http://www.LAAFB.AF.MIL/SMC/CZ/homepage/y2000/index.html 

MITRE http://www.mitre.org/research/y2k/ 

NATO http://www.nato.int/Y2K/y2khome.htm 

Office of Personnel Management http://www.opm.gov/y2k/index.htm 

Telecommunications

Federal Communications Commission (FCC) http://www.fcc.gov/year2000/%20

Broadcasting http://www.fcc.gov/year2000/broadcasting.html

Cable Television  http://www.fcc.gov/year2000/cable.html

Emergency Services http://www.fcc.gov/year2000/emerser.html

International Communications http://www.fcc.gov/year2000/international.html

Telephone Services http://www.fcc.gov/year2000/telephone.html

Wireless Telephones http://www.fcc.gov/year2000/wireless.html

Y2K Communications Sector Report http://www.fcc.gov/year2000/y2kcsr.html

This is a comprehensive report covering telephone service, wireless telephone service, cable and broadcast radio and television, emergency services and satellite communications.

Vendor Y2K Compliance Reporting Tree http://y2k.fts.gsa.gov/openinfo/crtree/index.asp

This site contains direct links to vendors and manufacturers of telecommunications products.

Network Reliability and Interoperability Council http://www.nric.org
Transportation

Department of Transportation http://www.y2ktransport.dot.gov

Federal Aviation Administration http://www.faay2k.com/

Federal Highway Administration http://www.fhwa.dot.gov/y2k 

Federal Railroad Administration http://www.fra.dot.gov/doc/y2k/index.htm

Maritime Administration http://marad.dot.gov/whats_new/y2k.html

National Aeronautics and Space Administration http://www.hq.nasa.gov/office/cio/y2k

U.S. Coast Guard http://www.uscg.mil/hq/g-m/y2k.htm 

� Mr. Doug Hansen, Director, Installations Requirements and Management, Office of the Deputy Under Secretary of Defense (Installations)
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