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MILITARY Y2K FAQ

Will Y2K cause nuclear weapons to launch?

There is no risk of accidental launch. Procedures for launching our Nation's nuclear weapons involve multiple levels of code verifications and human interaction to verify an order from the President. Computers by themselves cannot launch nuclear weapons. 

The Defense Department, however, is investigating every plausible implication the Year 2000 may have on the computer systems involved with the Nation's weapons systems and successful solutions have been, or are being, devised. The Department has seen no indication that a Y2K problem will cause these systems to behave erratically. Tests have shown that the control systems for nuclear missiles and other weapons, if not Y2K compliant, default to a shutdown status.

It appears the biggest risk is that the system simply won't work, which could cause a loss of automated communication. Continuity of operations plans (i.e., workarounds) exist, or are being developed, for all mission-critical systems to define how to complete the mission without such automated systems.

Will Y2K impair our ability to detect enemy attacks?

Over the pass four years the Department of Defense has ensured that all of it mission critical systems have completed or will complete the five phase of Y2K readiness.  These phases are awareness, assessment, renovation, validation and implementation.  Therefore, we have a very high confident level that US systems will not be impair by Y2K bugs on there ability to detect enemy attacks.  Additionally, we are conducting a series of Commander-in-Chief Operational Evaluations to ensure all of our nuclear command and control systems can operate together in a Year 2000 environment. Results to date have shown we can detect nuclear attacks in a Year 2000 environment.

Will Y2K impair our ability to communicate with other foreign powers, in case we need to (like in a nuclear attack or something)?

Although we can not speak for other countries, we are highly confident that US systems will have the ability to communicate with other country systems that are Y2K ready. The Department of Defense, working in conjunction with major national communications carriers, tested simulated networks in simulated Y2K environments.  We believe that the vast majority of communications equipment has been renovated and that we will suffer few Y2K failures in our communications gear.  Many foreign countries have taken the same actions with their communications infrastructure and should also be Y2K-ready.  We are placing special attention to the various “Hot lines” we share with other nations to ensure the lines of communication will remain open in the year 2000.

We believe, however, that those countries, which we may be required to communicate with in the event of nuclear attack, are also in good condition as it relates to Y2K.  A Gartner Group report titled “Year 2000 World Status Update: 4Q98,” dated 19 March 1999 shows that major US partners are all in Category 1 or 2, where:

    Category 1 – No Impact

    Category 2 – Isolated and Minor Impact

As the Defense Department works to ensure the security of US nuclear and other weapons into the Year 2000, it is also reaching out to nations around the world, including Russia, to ensure that they too are taking similar measures with their weapons systems. In particular, the Department has been working with other nations to discuss how to manage potential disruptions to Early Warning Systems, which warn countries of threats to their national security.

Are Weapons from other countries safe, or will Y2K set them off?

Because virtually all weapons systems incorporate human intervention as part of their operation, it is extremely unlikely that Y2K problems will directly cause the launch or detonation of any weapon.
What impact will Y2K have on Americans stationed abroad needing to receive pay and related services?

What affect will Y2K have on military pay records?
(Our response below pertains only to DoD military and civilian personnel stationed abroad.)

The Defense Civilian Pay System has undergone extensive Y2K testing and it has been certified Y2K compliant.  We are about to begin an extensive end to end test with our interface partners such as the Federal Reserve Bank and the Electronic Fund Transfer System.

The pay system for active and reserve Marine Corps members is compliant.  The Defense Joint Military Pay System for active duty Army, Air Force and Navy service members has compliant software and will be completely compliant in April.  The reserve system for the Army, Air Force and Navy will be completely compliant this month.  We are also involved in extensive testing of these systems.  Currently the systems are being tested with other DoD disbursing and personnel systems, and non-DoD systems such as the Federal Reserve Bank and the Electronic Fund Transfer System. 

In addition, detailed contingency plans are in place which will ensure that civilian employees and service members will continue to be paid even if problems associated with Y2K arise with the pay systems or any of our interfacing partners.  We are working with 1,700 contingency plans, which cover the ground from power problems, communication problems to what happens if a bank or financial  institution is not Y2K compliant.

We do not believe Y2K will have any affect on the military pay records as all the military pay systems have been made Y2K compliant.

How will Y2K impact military hospitals, military insurance and military provisions?

We have a plan to provide information on the military health care partners and our collaborative ongoing Year 2000 (Y2K) efforts to ensure Y2K does not adversely impact health care providers and beneficiaries of the Military Health System (MHS).  This plan identifies the partners integral to military health program delivery and describes the key coordination efforts with our partners to include: information sharing, readiness assessments, data exchange testing, business contingency and continuity plans, and communications initiatives.
The MHS is comprised of critical and non-critical systems that support the provisioning of health care to our beneficiary population of more than 8 million Service members, their families and others entitled to DoD health care.  The core of today’s MHS is the TRICARE program – a partnership between military providers and civilian providers. TRICARE is a regionally managed health care program the brings together the health care resources of the Army, Navy and Air Force and supplements them with networks of civilian health care professionals. To achieve our goals of maintaining medical readiness and providing uninterrupted world-class health care for our beneficiaries on and after January 1, 2000, the MHS has included all partners – military hospitals and clinics, managed care providers, civilian providers, key medical suppliers, as well as other government agencies and associations – in the MHS Y2K program. 

A good example of our outreach engagement has been in the Health Care sector where DoD is the lead agent for the Federal Government in the area of biomedical equipment. DoD biomedical equipment is currently 96 percent Y2K compliant. DoD Health Affairs has taken the lead on verifying biomedical equipment compliance along with a multi-agency federal working group consisting of the Army, Navy, Air Force, Veterans Affairs, Indian Health Service, the National Institutes of Health, and Public Health Service. The group has collaborated with equipment manufacturers to develop a database of compliance information for biomedical equipment used in the military health system. In essence, DoD assessment and remediation efforts for biomedical devices allow other users access to up-to-date Y2K compliance information. This spares the other users the time and expense of duplicating Y2K compliance assessment. 

TRICARE Managed Care Support Contractors 

Supplemental care provided by civilian providers to MHS beneficiaries is administered through five TRICARE Managed Care Support Contractors (MCSCs).  These five contractors use a number of automated information systems, embedded micro processors, and data exchanges that support the MHS core business processes of patient safety, health care delivery, and medical readiness.  The Office of the Assistant Secretary of Defense (Health Affairs) (OASD(HA)) and the TRICARE Management Activity are working closely with the senior leaders of the managed care corporations to obtain assurance of Y2K compliance of their systems and devices, to verify Y2K compliance through data exchange testing, and to promote Y2K outreach to the health care community. 

OASD(HA) is conducting compliance assurance and Y2K assistance site visits at all TRICARE MCSCs and selected subcontractors.  The purpose of the visits are to make independent assessments of their Y2K programs and offer assistance in such areas as test and evaluation, contingency and continuity of operations planning, and communicating with commercial health care providers and beneficiaries. 

Medical Suppliers

DoD contracts with 13 medical supply companies for procurement and delivery of a full range of pharmaceuticals and medical/surgical supplies to our hospitals.  To ensure the uninterrupted processing of medical supplies, system to system data exchange tests with each of the 13 supply companies will be conducted.  From a global perspective, the MHS is coordinating with other federal health care agencies, the medical supply industry, and national health care associations to develop policies and procedures to ensure medical supply needs are uninterrupted into the year 2000.  

OASD(HA) shares information with the pharmaceutical industry through the VHA sponsored Pharmaceuticals Acquisition and Distribution Meetings.  At the March 1999 meeting, OASD(HA) reported on their medical supply and pharmaceutical testing program.  In addition, several associations briefed on industry's strategies to the Y2K issue received from survey data.  Several manufacturers have already increased stock (some up to 20%) to mitigate Y2K-related shortages.  OASD(HA) will work with the pharmaceutical industry to reassure the public that there is no need to hoard pharmaceuticals.  OASD (HA) will also participate at the May 1999 White House summit to discuss policies on this issue.  

What is the affect of Y2K on military ships, airplanes, and other equipment?  

The Y2K bug could have a major affect on ships, airplanes, and other equipment.  However, the US military is currently testing and evaluating all of its Major War Fighting Systems to include ships and airplanes.  Current reports show that all of these systems will have no impact or a minor impact. For example, the US Navy Y2K vulnerable systems were tested in a full operational configuration during a simulated at-sea Y2K environment. All shipboard clocks were advanced to five critical dates ranging from Sep. 9, 1999 through Oct. 10, 2000. Tests were conducted at one hour before and one hour after midnight on each date to ensure proper operations throughout the midnight rollover. Shipboard exercises were conducted in accordance with an extensive and approved test plan. Out of the 26 systems tested, only one system (which detects electronic emissions from other ships) experienced a minor Y2K related problem. A temporary procedure that will permit the operation of this system during the rollover was successfully demonstrated. A more permanent solution is being developed.

Are there any specifics on tanks and their Y2K compliance?  

The Army's Abrams M1A1 tank was found to have some noncompliant systems.  We are currently in the process of installing fixes in all M1A1’s and should have all units repaired later this year.  The newer version of the M1A1, the Abrams M1A1 Digitized Tank, was built Y2K compliant and no remediation was needed. All Services, which have tanks in their inventory are require to assess, evaluate, test, and report any Y2K or non-Y2K related problems and issues.  The reports are forwarded to upper DOD management for review.

Is the DOD switching American personnel with Russian personnel in nuclear missile silos to ensure the weapons don’t go off by accident?  

No.  The Department of Defense is meeting with our Russian counterparts to discuss Y2K preparations.  Nuclear safety is a primary topic of conversation. Both American and Russian nuclear mission personnel are highly trained and are very capability of dealing with any accidental discharge of nuclear missile.  However, we are establishing a joint U.S.-Russian operations center to monitor Y2K events. To date there is no communication requiring that American and Russian personnel be switched in nuclear missile silos to protect against accidental discharge of nuclear missiles. 

Will radar tracking systems still work? Either on ships or bases?

Yes.  There is little date-related processing associated with most radar tracking systems.  The primary Y2K vulnerability in land, sea, and air based radar systems stems from the embedded microprocessors used for precise timing of the radar and tracking algorithms.  Each of these systems has a Project Manager responsible for lifecycle maintenance of the equipment.  The Project Managers have, either independently or working with the contractor who originally supplied the radar system, tested and certified each radar system as Y2K compliant.  This information is maintained in the DoD Y2K database which tracks the compliance status of all mission critical and mission essential military equipment. 

Is the DoD heavily reliant on the Global Positioning System? If so, what steps have been taken to make sure its still functioning?

DoD systems make extensive use of the Global Positioning System (GPS).  However, since the GPS satellite constellation is space-based and virtually undefendable, it has long been assumed that GPS would be one of the first systems disabled in time of war.  Consequently, the military has redundant navigation system onboard all units to provide navigation information in the event GPS is rendered inoperable.  The Global Positioning System and all its components have been inspected and, where necessary, renovated following the DoD five-phase Y2K remediation process.  The entire system is finished and Y2K compliant with the exception of a ground-based mission operations support system scheduled for replacement in the fall.  The GPS Joint Program Office (JPO) maintains a web site with up-to-date renovation information at: http://gps.laafb.af.mil/y2000/index.html. Much of the detailed information is for government use only, but there is information on compliant receivers and a system overview that is accessible by the general public.  The web site also contains information on the GPS End of Week (EOW) rollover, which will occur at midnight, Aug. 21, 1999.

How long has the DoD known about the problem? How long have they been working on it? When do they expect to be compliant?

DoD has known about the Y2K problem since late 1995. Individual Services, Army, Navy, Air Force and Marine Corp were looking at compliance methods for their systems in 1996. Early in 1998, DoD established a department-level Year 2000 Program Oversight Office headed by a full-time executive with a current staff of more than 50 personnel, under the direction of the DoD CIO. This office is known as Year 2000 Office of Assistant Secretary of Defense for Command, Control, Communications, and Intelligence (ASD (C3I)). The OASD Y2K Office improved DoDs information systems inventory and Y2K compliance reporting by maintaining a Y2K Department wide Database to better track components' progress. The OASD Y2K Office conducts monthly Year 2000 Steering Committee meetings. This committee, headed by the Deputy Secretary of Defense, who is an active participant, is charged with reviewing the progress of Defense components, providing guidance, and making decisions on Year 2000 issues that have not been resolved at lower levels. In addition, 96% of all DoD mission critical systems were fixed by the OMB deadline of 31 March 1999. Of that 96%, approximately 8% require further fielding beyond that date to be certified as complete. Complete means that these systems have been fixed and are fielded. By September 30, 1999 all mission critical systems are expected to be compliant and completed.

What type of system do you have set up to verify Y2K compliance?

As you know, of all the Departments in the Federal Government, DoD has the largest number of computer systems. These are not simply weapons systems, the category best prepared for Year 2000, but command and control systems, satellite systems, the Global Positioning System, highly specialized inventory management and transportation management systems, medical equipment, and important systems for payment and personnel records. The complexity of DoD operations results in an enormous scope, variety and number of information technology systems, all potentially vulnerable to the Y2K Problem.

As of the 8th Quarterly Report to the Office of Management and Budget, DoD has approximately 9,900 systems, of which 23 percent (or approximately 2,300) are active mission critical systems. DoD also operates over 600 military bases, which are much like small towns, where the infrastructure is also vulnerable to Year 2000 problems. Due to our extensive reliance on information technology systems, there are severe consequences for not meeting deadlines for Y2K preparedness. As a result, DoD spent much of last year getting its act together on fixing systems. Management Focus Our management efforts last year were focused on four key enablers: publishing a DoD Management Plan for Y2K, implementing effective management oversight, making Y2K a Chief Executive Officer (CEO) problem rather than a Chief Information Officer (CIO) problem, and getting accurate reporting mechanisms in place. We developed and published a DoD management plan that specified responsibilities for fixing Y2K problems and outlined DoD use of the five-phase OMB process for attaining Y2K compliance for systems. We also made some key decisions about how to track "systems" at the Departmental level as well as categorizing systems as either Mission Critical, Mission Essential, or Non Mission Critical. This categorization was initially done by information technology specialists on CIO staffs and provided an initial screening and prioritization mechanism. 

Every month the DepSecDef chairs a DoD Y2K Steering Committee meeting to review our progress toward achieving readiness for Y2K. Senior leaders from across DoD attend, to include Service Under Secretaries and Vice Chiefs, Principal Staff Assistants (PSAs) from the OSD staff, and department and defense agency CIOs. These meetings provide a corporate assessment of collective progress, a mechanism to address key management issues, and a mean to reinforce that Y2K is a CEO problem, not a CIO problem. 

CEO Involvement 

The key event in energizing the Department's CEOs was publication of Secretary Cohen's 7 August 1998 memorandum. This document firmly fixed responsibility for ensuring DoD's capability to continue operations regardless of the Y2K Problem on the shoulders of the Department's CEO leadership. In addition, on 24 August 1998, I issued a memorandum that further specified responsibilities for testing of functional capabilities, certification of systems, and verification activities among the Chairman of the Joint Chiefs of Staff (CJCS), Commanders-in-Chief (CINCs), PSAs, Defense Agencies, and Services. A key element of our ability to track progress in these areas was implementation of a common DoD database of systems. 

Accurate Reporting Mechanisms 

As has been frequently noted in many reports, DoD had to work hard to establish a stable baseline and list of systems against which to measure progress. Based on some extremely hard work by people throughout DoD, we have significantly improved our ability to track Y2K compliance from a single authoritative database. The culmination of those efforts is captured in the reports on our progress contained below. We are pretty much "there" in getting our reporting mechanisms sorted out. Some additional work remains to be completed to ensure we can accurately capture the results of our testing and evaluation efforts taking place this year. 

The Department has made steady progress in Y2K compliance for mission critical systems. DoD showed significant improvement during the last quarter as we approached our self-imposed deadline of 31 December for mission critical systems. 

Status at Key Dates 

· On 31 December 1998, 81% of our systems were validated as being Y2K. Of that 81%, approximately 8% were still in the process of being fielded. 

· In addition, 96% were fixed by the OMB deadline of 31 March 1999. Of that 96%, approximately 8% require further fielding beyond that date. 

· For systems that did not meet our internal DoD deadline or will not meet the OMB deadline, we have implemented an exceptional measure of management focus and oversight. The status and impact of systems that slip or will be completed after 31 March 1999 are briefed to DepSecDef at each Steering Committee meeting. While it is impossible to prevent all slippage, we are working hard to ensure every system that can be completed in time for CINC, PSA, or Service testing and evaluation makes its target date. Systems that continue to slip may have development and fielding efforts frozen, particularly if intended to replace an already compliant system.  

DoD's Leadership Focus for 1999 - Ensuring Mission Capability 

DoD’s efforts this year are principally focused on improving our confidence in the Department's ability to continue to execute the National Military Strategy. DoD has already completed initial testing of most individual systems and their immediate interfaces. In 1999, the "Year of Testing," DoD will raise the standard. We will concentrate on complex, real-world end-to-end testing of DoD "business functions" and Warfighter missions - the things that we do in carrying out the national military strategy. 

During 1999 we will test everything from paying service members to exercising vital command and control capabilities from "sensor to shooter." This will involve a "thin line thread" or "skein" of systems that must operate in concert in order to perform a function. Testing in this manner is as complex as going to war and, therefore, involves all areas of the Department of Defense: the Services, the functional areas overseen by the Principal Staff Assistants of the Office of the Secretary of Defense, and the CINCs. 

Our evaluation and testing efforts will generally follow a pattern of increasing scope and complexity. Therefore, the Services will be expected to test the Y2K performance of specific weapons systems before the PSAs perform end-to-end supplier capability tests. Finally, the CINCs, the Warfighters, have each selected among their own unique missions to devise real-world operational evaluations to exercise various warfighting missions. 

The number and complexity of testing and evaluation efforts is managed in synchronization sessions co-chaired by members of OSD and the Joint Staff. The DoD Inspector General provides oversight and another review to search for holes in our evaluation program. Finally, the GAO and the OMB provide a review by external auditors. The number of activities, finite amount of key resources (particularly testing experts and time) and demands of real world day-to-day operations have forced an iterative and highly centralized deconfliction of our evaluation plan. 

The key events in our evaluation plan are CINC Operational Evaluations, PSA functional end-to-end evaluations, and Service end-to-end and integration testing. 

Operational Readiness Evaluations 

We are using the Department's Warfighters, the CINCs, to evaluate operational readiness to conduct operations unaffected by the Y2K Problem. 

The Fiscal Year 1999 Defense Authorization and Appropriations Acts require us to conduct at least 25 operational evaluations with each unified or specified commander conducting at least 2 exercises. We will exceed those requirements and have 31 CINC operational evaluations already scheduled. Our approach has been to validate the complete warfighting process, from "sensor-to-shooter" using the significant dates specified by the GAO Testing Guide. Initial results from the three already conducted confirm that this kind of evaluation is essential to providing the additional assurance that our systems will remain operational over the millennium date change. 

We are using the Department's Business Process Managers - the Functional Proponents - to evaluate our ability to continue core support functions despite Y2K. Each of our functional process owners, logistics, finance, communications, intelligence, personnel, medical and others will conduct end-to-end evaluations of their core business functions. In some functional areas, particularly logistics, the Services are conducting end-to-end evaluations of their internal functional systems prior to a DoD-wide functional evaluation. These tests are in addition to the CINC operational evaluations and include, in many cases, organizations and systems outside of DoD. 

Integration Testing 

Service integration testing will fix responsibility with the Department's System's owners - the Military Departments - to ensure continued functioning of other key processes that allow for Title 10 functions of organizing, training, and equipping our forces. This testing is over and above the five-phase OMB process each individual system must complete to be certified as Y2K compliant. 

The Services' testing is critical to the ability of the CINC Service Components to carry out their parts of the CINC warfighting plans. Service testing provides a useful foundation prior to more complex, real-world CINC operational evaluations. The successful testing of several weapons' systems (Kiowa, Apache, Hellfire, and Multiple Launch Rocket System) at White Sands, New Mexico, for example, provided an excellent basis for future CINC operational evaluations. The testing conducted by the Military Departments is in addition to CINC operational evaluations and functional proponent end-to-end testing. These tests are the third method we are using to ensure departmental compliance with the evaluation requirements contained in the Defense Authorization and Appropriations Acts. Those Acts specify "all mission critical systems that are expected to be used if the Armed Forces are involved in a conflict in a major theater of war are tested in at least two exercises." 

Finally, OSD and the Joint Staff are working together to develop a configuration management plan to ensure we maintain the hard won confidence in our systems that will result from this comprehensive series of evaluations. While still under development, the underlying tenet is a coordinated approach to configuration control involving the CINCs, PSAs, Services, and the OSD and Joint Staff. 

In summary, we have the largest and most comprehensive evaluation plan in the Department's history, and we are continuing to work on refining our plans and improve the overall evaluation of core DoD functions. This plan will significantly improve our level of confidence in our ability to carry on operations despite Y2K. While these extensive efforts will mitigate our risk, the interconnectedness of everything guarantees that Y2K will have an impact on DoD. To deal with this reality, we must focus on realistic contingency planning and continuity of operations planning. 

System/Operational Contingency Planning 

Contingency planning is a normal aspect of DoD operations. What we are doing is applying our experience to the special case generated by the Y2K Problem. The key elements of our contingency planning effort involve common guidance, focusing on core missions and functions, an adequate management oversight structure, and DoD engagement with other agencies and activities. 

Common Guidance

Using the GAO guidelines, we have published DoD policy and guidance that requires every system, mission, and function owner to develop and test contingency and continuity of operations plans. Our efforts at managing the individual component Contingency Planning activities are designed to ensure the Department as a whole can accomplish the eclectic and myriad missions assigned. To ensure that these plans are adequate, oversight responsibility for these plans is delegated to the Joint Staff for the CINCs and to the PSAs for all other plans. 

Focus on Core Missions and Functions

A key part of our planning process is a focus on core missions and functions. We are using the CINCs to manage our core warfighting missions and the PSAs and Military Departments to manage the core support functions. 

Effective Management Oversight 

To ensure that oversight is executed with a common standard, the OSD Y2K Program Office is conducting a workshop on oversight activities. The target audience is senior Service, Joint Staff, and PSA management and contingency planners and other oversight organizations such as the DoD IG. We will generate questions and emphasis areas for management oversight for use on subordinate Service, Command, and Agency activities. The OSD Y2K Program office has conducted several workshops for Service, Command, and Agency contingency planners detailing proven methodologies for developing viable systems and operational contingency plans. Content of these workshops includes risk assessment techniques, interdependency management, value-chain analysis, and the top 100 questions a world-class contingency planner must ask/answer to assure organizational Y2K readiness. Workshop plans in progress include content development on "zero-day" response, preparations and risk mitigation strategies executed immediately before potential date outages to prepare organizations for the rollover. 

DoD Involvement with Others 

Finally, DoD is engaged with external organizations for systems and operational contingency planning. OSD is decisively engaged in developing an understanding of the demands that might be placed upon the Department of Defense as a result of Y2K induced disruptions in the US infrastructure. We are working closely with the White House, the National Security Council, Federal Emergency Management Agency, and a variety of other organizations to achieve a balance between DoD mission requirements and support to others. DoD must be able to assure operational readiness to react to challenges to US National Security while at the same time assisting the Nation in such a fashion as may be necessary to negate disruptions to the domestic infrastructure. This Intra Governmental Contingency Planning is ongoing and likely to continue up to and through 1 January 2000. 

Each system, function, and business process owner in DoD is responsible for developing, testing, and refining contingency and continuity of operations plans that ensure DoD can carry out its mission regardless of Y2K.  

With the submarines, are there still a set of systems that need to be compliant?

USS Olympia (SSN 717) and USS Santa Fe (SSN 763) demonstrated Y2K compliance during recent pier side verification testing. These are the first two US submarines to be fully tested for Y2K compliance. Seven more submarines (four fast attacks SSNs and three Trident ballistic missile SSBNs) are scheduled for similar pier side Y2K testing. The complete systems testing will help ensure Y2K compliance for all US Navy submarines. Each submarine must be assessed as a stand-alone system.  The Commanding Officer is responsible for ensuring that all the systems on the ship are made Y2K compliant.

The Submarine Directorate (SEA 92) at Naval Sea Systems Command teamed with Naval Undersea Warfare Center (NUWC) Division Newport, the Fleet Technical Support Center Pacific (FTCSPAC) and submarine crew members to coordinate and conduct the testing. Y2K vulnerable systems were tested in a full operational configuration during a simulated at-sea Y2K environment. All shipboard clocks were advanced to five critical dates ranging from Sep. 9, 1999 through Oct. 10, 2000. Tests were conducted at one hour before and one hour after midnight on each date to ensure proper operations throughout the midnight rollover. Shipboard exercises were conducted in accordance with an extensive and approved test plan. Out of the 26 systems tested, only one system (which detects electronic emissions from other ships) experienced a minor Y2K related problem. A temporary procedure that will permit the operation of this system during the rollover was successfully demonstrated. A more permanent solution is being developed.

Are there any weapons that are date-sensitive?  What kind? 

All Services, which have weapons in their inventory are require to assess, evaluate, test, and report any Y2K or non-Y2K related problems and issues.  The reports are forwarded to upper DOD management for review.

Most weapons are not date sensitive.  However, many contain real time clocks which are not Y2K compliant.  The entire weapons inventory was surveyed during the five-phase program to find and fix non compliant weapons.

How much is Y2K costing the DoD?

It has been reported to congress by DepSecDef  to be $2.9 Billion.

Is the DoD working with foreign governments to assist them with Y2K compliance of critical systems?

Yes.  DoD, in conjunction with the State Department and other government agencies is heavily involved in formal efforts to assist foreign nations in 1) awareness of potential Y2K problems, 2) assessment of the scope and risk posed by a nation’s Y2K status, 3) remediation efforts to fix the problem, 4) system validation, and 5) contingency planning.  It is not the intent of DoD to actually fix Y2K problems for foreign nations, but rather to encourage awareness of the potential for problems, suggest solutions and mitigate the effects through prior planning and preparation.  

Y2K RAIL ISSUES: 

Will Amtrak and commuter railroads be affected by Y2K?

Amtrak and the commuter railroads have examined both their operating systems (dispatching, signals, grade crossings, etc.) and their business systems (ticketing, reservations, scheduling) and have successfully corrected those few systems where a Y2K problem occurred.  They anticipate that trains will run as planned on 1/1/00 and the following days, and that customers will continue to be able to obtain information, tickets, and reservations. 

Are the switching systems for trains time or date-sensitive? 

In general, because of the design of safety‑critical railroad signaling, dispatching, and telecommunications systems and of the operating rules that accompany them, the railroad industry does not anticipate that Y2K problems would increase the risk of collision. These systems are all event‑driven, rather than time or date driven..

How will the train crossing guards be affected by Y2K?

Grade crossing signals are free of Y2K problems because they are event‑driven, rather than time‑ or date‑driven.  Electronic event recording systems keep track of grade crossing signal operation, but the signals are designed to operate even if the event recorders malfunctioned due to a Y2K problem. 

How many engines in the United States might have computers or embedded chips in them?

The US railroad industry collectively owns approximately 20,000 diesel‑electric locomotives.  Sixty‑five percent of these were built before 1985 and have no on‑board electronics.  Only those locomotives built since 1985 have on‑board microprocessors. The two principal U.S. manufacturers of locomotives, General Motors and General Electric, have confirmed that there are no Y2K problems associated with embedded microprocessors.  The only issues reported so far are associated with fault reporting systems and do not affect actual locomotive operations.

Y2K TRANSIT ISSUES:

Will subways and buses be affected by Y2K?

This depends on the system of each transit agency.  Although there is no universal answer, most control systems for bus and train systems are not date-dependent.  The Federal Transit Administration has participated in many meetings and workshops with the transit industry to help prepare buses and subways for Y2K.  However, some transit riders may experience disruptions in service if those providers have not adequately prepared for Y2K.  

Do some of the subways have computers piloting them and if so, will there be a person driving them on January 1, 2000?

All trains have operators.  And, for the most part, computer systems that control trains are not date-dependent.  In the instance where a train system is controlled by a date-dependent system, the train operator can always manually operate trains.

Has anyone made sure that buses are compliant?

Every transit service provider which receives federal funding must certify to the Federal Transit Administration that it is fully able to operate next year.  Any transit provider that will not be able to provide transit services, due to Y2K or any other reason, will not receive FTA funds.  This action is being taken to ensure the safety of transit passengers and will affect the majority of transit operations.  However, Y2K compliance is ultimately the responsibility of the transit provider.  Most bus operations are not affected by Y2K.

Y2K TRAFFIC LIGHT ISSUES

Will traffic lights work? Are there systems in place to prevent the lights from going down?

Traffic signals will work in a safe mode as long as power is available.  If computers malfunction, signal timing could operate without coordination.  In the worst case, signals could revert to the emergency flash mode.  A very small number of intersections may have back-up generators, but it is rare case for an individual intersection to have back-up power.   The only known safety issue relates to jurisdictions such as Washington, D.C., where traffic signal control equipment is used to operate reversible lane control signs.  If the control software does not recognize the Year 2000 conversion, the wrong day-of-week command may be issued to the lane control signs.

Do they have embedded chips in either the light itself or in a junction box?

Yes, signals have embedded chips in the controller cabinet.

Y2K SHIPPING ISSUES

Will it be safe to take a cruise, or is maritime safety threatened by Y2K?

In the maritime sector, preliminary assessments by the U. S. Coast Guard and MARAD, as well as a large number of marine transportation system (MTS) trade associations, indicate that most large international companies have given the Y2K problem high level attention, have assessed their Y2K issues, and have active and comprehensive Y2K programs in place.  Included among these companies are the large cruise lines. These programs include well-resourced repair of their internal systems and equipment, and the writing of business continuity contingency plans.  The picture is less consistent among small and medium sized shipping companies, as well as smaller cruise line companies, and there are still concerns regarding the readiness of ports both with respect to support organizations worldwide, such as customs, and the public infrastructure that supports the ports, such as power, water, and telecommunications. 

Geographically, the Mid and Far East, former Soviet Union, and some parts of Latin America lead concerns.  There also continues to be some concern regarding ship electronics, including GMDSS, GPS, and ECDIS systems that interface with shore-based systems.

Domestically, the U.S. Coast Guard is conducting a national readiness assessment at 48 Captains of the Port around the nation, and is working closely with the shipping and port industries to insure efforts are underway throughout the MTS to reach readiness and to have contingency plans in place to ensure safe and continued operations.  

The Coast Guard also is reaching out to the industry internationally.  On March 3 and 4 it convened, with the UK Maritime and Coastguard Agency, a meeting of 16 international MTS trade associations at the headquarters of the International Maritime Organization (IMO) in London.  The associations represent the majority of the tonnage, ports, MTS industry personnel and marine insurers in the world.  Participants agreed upon a Year 2000 Code of Good Practice for the international MTS industry, and handed it over to the IMO, who immediately issued the Code as an IMO Circular.  As the International Council of Cruise Lines (ICCL) was represented at the meeting, and was a major contributor to the Code, they can be expected to be a strong advocate for adoption by their members of the Code's practice on safe conduct of operations and contingency planning. The Code can be accessed on the web at http://www.tvontheweb.com.  

Further information about Y2K issues and the MTS can also be obtained by visiting the U. S. Coast Guard website at http://www.uscg.mil/hq/g-m/y2k.htm or by calling the USCG infoline at 1-800-368-5647.  Boat-owners and operators are encouraged to contact manufacturers directly to verify the readiness of their GPS receivers and other electronic navigation equipment. Information on GPS, and radionavigation equipment manufacturers can be obtained at http://www.navcen.uscg.mil/gps/geninfo/y2k/default.htm or by calling the infoline mentioned above.

What effect will this have on maritime shipping (oil, garbage, et al)?

The modern marine industry is, like many other businesses today, increasingly reliant on information technology.  Though the industry appears in large measure to be responsibly addressing the Y2K problem, there is still a clear possibility of disruptions in the industry.  Such disruptions, if they occur, could lead to delays in the movement of goods and people. However, the Coast Guard is taking active steps to insure that the industry is not only addressing the Y2K problem, but putting in place and testing Y2K contingency plans.  Though disruptions cannot be ruled out, the U.S. Coast Guard will act on its authority to protect the health and safety of the public in U.S. waters.  It is unlikely that lives will be in danger due to Y2K problems. However, the industry is complex, and internationally linked, so that disruptions around the world could be felt in U. S. ports and in the U. S. economy.  The barge industry reported in a recent meeting on the continuity of coal delivery that they did not anticipate Y2K problems that would affect their operations.  The St. Lawrence Seaway will most likely be closed for the winter, as usual, when the millennium arrives and will not reopen until the end of March or beginning of April.  Accordingly, any problems associated with the Year 2000 would not have any direct impact on Seaway traffic on or about January 1, 2000, and similarly should not have any appreciable effect on sufficient vessel availability for the 2000 Seaway shipping season beginning three months later.

Y2K & AUTOMOBILES:

NHTSA is in the process of surveying nine major auto manufacturers to determine if there are Year 2000-related impacts in motor vehicles and motor vehicle parts due to embedded microchips that could affect vehicle safety and/or performance.  This survey request, which was sent out in early February 1999, was designated a “Special Year 2000 Data Gathering Request” under the Year 2000 Information and Readiness Disclosure Act (dated October 19, 1998).  After review and analysis of the results, NHTSA plans to release summary information of the survey responses by April 1999, from the respondents who consent to the release of this information.   

NHTSA is providing a consolidated list of Internet links on its Year 2000 Internet web‑site (   MACROBUTTON HtmlResAnchor http://www.nhtsa.dot.gov/nhtsa/whatis/y2k/)
 as an added source of information for the public.   Those auto manufacturers who voluntarily provide product compliance information on their respective Internet sites will be listed on NHTSA’s Year 2000 Internet site.

Will there be enough food, or should I begin stockpiling now to prepare for Y2K?

Yes, there will be enough food.  Major domestic companies that provide most of the food American’s consume have been working hard on the Y2K problem for some time and are confident that there will be little or no interruption in the food supply from the Y2K bug. The Food Supply Working Group, led by the U.S. Department of Agriculture, agrees with this assessment and reports that major food manufacturers and distributors will be well prepared for the century date change. Grocery stores are already anticipating a surge in sales at the end of the year because of the many celebrations planned for the millenium and they intend to have sufficient inventory. The nation's supermarket companies report that they normally have five weeks of inventory in their distribution centers and stores.    In some categories, such as prescription drugs, they have up to three months inventory in the system.   These stocks provide a supply cushion in times of unusual demand surges such as severe weather.  In addition, grocery stores are accustomed to operating under adverse conditions and they have contingency plans in place so that they can continue to serve their customers, when for example, inclement weather causes power outages.

Will grocery stores be open and prepared for Y2K?  Will there be food in the markets?

Grocery store chains are spending hundreds of millions of dollars to prepare for the century date change.  Major grocery stores chains and national wholesalers are confident that their stores, pharmacies, offices, plants and warehouses will function normally on and after January 1, 2000.  The nation's supermarket companies normally have five weeks of inventory in their distribution centers.  They are also preparing for an anticipated surge of sales at the end of the year because of the number of special celebrations planned for the millennium and they intend to have sufficient inventory.  It’s important to remember that grocery stores are accustomed to operating under adverse conditions and they have contingency plans in place so that they can continue to serve their customers when, for example, inclement weather causes power outages, so they will be similarly prepared for any disruptions that might be caused by the Y2K bug. Unless there is widespread hoarding or excessive stockpiling, especially toward the end of the year, supermarket companies expect January 1, 2000 to be a routine shopping day. 

Imports

There may be some risk of year 2000 disruptions to U.S. imports of foreign food, especially perishable commodities.  However, should there be a disruption, fresh fruits and vegetables are likely to continue to be available, with less variety and at higher prices, due to domestic production.   Representatives from the food industry report that there are abundant processed substitutes (3-5 weeks supply) for any fresh product that is not imported because of Y2K. The greatest threat to the food supply is not the Year 2000 problem but may come from consumers themselves as excessive hoarding and stockpiling
Will grocery stores have problems with money?

Grocery stores will continue, of course, to accept cash, checks or food stamps based on normal store procedure.  Consumers have been using credit cards and debit cards with expiration dates beginning in 2000 for many months with few disruptions.   Additionally, stores are working to ensure that an ample supply of manual vouchers are available for food stamp transactions and alternative authorization processes are in place for debit or credit card transactions should there be any temporary interruptions in electronic communications.

How will food get to the markets?  Will standards of food safety still be maintained?

U.S. motor carriers play an important role in moving fresh, frozen and dry agricultural products from major production areas to markets all over the United States.  A relatively small proportion of U.S. trucking firms rely on computer technology to assist in trucking operations and many of those companies report they are Y2K compliant.   For this reason, it is anticipated that food will be delivered on time and in sufficient amounts to U.S.  markets.

Meat and poultry products that are transported to a Federal or State inspected plant for further processing are always subject to reinspection by the Food Safety Inspection Service when they enter the establishment.  In addition, plants check for incoming products for adherence to their own temperature and condition specifications.

Meat and poultry products moving to other locations such as grocery distributors and restaurants are under the authority of state and local health officials.  Again, such operations generally have specifications for incoming products, and they conduct inspections to assure that products are acceptable.

For more information on food safety, you can call the food safety hotline at 1-800-535-4555.

FEDERAL AVIATION ADMINISTRATION Y2K ISSUES 

Will it be safe to fly on and after January 1, 2000?

Safety of air travel is the most important concern of the FAA.  A primary goal of the FAA is to ensure that the National Airspace System (NAS) operates safely through the Year 2000 and beyond.  Several steps have been taken toward achieving this goal:

· A schedule has been established that requires all systems owned and operated by the FAA, including the National Airspace System, to be certified Year 2000 compliant by June 30th, 1999.

· In the highly unlikely event of system outages due to Year 2000 issues, contingency plans are being updated for each FAA system.

· In addition to system contingency plans, an agency-wide contingency plan is also being developed.

The agency has always been committed to maintaining the highest level of air traffic safety and efficiency.  However, the FAA would reduce air traffic capacity before compromising the safety of the National Airspace System and the public. The FAA will maintain its commitment to safety into the Year 2000 and beyond.  For additional information on FAA’s Y2K Program and for other related links, please visit www.faay2k.com.  

Are the airports Year 2000 compliant?

The FAA is responsible for certain systems at airports, such as ones that are directly involved with air safety.  These systems will be certified Year 2000 compliant by June 30th, 1999.  The remainder of the systems, such as the ones that are involved with handling baggage and maintaining security for example, are the responsibility of the individual airports.  The FAA is working closely with the airports across the country to minimize the possibility of travel disruptions on January 1, 2000.

The FAA regulates airfield safety under the Airport Certification Program, and will take all measures necessary to maintain the safety of airfield operations at certificated airports.  Certificated airports are required to comply with FAA regulations.  If a certificated airport uses computer equipment, that equipment must be Y2K compliant or the airport must have an alternate means of complying with the regulation that doesn’t rely on the computer.  

If an airport operator fails to make Y2K repairs to critical equipment or to develop an alternate means of complying with requirements, the FAA will restrict or suspend air carrier operations at that airport as necessary to maintain safety.  There are also many other computerized systems at airports, typically owned by the airport operator, air carriers, or tenants, which do not affect aviation safety but which could affect efficient use of the airport by airport users and passengers.  Airport operators and air carriers are very aware of these potential impacts and are working to identify, assess, and repair all of their computer systems on the airport that could affect air transportation.

Will there be a problem with airline reservations systems?

Although the FAA does not own or operate airline reservations systems, early indications show that these systems are not affected by the Y2K problem (source:  “Travel Industry Passes Y2k Test,” AP Business News, February 5, 1999).  February 4, 1999 was the first day most airline systems could book tickets for January 1, 2000, and no Y2K-related problems were apparent.  In addition to major airlines, many car rental and other travel industry businesses that also began booking reservations have so far avoided any Y2K-related glitches.

What about the safety of airplanes?

FAA is responsible for monitoring the safety of airplanes, not for making the actual fixes to airplanes’ computer systems.  The two major manufacturers of commercial airplanes, Boeing Company and Airbus Industrie, have both issued statements declaring that neither company has identified any Year 2000 related issues that could affect the safety or normal operation of any aircraft.  Dates and times are used mostly for flight planning purposes.  Engines, landing gear and flight control systems are not date-sensitive and will function regardless of date or time.  Further information can be obtained on the Y2K activities of these companies on their web sites: www.boeing.com and www.airbus.com.  Other related links can be found at www.faay2k.com.

What about power outages?

The North American Electric Reliability Council (NERC) reports that live tests of electric generators that were fixed for Y2K problems have resulted in no critical failures that would have caused a shutdown of power systems.  

If a power outage were to occur on January 1, 2000, the FAA has existing contingency plans in place to continue operations.  These contingency plans are used routinely, such as when a major thunderstorm causes a local power outage.  All Air Traffic Control systems have back-up generators that provide necessary power in case of an outage.  For example, one Air Traffic Control Center has three (3) back-up generators, although only one (1) generator would be sufficient.

What about fuel delivery systems?

FAA is responsible for systems at airports that are directly involved with air safety.  These systems will be certified Year 2000 compliant by June 30th, 1999.  The remainder of the systems, such as fuel delivery systems, is the responsibility of the individual airports.  Such systems represent an economic, rather than safety, issue to the airport.  The FAA is working closely with the airports across the country to minimize the possibility of travel disruptions on January 1, 2000.

Will international flights be affected?

The FAA does not have regulatory authority over other countries’ aviation operations or systems.  However, the FAA is currently working with the International Civil Aviation Organization (ICAO) and other key international aviation organizations - including the International Air Transport Association (IATA) - to determine Y2K status of other countries.

A government panel including the Department of Transportation, Department of State, and other appropriate members will meet shortly after July 1, 1999, to review the Y2K compliance status of other countries. The panel will then make a public statement as to the Y2K status of various countries by September 30, 1999. When making recommendations, the panel will be evaluating air traffic service providers, airports, and flagged air carriers in other countries.
Will there be a problem with security at the airports?

The FAA Civil Aviation Security Year 2000 Program Office distributed a survey to most large- and medium-sized hub airports.   All those surveyed responded, confirming that either they are already Y2K compliant or will be so in the near future.

All new explosive detection systems are Y2K compliant.  Older explosive detection systems have been modified to be Y2K compliant.

Metal detectors do not have any date-related operations and thus do not require any Y2K repairs.

FEDERAL COMMUNICATIONS COMMISSION Y2K ISSUES

Will the satellite systems still function properly?  What problems do you foresee because of the Y2K problem?

Since Y2K problems must ultimately be fixed by the satellite company, the Y2K-compliance status of a specific satellite system can only be answered by that satellite operator.  Nevertheless, the FCC is partnering with the satellite industry to promote overall industry readiness through (1) outreach and advocacy, (2) monitoring and assessment, and (3) contingency planning and regulation.  For more information on FCC and industry activities, please see the FCC Y2K webpage at http://www.fcc.gov/year2000/ .

One foreseeable issue is the need for consumers to check on the readiness of their own equipment.  If you own a satellite dish, you should consider contacting your satellite service provider or equipment manufacturer concerning its readiness.  Links directly to manufacturers Y2K webpages can be found at the FCC Y2K webpage.

How will the telephone lines be affected by the Y2K problem?

A recently conducted FCC survey indicates that in all likelihood, there will be dialtone when the phone is picked up on New Year's Day.  FCC survey results indicate that the large carriers covering 92 percent of the nation's phone lines report that they will be fully tested and compliant by June 1999.  Medium and small companies that serve many rural areas lag somewhat behind, and generally may not complete their full preparations until the end of 1999.  This delay is a concern to the FCC.  

Since Y2K problems must ultimately be fixed by the telephone company, the Y2K readiness of a specific company can only be answered by that company.  Consumers are encouraged to contact their service providers if they have any questions.  In addition, if consumers have their own equipment, including fax machines, modems, or private telephone networks, those consumers are fully responsible for the readiness of their own equipment.  These consumers should contact the manufacturers of their equipment concerning its readiness.

What is the readiness of 911 systems and what is the FCC doing in order to facilitate readiness?

Emergency services is one of the highest priorities of the FCC's Y2K Task Force.  While the FCC has not done a specific assessment of 911 systems, the FCC has been very active in this area.  The FCC hosted two forums in June and November of 1998 concerning the importance of 911 and emergency dispatch services.  The FCC has placed articles in several emergency services professional journals and FCC staff have been very active in attending emergency service communications conference in order to reach out to emergency service professionals such as police, fire stations, ambulances and hospitals.  In addition, industry efforts are underway to test 911 equipment and the results of those tests have been positive.  More information concerning the FCC's efforts in this area can be found at the FCC Y2K website <www.fcc.gov/year2000/>. 

How will cellular telephones be affected?

Since Y2K problems must ultimately be fixed by the wireless company, the Y2K-compliance status of a specific wireless system can only be answered by that wireless service provider.  Nevertheless, the FCC is partnering with the wireless industry to promote overall industry readiness through (1) outreach and advocacy, (2) monitoring and assessment, and (3) contingency planning and regulation.  For more information on FCC and industry activities, please see the FCC Y2K webpage at <www.fcc.gov/year2000/>.

Will my telephone work in the year 2000?

The FCC emphasizes that owners of telephone equipment should conduct assessments of their own equipment.  From fax machines to private telephone networks in offices or factories, only the owner of that equipment is able to determine its readiness.  Equipment owners should make complete inventories of their systems, consult with manufacturers (perhaps through manufacturer's websites), and determine the readiness of that equipment and whether it needs to be repaired.  Where appropriate, equipment owners should consider testing their equipment and networks, and preparing contingency plans.  The FCC's Y2K website contains links to manufacturer's Y2K information, provides guides on how to prepare your equipment, and includes model contingency plans.  The FCC Y2K website can be found at <www.fcc.gov/year2000/>.  

Is my cable company compliant?

 Since Y2K problems must ultimately be fixed by the cable company, the Y2K-compliance status of a specific cable operator can only be answered by that cable operator.  Nevertheless, the FCC is partnering with the cable industry to promote overall industry readiness through (1) outreach and advocacy, (2) monitoring and assessment, and (3) contingency planning and regulation.  For more information on FCC and industry activities, please see the FCC Y2K webpage at http://www.fcc.gov/year2000/ .

Since the cable/telephone companies may have to purchase new equipment to become Y2K compliant, can they increase my bill to cover the charges? (will my bill increase significantly?)

A: Generally speaking, if the Local Franchising Authority (LFA), which regulates the Basic Services Tier (BST) and customer premises equipment (CPE), allows the cable operator to do so, then the cable operator may recover the cost of new equipment and/or additional business expenses needed to become Y2K compliant through rates.

Alternatively, the LFA may deny the cable operator the ability to recover the additional costs through rates, and, instead, order the operator to use accumulated profits to absorb the new costs. 

CABLE YEAR 2000 FACT SHEET 

Will I continue to receive cable service on January 1, 2000?

Most cable operations are not expected to be crippled by Y2K.  However, cable subscribers may experience scattered service disruptions such as some channels going dark, erratic commercial insertions, improper billings, inability to order pay-per-view channels, erroneous changeover of programming on the same channel, and delayed service or repairs.  Subscribers to cable modem, two-way and telephony services may want to contact their cable operators about the Y2K readiness of these advanced services.
What effect does the "millennium bug" have on small operators?

Small cable operators have unique problems.  Although small cable operators serve a relatively small percentage of the nation’s cable subscribers, they carry a disproportionate Y2K burden because they operate a large majority of the nation’s 11,000 headends, which are the command centers of cable systems.  In addition, they sometimes lack necessary access to Y2K information, personnel, and financial resources. On the other hand, some small operators are ironically fortunate to have older equipment that is not date or time sensitive and therefore not susceptible to Y2K implications.  To assist small operators in assessing their Y2K readiness, the Commission is working with industry groups, such as the Small Cable Business Association (SCBA), to disseminate Y2K information and to encourage small operators to contact CableLabs, a cable industry research consortium.

Will I need to replace my set-top box?

A: Probably not, but check with your cable operator.  While most set-top boxes are date and time sensitive, they do not have their own internal clocks, but rather are “told” the date and time by equipment (i.e. addressable controllers) located at the cable headend.

Will I continue to receive broadcast television service from my cable system if my cable system encounters a Y2K problem?

Yes, most likely.  Equipment used to receive and process broadcast television signals is generally not dependent on the date and time.  Therefore, Y2K considerations are not likely to come into play. However, a subscriber may wish to have an antenna handy to ensure reception of over-the-air broadcast signals.
What components of a cable system are most vulnerable to Year 2000 problems? 

A wide variety of equipment and programming that relies on or uses date or time in the system will likely be affected by the Year 2000 problem.  Equipment such as switching devices, commercial insertion equipment, satellite video playback equipment, addressable set-top box controllers and customer care systems (e.g. billing, management software, account maintenance, etc.) are at risk.  Other areas susceptible to Y2K implications include: software used for logging service calls and dispatching personnel, automated test equipment and auxiliary systems (e.g. heating and cooling systems, security systems, backup power, etc.).  Major concerns also exist for equipment, which is old, no longer supported by the manufacturer, or was manufactured by a vendor that is no longer in business.  This equipment will need substantial upgrades or complete replacement, which may be more costly and may delay compliance beyond the year 2000.  On the other hand, replacing and upgrading old equipment may be beneficial to a cable operator who wants to provide improved customer billing systems and advanced services to subscribers.

Will the Emergency Alert System (EAS) be affected?

Vendors of EAS equipment have certified that EAS equipment is Y2K compliant.  However, since implementation of EAS equipment for all cable systems will not be completed until October 1, 2002 (when cable systems serving less than 10,000 subscribers are required to complete installation and begin operation), the effects of Y2K on the entire EAS network once the various components come on line is still unclear.  Cable systems serving greater than 10,000 subscribers must have EAS equipment installed and operational by December 31, 1998, which provides operators an opportunity to assess the system while operational prior to the year 2000.
What outside sources may also affect a cable system on the Year 2000 problem?

Any programming or data imported into the cable system either electronically or manually that is not Year 2000 compliant has the potential of affecting a compliant cable system.   Of course, non-compliant equipment inadvertently installed in the system can also be problematic.  Interoperability testing and contingency planning will help resolve Y2K problems resulting from interactions with problematic external sources.

What has the cable industry done to identify and remedy the Year 2000 problem?

Cable Television Laboratories, Inc. (CableLabs) created a Year 2000 (Y2K) Working Group in November of 1997 to act as a clearinghouse for documents and information related to Y2K hardware and software issues that affect the cable industry.  The Working Group’s principle objective is the focus on uninterrupted service delivery and customer care.  The working group is collecting information from cable operators as they assess equipment currently deployed in their systems for Year 2000 vulnerabilities, repair and test problematic equipment.  As the data is collected, CableLabs is posting information on problematic equipment and software, as well as, to the extent possible, solutions, behind the firewall on its web site.  All franchised cable operators are permitted access to this web site.

CableLabs and the National Cable Television Association (NCTA) are working together to address Y2K issues.  The Cable Telecommunications Association (CATA) and the Small Cable Business Association (SCBA) are also disseminating information on Y2K to their small and mid-sized cable operator members.  Other state cable associations and communications industry associations are also working with cable operators in addressing Y2K issues.

On September 29 and 30, 1998, CableLabs hosted a Year 2000 Vendors Symposium in Denver. All cable operators were invited to attend the symposium, regardless of their membership status in CableLabs. The symposium is an important part of CableLabs' overall Y2K effort on behalf of the industry.  Selected cable industry vendors, including representatives from addressable set‑top box manufacturers, billing systems and headend component manufacturers, spent two days presenting their plans for becoming Year 2000 compliant.  In addition to the formal presentations, the vendors discussed their testing and certification plans, both publicly and one-on-one with cable operators present at the conference.

NCTA and CableLabs have also indicated that conclusion of interoperability testing and a report on the results is expected by May 15, 1999.  NCTA and CableLabs have also engaged an independent consulting organization to observe interoperability testing scheduled to occur at several host cable operator locations.  The consultant will also work with CableLabs to prepare a generic cable industry contingency plan.  The contingency plan, to be completed by June 15, 1999, will act as a guideline for the industry and will address “cable operations,” which is defined to include all areas affecting the operators’ ability to deliver service.  

What is the FCC's role in assisting the cable industry to remedy Y2K problems?

A:
The Commission has a three-dimensional approach to addressing the Y2K problem: (1) outreach and advocacy, (2) monitoring and assessment, and (3) contingency planning and regulation.  Through this approach, and by partnering with the industry, the Commission intends to promote overall industry readiness.  Additionally, the Commission plans to disseminate collected information to the industry and public through the FCC's Year 2000 web site http://www.fcc.gov/year2000/ and on-going industry correspondences.

What is the FCC's goal in meeting the challenges posed by the Year 2000 problem?

A:  The Commission's goal is to assure the public that January 1, 2000 will be just another normal day for cable service.

OIL and GAS Y2K ISSUES

Will fuel be available?

Americans can expect few, if any, shortages of petroleum-based fuels come the Year 2000. There may be some minor interruptions in the flow of products made from oil, but the impact on consumers will be minimal—no more serious than a bad storm that inconveniences some people for a few days.

Will oil still be delivered to my home for heating?  Will there be a shortage?

No shortage of home heating oil is anticipated. Do what you usually do to arrange delivery: contact your local heating oil supplier.  

Is there a U.S. fuel reserve?

Yes. The U.S. Strategic Petroleum Reserve should contain at least a two months’ supply of oil by the time the Year 2000 arrives.  As part of routine business continuity plans, individual petroleum companies maintain inventories as well. 

What else are individual companies doing?

Oil and gas companies use advanced technology in most facets of their operations—everything from exploration and production to transportation, refining, and marketing. They have identified potential Y2K problems, remedied them, and tested computer software and embedded chips to ensure everything works as it should.

Is there an up-to-date survey of the oil and gas industry on Y2K?

Yes. The oil and natural gas industry is conducting quarterly surveys on Y2K readiness. The most recent survey, completed in January 1999, shows marked improvement since an earlier survey last fall. Ninety-four percent of the respondents—companies that provide 88 percent of the oil and natural gas American use—expect their computer systems to be Y2K ready by September 30. Nearly all expect their Y2K contingency plans to be in place and tested by then as well.

The survey results were presented to the Federal Energy Regulatory Commission (www.ferc.fed.us) on February 18, 1999, by the American Petroleum Institute and the Natural Gas Council. These organizations are leading the effort to survey all elements of the oil and natural gas industry on Y2K readiness.

Will we experience the gas lines of the 1970s all over again?

It’s highly unlikely. The gas lines of the 1970s were the result of government-mandated price and allocation controls, not a shortage of gasoline. Though gasoline is expected to be in plentiful supply when the Year 2000 arrives, delivery problems are possible, as always. We believe any such problems will be limited in scope and short in duration. 

Are there plans to ration fuel?  If so, for how long?

The oil and gas industry has no plans to ration fuel. And even if some fuels were temporarily in short supply, as sometimes happens when there’s a bad storm, rationing does more harm than good—as we saw in the 1970s. 

Do oil and gas pipelines have embedded chips?  If so, what is being done to ensure their flow is uninterrupted?

Yes, computer chips are embedded—built into—both oil and gas pipelines. The companies that operate them have undertaken extensive testing and remedial action to ensure the supply of natural gas and petroleum-based fuels is uninterrupted. They are confident they will succeed, according to an industry-wide survey released by the American Petroleum Institute and the Natural Gas Council. Remember: from a customer satisfaction, employee safety and profit perspective, an interruption in service could cost pipeline companies dearly. So it’s in their interest (and yours) to keep pipelines running smoothly.

I’ve been told the drilling platforms at sea contain micro or embedded chips that could fail. Who’s responsible for ensuring they don’t?

Embedded chips are not a significant problem for the oil and natural gas industry, according to an industry-wide survey released by the American Petroleum Institute and the Natural Gas Council. The companies that operate the drilling rigs are responsible for keeping them going. They’ve taken extensive steps to ensure that they do—which is in their interest as well as yours. When production stops, so do earnings. 

What’s the best way to store fuel at home?

Above all, take care. Gasoline and other petroleum-based fuels are flammable. 

They should never be stored where a spark could ignite them, causing a fire or explosion. Use a container marked “UL approved” and keep it away from heat sources—the sun, hot water and space heaters, and furnaces. 

Local fire and building codes regulate and specify the amount of gasoline that can legally be stored by individual homeowners, industries, businesses and others. For more specific information, visit API’s web site (www.api.org/consumer/handlefuel.htm). Your local fire department or government safety agency is also a good source of information. 

Are gas station pumps susceptible to the Y2K bug?

As far as we know, the pumps themselves are not susceptible to the Y2K bug. But power outages are possible, which could affect their operation. And computers could have problems with some credit cards. Any problems, however, should be localized.  

Will gas pumps shut off?

The gas pumps should keep working, unless there’s a power outage. 

Will gasoline prices increase the closer we get to January 1, 2000?

Gasoline prices dropped to historic lows this winter. They could remain low or rise as the year goes on—no one knows for sure, nor is there any way of knowing. Some people think the price will increase because everyone will rush to top off their tanks in preparation for the turn of the century—as they do when a bad storm’s brewing. But if supplies also increase in anticipation of such a rush, prices could drop. So the outcome is purely speculative.  

Since we rely on other countries to produce much of our fuel, how do we ensure we have enough if they fail to prepare for Y2K? Are there outreach programs to ensure that major oil exporters are up-to-date?

Though we now import more than half the oil we use, U.S. sources of supply are many and diverse. If one country cannot supply what we need, we can probably get it somewhere else. And the United States is largely self-sufficient in natural gas, relying on imports for less than 14 percent of its supply.        

Venezuela, Canada, Saudi Arabia and Mexico—our largest suppliers of oil— expect all critical systems to be Y2K-ready by the end of the year. Less is known about the Y2K-readiness of our next largest suppliers: Nigeria, Angola and Iraq. But, as the U.S. Department of Energy points out, major international oil companies operate in those countries and are prepared for (any and all) potential problems.

Y2K HEALTH ISSUES

Will my external defibrillator be affected by the Y2K problem?

Ventricular fibrillation, a highly irregular, disorganized heart rhythm can cause sudden loss of consciousness or death within minutes if uncorrected.  External defibrillators are intended to treat ventricular fibrillation by delivering an electrical shock to the heart and restoring normal cardiac activity.   External defibrillators are critical, life-saving medical devices that are used to save the lives of thousands of patients each year. 

The critical functions of defibrillators will NOT be affected by the Year 2000 date problem.  Some defibrillators incorporate features to record activity of the devices and correct recording of the date may not occur in some devices if only two digits were used to record the year.  If the device is designed to record the date and time, the stored or recorded information may be incorrect.  For example, in some older models, the devices may not be able to distinguish between the year 1900 and 2000 when displaying a date on the monitor or when recording a date on an electrocardiograph stripchart recorder or in a patient report.  However, the therapeutic function of an external defibrillator will not be affected by the millennium change since the delivery of a shock does not use date/time to provide therapy.  

More recently marketed devices and software are now designed to correctly use date information in the year 2000 and beyond.  Manufacturers of all medical devices, including defibrillators, are required to assess their equipment for Year 2000 compliance.  Using the information provided by the manufacturers, the nation’s healthcare facilities and healthcare providers should be reviewing their inventories to determine whether or not they have problem devices and taking the appropriate action to prevent problems with the use of any equipment identified as non-compliant.

On December 29, 1998 the Food and Drug Administration (FDA) issued a FDA Medical Device Malfunction Advisory warning hospitals, emergency medical services and health care practitioners about the potential for date-related problems associated with the change from 1998 to 1999.  One of these devices was a Hewlett-Packard 43100A/43200A external defibrillator.  The defibrillator will defibrillate properly but will print out “set clock” rather than the month, day, hour, and minute on the paper event record.  On trying to reset the clock, the CRT will display a 1985 date.  The manufacturer advises it should be reset to 1998 (not 1999) after which the unit will work properly for the year 1999 (because the event record does not print the year, only the month, day, etc.).  At the end of 1999 it will need to be reset again, from 1998 to year 2000, after which it should work properly.  Thirty-nine thousand of these defibrillators were sold worldwide between 1985 and 1992. 

Will my hemodialysis machine be affected by the Year 2000 problem?

A hemodialysis machine is an automated blood filtration machine (and is often referred to as an artificial kidney system).  The hemodialysis machine is part of a complete hemodialysis system, which also includes the water treatment unit, hemodialyzer (blood filter), blood tubing, and patient access (e.g., catheter, fistula, graft).  The purpose of the hemodialysis system is to duplicate the function of the patient’s kidney in maintaining proper fluid balance and removing waste products.  Hemodialysis patients have generally lost the use of their own kidneys and require another method for removing excess fluid and waste products from their body.

The hemodialysis machine pumps blood from the patient through the hemodialyzer and return the blood back to the patient.  At the same time, it ensures that the proper amount of fluid is being removed from the patient and also controls and monitors the entire hemodialysis treatment to ensure that the treatment is safely performed.

Many hemodialysis machines in use today are not affected by the Year 2000 (or Y2K) problem. Early in 1998, the Food and Drug Administration (FDA) required manufacturers to show that their new models of hemodialysis machines are Y2K compliant.  As a result, these newer machines should not be affected by the Y2K problem.  However, some older hemodialysis machines are affected and were not originally designed to be Y2K compliant.  Since manufacturers are now aware of this potential problem, they have begun assessing these older machines, and making changes to the software as needed. 

The source of the Y2K problem lies with an internal clock that may be built into the hemodialysis machine.  This clock, which keeps track of the date for record-keeping purposes, does not affect basic safety functions of the machine, but is used to track and record time/date information for various parameters of a dialysis treatment. 

It is possible for your hemodialysis machine to be affected by the Y2K problem.  The best way for you to find out whether your specific machine is affected is to contact your hemodialysis clinic.  They should know, or be able to find out from the hemodialysis machine manufacturer, whether your particular model machine and is or is not Year 2000 ready.  

Question 19(a): Will there be a shortage of pharmaceutical products because of Y2K ?

The pharmaceutical industry has been aware of this problem for some time and has taken steps to correct the problem or have them corrected before the year 2000.  Many companies have set up programs to become Y2K compliant in a step by step manner utilizing phase operations such as the awareness phase, the assessment phase, the renovation phase, the validation phase, and the implementation phase.  A recent review of some fifteen (15) major pharmaceutical companies on the Y2K Corporate Disclosure page of the INTERNET found that over two-thirds will be Y2K compliant by the end of the 2nd quarter of 1999 and all but two by the end of the third quarter.

Computers control manufacturing and labeling operations within the pharmaceutical industry. The majority of these operations are based on a 24 hour clock, not a yearly clock, as the functions controlled occur in shorter periods of time than 24 hours.  These include the mixing, blending, or labeling of drug products.  However, it is possible some small percentage of operations are day and year dependent and there may be a small number of firms that have not adequately addressed the potential problems associated with Y2K.

However, given that the majority of drugs sold in the U.S. have more than one supplier/manufacturer, the availability of different types of drugs to treat each illness or injury (i.e. drug substitution) and that the number of non-compliant drug companies is believed to be very small, the chance that there will be a complete absence of any drug to treat an illness or disease based on Y2K problems will be extremely small or non-existent.  Nevertheless, over the next several months, FDA will work to develop a strategy for dealing with shortages resulting from increased demand or product failure.  This strategy will be the result of close collaboration with other federal agencies and the pharmaceutical industry.

Question 19(B): Should the consumer stockpile his or her medications in case there is a shortage?

As the potential problem of a drug shortage is extremely small or non-existent, the stockpiling of drugs seems unnecessary.  However, it would be prudent to make sure each consumer refills his drug or prescription at normal levels in the later part of December 1999 to avoid refilling problems that could occur with the Y2K transition in early January 2000.

Stockpiling of drugs that may be potentially affected (those issued under a prescription) by Y2K problems will also be limited by the Health Care Plans of each individual. Many plans limit the number of refills in short periods of time and the quantity of drug dispensed per visit, thereby making stockpiling a difficult accomplishment.

How will my medical bills be affected?  Will Medicare reimburse my doctor, or will he/she charge me what Medicare is normally supposed to cover?  How about my insurance --- will Y2K affect my standing with my insurance provider?
Answer- Medicare will be ready to process your medical bills, but your doctor or hospital needs to be able to submit correct bills.  Doctors, hospitals and other health care providers who fail to fix their own systems and thus are unable to bill us for services, are strictly prohibited from billing beneficiaries like you.  You are legally protected from liability for bills that Medicare would ordinarily pay, even if the health care provider is not Year 2000 compliant.  To safeguard you in the new millennium, we will provide you with a phone number to call to report any inappropriate billings you receive from doctors or hospitals or other health care providers, or any difficulties you encounter in getting needed medical care.  

About your insurance, you may want to check with your insurance company regarding any private policies or Medigap policies, to find out whether they will be able to pay your doctor, hospital and other health care providers.

Will my hospital be affected by Y2K?  Will they need generators and back-up supplies?

Answer - Hospitals must face this Y2K challenge and need to cope with the same computer issues other businesses do.  They will need to assure that their infrastructure, health care systems and equipment will function adequately.  All hospitals that participate in Medicare are required to have emergency power and lighting systems in critical areas such as the operating, recovery, intensive care, and emergency rooms and stairwells.  Medicare also requires that supplies be maintained to ensure an acceptable level of safety and quality.  We are working with hospitals and their associations to be certain they understand the need to make their own preparations, so that beneficiaries like you can continue to get the medical care you need.  

Question 22: How will the blood and organ transplant supply | be affected by Y2K?

FDA is making every effort to educate manufacturers of blood and tissue products on the Y2K issue.  FDA issued a letter to the biologics trade associations, including blood and tissue organizations, informing the groups about the potential Y2K problems and FDA’s expectations for manufacturers to address the issue.  The letter stated that manufacturers should develop contingency plans and should appropriately validate and test any changes or procedures put in place to deal with Y2K.  This letter is available on the FDA web site.  FDA has also issued a guidance document regarding the Y2K issue as it may affect blood bank software.  In the guidance document, which is also available on the FDA web site, software manufacturers and blood banks were advised of the Y2K issue and provided information on how they should address Y2K issues in their software.  FDA will continue to monitor this issue, however, through its inspection process. 

Will Y2K affect emergency services like ambulance dispatch?  How about home health care?

Answer - The American Ambulance Association is confident their members will be Y2K ready.  The Association is educating their members on potential Y2K issues and the actions that need to be taken to provide rapid and safe emergency ambulance service.  They are working with local emergency response agencies to ensure there will be no disruption in 9ll services.

Home health care covers a wide variety of services.  If you depend on someone to come to your home and provide a health service, you should consult with them to ensure that they will continue to be able to provide high quality and timely services.  If you have medical devices or equipment at home, you should consult with the provider or supplier of the equipment to be certain that it will continue to work properly.

Will Y2K affect my clinic or small, rural doctor’s office?

Answer - Many doctors’ offices and clinics, like other businesses, will be Y2K ready.  No business including a doctor’s office or clinic, however, is immune from the need to be fix their computers for the Year 2000.  Doctors’ offices and clinics, like other businesses, need to be aware of how Y2K can affect them and do whatever is necessary to ensure their Y2K readiness.  We are working with clinics and doctors to be certain they understand the need to make their own preparations, so that you can continue to get the medical care you need.

Y2K FOOD ISSUES

Will there be enough food, or should I begin stockpiling now to prepare for Y2K?

Yes, there will be enough food.  Major domestic companies that provide most of the food American’s consume have been working hard on the Y2K problem for some time and are confident that there will be little or no interruption in the food supply from the Y2K bug. The Food Supply Working Group, led by the U.S. Department of Agriculture, agrees with this assessment and reports that major food manufacturers and distributors will be well prepared for the century date change. Grocery stores are already anticipating a surge in sales at the end of the year because of the many celebrations planned for the millenium and they intend to have sufficient inventory. The nation's supermarket companies report that they normally have five weeks of inventory in their distribution centers and stores.    In some categories, such as prescription drugs, they have up to three months inventory in the system.   These stocks provide a supply cushion in times of unusual demand surges such as severe weather.  In addition, grocery stores are accustomed to operating under adverse conditions and they have contingency plans in place so that they can continue to serve their customers, when for example, inclement weather causes power outages.

Will grocery stores be open and prepared for Y2K?  Will there be food in the markets?

Grocery store chains are spending hundreds of millions of dollars to prepare for the century date change.  Major grocery stores chains and national wholesalers are confident that their stores, pharmacies, offices, plants and warehouses will function normally on and after January 1, 2000.   The nation's supermarket companies normally have five weeks of inventory in their distribution centers.  They are also preparing for an anticipated surge of sales at the end of the year because of the number of special celebrations planned for the millennium and they intend to have sufficient inventory.  It’s important to remember that grocery stores are accustomed to operating under adverse conditions and they have contingency plans in place so that they can continue to serve their customers when, for example, inclement weather causes  power outages so they will be similarly prepared for any disruptions that might be caused by the Y2K bug. Unless there is widespread hoarding or excessive stockpiling, especially toward the end of the year,  supermarket companies expect January 1, 2000 to be a routine shopping day. 

Imports

There may be some risk of year 2000 disruptions to U.S. imports of foreign food, especially perishable commodities.  However, should there be a disruption, fresh fruits and vegetables are likely to continue to be available, with less variety and at higher prices, due to domestic production.   Representatives from the food industry report that there are abundant processed substitutes (3-5 weeks supply) for any fresh product that is not imported because of Y2K. The greatest threat to the food supply is not the Year 2000 problem but may come from consumers themselves as excessive hoarding and stockpiling
Will grocery stores have problems with money?

Grocery stores will continue, of course, to accept cash, checks or food stamps based on normal store procedure.  Consumers have been using credit cards and debit cards with expiration dates beginning in 2000 for many months with few disruptions.   Additionally, stores are working to ensure that an ample supply of manual vouchers are available for food stamp transactions and alternative authorization processes are in place for debit or credit card transactions should there be any temporary interruptions in electronic communications.

How will food get to the markets?  Will standards of food safety still be maintained?

U.S. motor carriers play an important role in moving fresh, frozen and dry agricultural products from major production areas to markets all over the United States.  A relatively small proportion of U.S. trucking firms rely on computer technology to assist in trucking operations and many of those companies report they are Y2K compliant.   For this reason, it is anticipated that food will be delivered on time and in sufficient amounts to U.S. markets.

Meat and poultry products that are transported to a Federal or State inspected plant for further processing are always subject to reinspection by the Food Safety Inspection Service when they enter the establishment.  In addition, plants check for incoming products for adherence to their own temperature and condition specifications.

Meat and poultry products moving to other locations such as grocery distributors and restaurants are under the authority of state and local health officials.  Again, such operations generally have specifications for incoming products, and they conduct inspections to assure that products are acceptable.

For more information on food safety, you can call the food safety hotline at 1-800-535-4555.

Y2K BANKING ISSUES

What are Financial Institutions Doing About Y2K?

Y2K is a top priority for banks, savings institutions, and credit unions.  They are taking aggressive steps to make sure their computer systems will function properly on, and after, January 1, 2000.  Nearly all FDIC-insured institutions are making steady progress in their Y2K preparations.  Financial institutions are required to meet federally mandated deadlines.  For example, by June 30, 1999, they should have completed testing their computer systems; however, they will continue to test throughout the remainder of 1999 to minimize any potential disruptions.  The few banking institutions lagging behind schedule are subject to supervisory action by regulators requiring them to fix any remaining problems.  
What are Bank Regulators Doing About Y2K?

FDIC and other federal and state regulators are committed to ensuring that institutions are taking steps to prevent most Y2K problems and minimize the rest.  Federal banking regulators have jointly issued guidance to all FDIC-insured institutions on meeting minimum standards for Y2K-readiness.  They require financial institutions to have plans in place to get their systems Y2K-ready.  These plans must be detailed roadmaps that set out specific dates by which required steps must be taken.  Federal banking regulators are visiting every FDIC-insured financial institution to closely monitor progress in dealing with Y2K issues.  Regulators are also conducting on-site assessments of Y2K readiness for many of the companies used by the banking industry for computer products and services.

What Can You do to Prepare Financially for Y2K?

Despite the best efforts of the industry and the regulators, no one can guarantee that everything will work perfectly.  So, it’s a good idea to keep good records of your financial transactions.  As always, balance your checkbook regularly.  Keep copies of your receipts such as: deposit slips, ATM, bank statements and any other records of a transaction with your bank, especially for the last six months of 1999 and until you receive several statements in 2000.  Compare your records against what’s shown on your bank statement, if you find a discrepancy, contact your institution to resolve any errors.  Federal and state regulators suggest that you find out what your financial institution is doing to address Y2K.  If you have questions, speak with a representative who knows about the institution’s Y2K program.

Y2K Scams 

The FDIC and other government agencies believe scams could become more prominent in the coming months.  Be skeptical if someone asks for your account information or tries to sell you a product, service or investment that’s supposedly Y2K “safe.”  Never give out your Social Security, bank account, or credit card numbers to an unknown person or company unless you initiated the contact, and never give anyone the Personal Identification Number you use to access an ATM.  

Automatic Teller Machines (ATMs)

As part of their readiness efforts, banks, ATM manufacturers, and ATM networks (the systems that give you access to your bank account using another bank's teller machine) are fixing and testing their machines.  If problems do occur, banks should have back-up plans in place so service to consumers can continue.  If you find that your favorite ATM is out of order or "down," it doesn't mean your bank or the larger ATM network is having a Y2K problem.  So, if one ATM isn't working, try another nearby.  Or, during regular banking hours, just go into a bank branch. 

Cash Availability

Because of the extensive work and resources that banks are investing to prepare for Y2K and the comprehensive and intense program federal and state regulators have set forth, widespread, prolonged computer glitches that would prevent consumers from accessing their funds are not expected.  Plus, remember all your payment options (checks, credit cards, debit cards, ATMs and tellers) in the event that one doesn’t work as planned.  The Federal Reserve has plans to ensure that there will be sufficient cash available for consumers.  If you withdraw money, make reasonable decisions based on solid information; don’t put yourself at risk of being robbed or losing valuable interest payments.

Direct Deposits and Payments

By June 30, 1999, FDIC-insured institutions are expected to have tested and, if necessary, replaced any computer programs used to handle electronic payments systems that deposit monies directly into your bank account.  The same goes for systems used to make pre-arranged deductions from your account for recurring payments such as your mortgage payment or utility bills.  What about the organizations that make electronic payments?  The Financial Management Service (FMS), a bureau of the U.S. Treasury Department, is one of the largest issuers of direct deposits and is devoting all possible resources to ensure that services will not be disrupted as a result of Y2K.  The Social Security Administration, another large direct deposit issuer, is also preparing.   In December 1998, President Clinton stated that a panel of independent experts concluded the Social Security system "is now 100 percent compliant with our standards and safeguards for the Year 2000."

FDIC Insurance

Federal deposit insurance will not be affected by the century date change.  If a bank was to experience a Y2K problem and, in the worst case, was unable to operate, the FDIC will be there to protect insured deposits, as it has been for all 65 years of the FDIC’s existence.  No depositor has ever lost a cent of insured funds at a FDIC-insured bank or savings institution.  If you have more than $100,000 in an insured bank or thrift, you may want to make sure you understand the insurance rules.  Check with your financial institution or call the Federal Deposit Insurance Corporation at 1-800-934-FDIC.  Deposit accounts at federally insured credit unions are also covered for up to $100,000.  Ask your Credit Union or call the National Credit Union Administration at 703-518-6330 for more information.
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