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Community Conversations

Personal Preparedness

There is a great deal of information available on Y2K related personal preparedness.  Although expert opinions vary as to the magnitude and severity of the possible disturbances that may occur January 1, 2000, all seem to agree that some level of personal preparedness is necessary.  The degree to which you and your family prepare for a possible Y2K event is a personal choice, but one that should be made with careful forethought and without panic. We can not allow the Y2K event to become a self-fulfilling prophecy.

Yes, it is true that there may be some localized disturbances caused by Y2K.  There may be some electrical outages.  There may be some loss of communications.  There may be some lines at your local gas stations and grocery markets as Y2K approaches.  If, however, we do not behave responsibly we could make the situation much worse.  If everyone picks up the telephone at midnight on New Years, there may be no dial tone because of the amount of usage, not because of Y2K related failures.  If everyone attempts of fill their gas tank on December 31, there will be lines at the pump.  If everyone shops for groceries on the same day there will most likely be a shortage of milk and toilet paper.  If we all go to the bank and empty our accounts there will be an economic impact.  We must behave responsibility making informative decisions based on facts, not fear. 

As you make your personal choice about the extent to which you prepare for Y2K, please consider the information from those who have been working this potential problem for years.  Consider the following:   

· Although the U.S. food delivery systems may be vulnerable to Y2K problems, no major disruption in the nation's food supply is expected.

· No disruptions in electric power are anticipated as a result of Y2K problems.  Both Congress and the Department of Energy have given the electrical power industry high grades for its efforts in fixing existing systems.  Coordinated tests between power companies will be conducted throughout this year to ensure reliability.  Any power outages which may occur are expected to be localized and of minimum duration.
· Progress by oil and gas companies have lagged behind the electric power industry, but are catching up. Little, if any, disruption of oil and natural gas supplies are expected because of Y2K.  Ninety-four percent of oil and natural gas companies expect to have all systems fixed by September 30, 1999, and 97% expect to have contingency plans in place and tested by October 1, 1999
· The telecommunications industry used to mean only telephone service. Today it also includes television service, financial transactions, wireless service and the Internet. The telecommunications industry has spent billions on Y2K solutions and has been given high marks by the Federal Communications Commission. No major disruptions in telephone service are anticipated, and any problems that occur are expected to be minor and quickly fixed.
· The Federal Deposit Insurance Corporation (FDIC) has an aggressive program to ensure all U.S. financial institutions operate without interruption of services.  All financial institutions are required to test their Y2K fixes by simulating transactions using dates after January 1, 2000.  All FDIC insured banks are required to provide alternative methods of conducting business if systems fail.  No problems are expected with automatic teller machines, but power outages could disrupt their service.
· A major component of the nation's airspace system has been upgraded and was successfully tested in March. The system connects radar, radio, computer and weather-reporting sites to air traffic control facilities.  In April, the Federal Aviation Administration (FAA) pushed clocks ahead to Jan 1, 2000 at Denver International Airport.  All systems, including radar screens, radio transmissions, ground traffic and landing lights, worked properly.  All other FAA systems are on schedule and completed implementation on June 30, 1999.
So what should you do? Emergency management experts are advising that everyone treat the change from December 31, 1999 to January 1, 2000 as you would a major winter storm and take the following steps (from Individual Preparedness section of the DefenseLinks web site):

· Don't panic. Panic will only result in hoarding of goods and create the types of shortages government and industry leaders are trying to prevent.

· Buy only what you need to get you through one to three days, such as bottled water and nonperishable foods. Don't wait until the last few days of December to stock up.

· Only take enough cash out of the bank to get you through the weekend, perhaps an extra $50-100 more than you usually do.

· Keep at least half a tank of gas in your car. The same applies to home heating oil.

· If possible, make sure you refill any regularly used prescription drugs prior to the end of the December.

· If you purchase an alternative heating devices, make sure they are approved for use indoors and are listed with the Underwriter's Laboratories (UL).

· Have plenty of flashlights and extra batteries on hand. Don't use candles for emergency lighting.

· Examine your smoke alarms now. If they are wired into your home's electrical system, check to see if they have battery back-ups.

· Maintain a separate list of emergency numbers for the police, fire department and ambulance services, just in case 911 systems are temporarily out of service.

· Be sure to have one phone available that does not rely on electric power.  While regular phone service can operate without electricity, cordless phones may not. If you have a wireless phone, have extra batteries on hand.

· Make sure you have a battery-operated radio or television to keep current on local efforts to solve any Y2K problems.

· Become involved and become an advocate in your neighborhood and community. Knowing what is being done locally to address and fix potential Y2K problems will help ease concerns and give you a good idea of what to expect as the millennium approaches.

To see how you can get involved in your community check out the following sites:

Federal Governments Guide toY2K http://www.itpolicy.gsa.gov/mks/yr2000/community/community.html

Y2K Community Conversations @ http://www.y2k.gov/community/

More information from the DefenseLinks web site:

Food

Although the U.S. food delivery systems are particularly vulnerable to Y2K problems, no major disruption in the nation's food supply is expected. From farmers to ranchers, to food processing companies and retailers, all are dependent on automated systems that result in the food we purchase every day.  It is likely that all parts of the food industry will suffer some minor Y2K glitches. But they are expected to be short lived and easily fixed. At worst, there may be a temporary shortage of some perishable items, such as imported fruits and vegetables.

· Do keep a few days of food on hand in case power outages occur and grocery stores are not open.

· Do not hoard food or do frivolous stockpiling of supplies. This type of behavior will only cause the shortages the food industry is working to prevent.

Year 2000 and the Food Supply

Grocery & Convenience Stores and Y2K  

Contains links to most major grocery and convenience store chains.

Electricity 

No disruptions in electric power are anticipated due to Y2K problems.  Both Congress and the Department of Energy have given the electrical power industry high grades for its efforts in fixing existing systems.  Coordinated tests between power companies will be conducted throughout this year to ensure reliability.  Any power outages which may occur are expected to be localized and of minimum duration.

· Just as you would prepare for any major storm, it's always a good idea to keep an adequate supply of flashlights and batteries on hand.

North American Electric Reliability Council

Oil and Gas Sector 

Progress by oil and gas companies have lagged behind the electric power industry, but are catching up. Little, if any, disruption of oil and natural gas supplies are expected because of Y2K.  Ninety-four percent of oil and natural gas companies expect to have all systems fixed by

September 30, 1999, and 97% expect to have contingency plans in place and tested by October 1, 1999.

Most of the oil and gas industry's equipment have mechanical and manual back-ups. The industry often operates this way during times when electrical power has been knocked out by severe storms.  Although the U.S. imports almost half of its crude oil, there will be ample supplies on hand to make up for any problems with imports not arriving on schedule because of Y2K problems.  Testing on oil and gas industry systems indicate that most embedded microchips will not be affected by the year change.

The United States is largely self-sufficient in natural gas, with only 14 percent of it imported.

· If you rely on oil for home heating, it's best to make sure your tank is at least half full in case shortages do occur.

Telecommunications

The telecommunications industry used to mean only telephone service. Today it also includes television service, financial transactions, wireless service and the Internet. The telecommunications industry has spent billions on Y2K solutions and has been given high marks by the Federal Communications Commission. No major disruptions in telephone service are anticipated, and any problems that occur are expected to be minor and quickly fixed. The largest local and long distance carriers are expected to be Y2K compliant and have contingency plans in place by June 1999.

Wireless handsets are not susceptible toY2K problems unless they are integrated into a computer system. You should check with your carrier for details. Broadcast television and radio Y2K problems are being addressed and are scheduled to be fixed no later than June 1999.

Y2K problems are not likely to affect cable system operations. However, cable systems deliver video channels received from a variety of sources and isolated channel outages could occur.

Home Internet access will not be disrupted as long as power and phone connections remain intact. But the Internet is a global, highly complex network, and you may not be able to obtain access to all sites.

Y2K Communications Sector Report
Water 

No major problems are expected with water supplies or water treatment plants. 

Most water treatment facilities have back-up generators in case of loss of power. 

Most plants that supply water to homes can be operated manually, if needed.

Drinking water systems routinely maintain a two-to-five day supply of water in storage and can supply water by gravity if power outages occur. 

Just like you would prepare for any major weather problem, it's a good idea to have a two-to-three day supply of bottled water on hand.

Environmental Protection Agency 

Banking 

The Federal Deposit Insurance Corporation (FDIC) has an aggressive program to ensure all U.S. financial institutions operate without interruption of services.  All financial institutions are required to test their Y2K fixes by simulating transactions using dates after January 1, 2000.  All FDIC insured banks are required to provide alternative methods of conducting business if systems fail.  No problems are expected with automatic teller machines, but power outages could disrupt their service.

The FDIC recommends you take the following steps to ensure a smooth financial transition from December 31, 1999 to January 1, 2000:

· Ask your local bank about what it's done to fix its information systems.

· Keep good records of all banking transactions, especially for the last six months of 1999 and first several months of 2000.

· Ask your lender for a printed history of payments on a mortgage, car loan or other debts.

· Obtain a credit report in 1999 and another in 2000 to ensure the information is accurate.

· If you bank by home computer, contact the software vendor to ensure your system does not contain the Y2K bug.

· Do take a little extra cash out of the bank -- but just enough to get you through the long weekend. January 1, 2000 occurs on a Saturday.

Appliances

Most household appliances are not vulnerable to the Y2K bug.  Although microchips exist in almost all appliances, including coffee makers, microwave ovens, refrigerators, security and heating and cooling systems, they generally are unaffected by date changes.  

If you have questions about a specific product in your home, contact the manufacturer, or visit the Consumer Information gateway at the Federal Trade Commission's (FTC) web site at www.consumer.gov/y2k/index.html. The site has direct links to most manufacturers of household appliances.

The President's Council on Year 2000 Conversion has a toll-free hot line that provides updated consumer information. The number is 1-888-USA-4-Y2K. Prerecorded information is available seven days a week, 24 hours a day. Information specialists staff the lines from 9 a.m. to 8 p.m. (EST), Monday through Friday.

Consumer Electronics

Consumer electronic products with imbedded microchips include VCRs, TV/VCR combination products, camcorders, fax machines and personal computers.  Personal computers are the most vulnerable. Whether your computer is already Y2K compliant depends on a variety of factors, including what year it was manufactured, what upgrades have been made, and what hardware or software has been added to the original package.

The Consumer Electronics Manufacturers Association reports that only older model video and personal computer products require the date to function, and these can be fixed through manual resetting or software upgrades.  For personal computers, as well as all consumer electronics, the best bet is to contact the manufacturer for details. Not only can they tell you whether your particular product needs repair, they can usually tell you how to do it. Most manufacturers have toll free numbers or web sites you can contact. Or visit the Consumer Information gateway at the Federal Trade Commission's (FTC) Web site at www.consumer.gov/y2k/index.html. The site has direct links to most manufacturers of consumer electronics.

Rail Travel

Rail travel is less dependent on information technology and all trains are expected to run on schedule on January 1, 2000.  Amtrak and commuter railroads have fixed all operating systems involving scheduling, reservations and ticketing.  Dispatching, signaling and telecommunications systems are controlled by trains crossing tracks and are not subject to computer technology.  Train crossing guards are not affected by Y2K.  Sixty-five percent of all locomotives currently in use were built before 1985 and have no on-board electronics.  The two major locomotive manufacturers report there are no Y2K problems associated with embedded microprocessors in trains built after 1985.  In general, subway systems do not depend on date systems and train operators can use manual operation.

Some subway riders could experience disruptions if local utility companies have not adequately prepared for Y2K. Check with your local providers to confirm reliability of services.

The Federal Railroad Administration Y2K Web Site.

Air Travel

A major component of the nation's airspace system has been upgraded and was successfully tested in March. The system connects radar, radio, computer and weather-reporting sites to air traffic control facilities.  In April, the Federal Aviation Administration (FAA) pushed clocks ahead to Jan 1, 2000 at Denver International Airport.  All systems, including radar screens, radio transmissions, ground traffic and landing lights, worked properly.  All other FAA systems are currently on schedule to be repaired by June 30, 1999.

Airplanes are safe.  Critical components, such as engines, landing gear and flight control systems, are not affected by the Y2K bug.  Airport security systems, such as metal detectors, do not require Y2K repairs.  All air traffic control systems have back-up generators in case of power outages.  Airline reservation systems have already passed and are successfully processing bookings for January1, 2000 and beyond.

Gridlock in some airports could occur if systems such as baggage handling suffer Y2K glitches. Foreign air travel remains a significant concern. The FAA is working with international aviation organizations and plans to issue a report on Y2K progress in foreign countries by September 30.

U.S. Postal Services

The U.S. Postal Service has been working on the Y2K problem since 1993 and anticipates no interruption in overall mail delivery.  The Postal Service has 152 systems critical to on-time mail delivery. One hundred twenty seven of those have been fully checked and corrected.  All but three of the remaining systems are scheduled to be fixed by June, and the remaining three by September.  Contingency plans have been developed in case utility or transportation networks experience failures.

Try to send all holiday packages and cards earlier than usual to prevent possible Y2K interference with delivery.

U.S. Postal Service

Automobile Travel

No major traffic problems are expected because of Y2K.  Traffic control systems installed during the past five years will not be affected. Traffic lights that do malfunction are expected to do nothing more than revert to a constant yellow or red flashing, similar to what happens during some thunderstorms or localized power outages.

How well states and local communities have addressed this problem varies greatly. To check progress in your area visit local city government web sites,. or go to www.y2k.gov/java/info6a.html. The site contains a U.S. map with point-and-click access to state Y2K sites.

Automobiles are not expected to have Y2K problems. Although most newer models do have embedded microchips, they are not believed to be susceptible to the year change.

The National Highway Traffic Safety Administration has surveyed auto manufacturers concerning possible Y2K problems and is posting the results on their web site

www.nhtsa.dot.gov/nhtsa/whatis/y2k/. The site also contains direct links to many auto manufacturers.

Although your car may not experience problems, if electrical power outages occur you may not be able to immediately get fuel. 

· Make sure you have at least a half tank of gas in your car in case stations do experience temporary problems.

The Federal Highway Administration Y2K Web Site
Examples of current events: 

05/19/1999: Installations on Track to Protect Personnel, Families from Y2K WASHINGTON -- You've heard the horror stories: Elevators suddenly stuck between floors, building security systems lock you in or keep you out, power supplies suddenly go -- all because of the Y2K computer bug. Now hear the good news. If you work or live on a DoD installation, or work in a DoD-operated building, odds are good you won't even experience anything more than just a hiccup in services as December 31, 1999, becomes January 1, 2000. www.defenselink.mil/news/May1999/n05191999_9905194.html

05/19/1999: Reserve Components on Guard for Y2K WASHINGTON -- Much has been said and much has been done in recent years to integrate the reserve components into the total force, and the latest challenge -- known as Y2K -- has been no exception.

www.defenselink.mil/news/May1999/n05191999_9905191.html

05/07/1999: DoD Schools Exterminating Y2K Bugs in Records WASHINGTON -- Getting

Department of Defense school systems Y2K-compliant may not be as easy as 1-2-3, but school

officials are confident all systems will be ready when midnight December 31 arrives.

www.defenselink.mil/news/May1999/n05071999_9905073.html

05/07/1999: DoD's Mover Revs-Up to Keep on Trucking Past Y2K FALLS CHURCH, Va. – The Military Traffic Management Command cranked its engines in April 1996 and started revving-up to squash the millennium computer bug long before it infected the public's imagination. Forward-thinking MTMC officials devised Year 2000, or Y2K, solutions they hope will keep DoD's well-greased transportation system running smoothly into the next century.

www.defenselink.mil/news/May1999/n05071999_9905072.html

04/30/1999: DoD, Services, Determined to Keep Personnel Files, Actions Safe from Y2K

WASHINGTON -- If you've been wondering whether the Year 2000 computer problem could suddenly erase your very existence as a service member at the stroke of midnight on December 31, then worry no more. DoD officials say the services are making steady and strong progress in fixing computer systems that manage and store personnel files.

www.defenselink.mil/news/Apr1999/n04301999_9904307.html

04/12/1999: TSP and Y2K: Is Your Nest Egg Safe? WASHINGTON -- Will the Year 2000 computer problem have your Thrift Savings Plan nest egg for lunch? The Federal Retirement Thrift Investment Board, which administers the TSP, and fund managers say no. The plan's current systems will recognize the year change correctly, officials said. www.defenselink.mil/news/Apr1999/n04121999_9904123.html

04/02/1999: Military Health System Treats Y2K Symptoms WASHINGTON -- Newspapers

nationwide are reporting severe problems in the medical community with preparing computer

systems for the Year 2000 date change. Within DoD Health Affairs, however, the prognosis for Y2K compliance is much brighter. www.defenselink.mil/news/Apr1999/n04021999_9904021.html

03/18/1999: DFAS Chief Says Pay Will Be OK, Despite Y2K WASHINGTON -- Extinction looms for the last "Y2K bugs" that may be hiding in DoD payroll systems, the Defense Finance and Accounting Service director said in a recent interview. All DFAS payroll computer software have proved to be Year 2000 compliant and all will be operating on compliant hardware by March 31, Gary W. Amlin said. 

www.defenselink.mil/news/Mar1999/n03181999_9903183.html
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